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Abstract

These Application Notes describe the steps for configuring a SIP trunk between Avaya IP
Office and Cisco Unified Communications Manager (CUCM).
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1. Introduction

Session Initiation Protocol (SIP) is a standard based communication protocol capable of
supporting voice, video, instant messaging and other multi-media communication. These
Application Notes will outline a solution for using SIP as a trunking protocol between
Avaya IP Office and Cisco Unified Communications Manager.

2. Overview

The sample network shown in Figure 1 consists of two IP PBX systems each belonging
to a different domain with its own dialing plan. The Avaya IP PBX system consists of
Avaya IP Office system capable of supporting a variety of Avaya 5600 and 4600 Series
IP Telephones along with digital and analog phone/fax stations. The Cisco IP PBX
system consists of Cisco Unified Communications Manager (CUCM) supporting Cisco
SIP and SCCP stations along with analog Fax station through the use of a Cisco 1751
router/gateway. A SIP trunk is configured between Avaya IP Office and CUCM to
support calling between the Avaya and Cisco IP PBX systems. With the use of the SIP
trunk trans-coding, media and protocol conversion, calls between any 2 telephones are
supported in this sample network regardless of whether they are between SIP, H.323,
DCP, SCCP or analog stations.

3. Configuration

Figure 1 illustrates the configuration used in these Application Notes. All telephones in
the 172.28.10.0/24 1P network are either registered with Avaya IP Office and use
extension 122xx. All IP telephones in the 172.29.5.0/24 1P network are registered with
CUCM and use extension 60xxx. A single SIP trunk between Avaya SES and CUCM
manages call control between the Avaya and Cisco IP PBX systems.
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Figure 1: Sample Network Configuration
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4. Equipment and Software Validated

The following equipment and software/firmware were used for the sample configuration:

DEVICE DESCRIPTION VERSION TESTED
Avaya IP Office 406v2 4.2(11)
Avaya IP Office Manager 6.2(11)
Avaya 4625SW IP Telephone (H323) 2.9

Avaya 6402D Digital Telephone -
Analog telephone -
Cisco Unified Communications Manager 7.0.1.1.11000-2

Cisco 7965 Unified IP Phone (SIP) SIP45.8-4-1S

Cisco 7912 Unified IP Phone (SCCP) App Load ID
CP7912080003SCCP070409A
Boot Load ID
LD0100BOOT021112A

Cisco 1751v router 10S 12.4(10a)

5. Configure Cisco Unified CM

This section describes the SIP Trunk configuration for CUCM as shown in Figure 1.
Fields left using default value are not highlighted. It is assumed that the basic
configuration needed to interoperate with the 1751 router/gateway and support for Cisco
IP telephones has been completed. For further information on Cisco Unified CM, please
consult reference [2], [3], and [4].

1. Open Cisco Unified CM Administration by entering the IP address of the CUCM into
the Web Browser address field, and log in using an appropriate Username and
Password.

alml  Cisco Unified CM Administration Navigation

cisco For Cisco Unified Communications Solutions

Cisco Unified CM

Administration
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2. Select System = Security Profile = SIP Trunk Security Profile from the top

menu then click Add New to add a new SIP Trunk Security Profile.

wlal,  Cisco Unified CM Administration QRVEECELY Cisco Unified CM Administration =) Go

cisco For Cisco Unified Communications Solutions

interop About Logout
System = Call Routing = Media Resources «  Woice Mail »  Device = Application = User Management «  Bulk Administration = Help =

Find and List SIP Trunk Security Profiles

IZD: Add New @ Select Al @ Clear Al % Delete Selected

Status

@ 2 records found

SIP Trunk Security Profile (I - 2 of 2) Rows per Page|50 ~|

Find SIP Trunk Security Profile where [Mame =|[begins with =] FindI Clear Filter I dp| =
r e = Descriptian Copy
r Mon Secure SIP Trunk Profile MNon Secure SIP Trunk Profile authenticated by null String (i}
| Add New I Select all Clear all Delete Selected I

The following is a screen capture of the SIP Trunk Security Profile used in the sample

network. Click Save to commit the configuration.

SIP Trunk Security Profile Configuration

LB Save x Delete Copy % Reset Ell} Al e

— Status

@ Status: Ready

*

Marne I.ﬁwaya

Description

|SIF‘ connection to Avaya

Device Security Mode INDn Secure

Incoming Transport Type * ITcp+|_|Dp

L L L

Cwtgoing Transport Type ITCp

" Enable Digest Authentication

Monce Walidity Time {mins)* |6EID

#%.509 Subject Name I

Incoming Port™ ISDBD

" Enable Application Level Authorization

v Accept Presence Subscription
V¥ fccept Out-of-Dialog REFER
v Accept Unsolicited Motification

v Accept Replaces Header

™ Transmit Security Status

—| Savell Delete | Copyl Resetl Add MNew

@ *_indicates required itern.
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3. Select Device = Trunk from the top menu then click Add New to begin adding a
new SIP trunk.

VRGBT Cisco Unified CM Administration =

alaln  Cisco Unified CM Administration

cisco i ifi icati i
For Cisco Unified Communications Solutions interop About Logout

System «  CallRouting »  Media Resources +  oice Mail »  Device »  Application »  User Management = Bulk Administration +  Help -

Find and List Trunks

dl} Acld Mew

Trunks

Find Trunks where |Dewce Name ;” begins with ;” Find Clear Filter | P | —

|Sa|ect itern or enter search text;l

Mo active query. Please enter your search ariteria using the options above,

| Add New |

Select SIP Trunk as the Trunk Type and the Device Protocol field will
automatically be change to SIP. Click Next to continue.

WERGLELENE Cisco Unified CM Adm\nistratmn;l Go

alilin  Cisco Unified CM Administration

cisco i i icati i
For Cisco Unified Communications Solutions interop About Logout

Systemn =  CallRouting «  Media Resources ~  Woice Mal ~  Device = &pplicstion ~  User Mansgemert ~  Bulk &dministration = Help -

Trunk Configuration Related Links: EEE RNzl i 9k

’ Mext

—Status

@ Status: Ready

—TXrunk Information

|Trunl< Type* SIP Trunk =l |
Device Protocol® [g1p ;I

| e

@ *_indicates required item.
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Enter the appropriate information for the SIP Trunk. The following screen
capture shows the configuration used in the sample network. Click Save to
complete. Make sure Media Termination Point Required is checked. This will
cause CUCM to include SDP information in its initial SIP Invite message.

aliiilis Cisco Unified CM Administration LEREEEEWY Cisco Unified CM Administration x

CISCO i P icati i
For Cisco Unified Communications Solutions interop e Log:

System =  Cal Routing +  Media Resources »  %oice Mail » Device = Applicstion +  User Management +  Bulk Adminis

Trunk Configuration IR TN ¢ Back To Find/List -
[3 Save x Delete %! Reset I:Bz el New

— Status

@ Status: Ready

—Device Information

Product: SIP Trunk

Device Protocol: sip

Device Name® To [POffice

Description SIP Trunk to Avaya IP Office

Device Pool® Diefault =l
Cornrmon Device Configuration |< Monge = =l
Call Classification™® [Use Systern Default =l
Media Resource Group List |< Mone = ;I
Location® |Hub_Nona ;I
BAR Group [< none = =
Packet Capture Mode™® [rone =
Packet Capture Duration |D

¥ Media Termination Point Required |

2 Retry Video Call as audio
™ Transmit UTF-8 for Calling Party Mame
™ Unattended Port

[ SRTP Allowed - When this flag is checked, Encrypted TLS needs to be configured in the network to provide end
ta end security. Failure to do so will expose keys and other information.

Use Trusted Relay Point™® IDefau|t =

—Incoming Calling Party Settings
If the administratar sets the prefix to Default this indicates call pracessing will use prefix at the next level setting
{DevicePool/Service Parameter). Otherwise, the value configured is used as the prefix unless the field is empty in
which case there is no prefix assigned.

Clear Prefin Settings I Default Prefix Settings

Incoming Calling Party |Default
Unknown Number Prefix

— Multilevel Precedence and Preemption {MLPP) Information
MLPP Domain|< MWone > ;I

—Call Routing Information
¥ Remote-Party-1d
o Asserted-Identity

Asserted-Type*|Defau|t =

SIP Privacy™® IDefauIt ;I

—Inb d calls
Significant Digits® |,q|| ;I
Connected Line 1D Presentation® IDefault ;I
Connected Name Presentation™® IDefauIt ;I
Calling Search Space | < Mone = =l
AAR Calling Search Space |< Mone = ;I
Prefix DN |
I Redirecting Diversion Header Delivery - Inbound
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— Outbound calls

Called Party Transformation CS5 |2 pane = =l
¥ Use Device Pool Called Party Transformation CES

Calling Party Transformation CS5 |< MNone = ;I
V! Use Device Pool Calling Party Transformation CSS

Calling Party Selection® | originator |
Calling Line IO Presentation® | Default |
Calling Marne Presentation™® IDefau|t ;I
Caller ID DN I

Caller Name |

- Redirecting Diversion Header Delivery - Qutbound

r—=SIP Information

|Destinati0n Address |172,23,1D.22

[ Cestination Address is an SRY

Destination Port™ |5[|6E|

MTF Preferred Originating Codec™ |?11u\aw ;I
Presence Group™ | Standard Presence group I
SIP Trunk Security Profile™ Avaya ;I
Rerouting Calling Search Space = Mone = ;I
Out-Of-Dialog Refer Calling Search Space |< Mone = ;I
SUBSCRIBE Calling Search Space [= Hone = =l
SIP Profile® | Standard SIP Profile =l
DTMF Signaling Method® |RFC 2833 =l

*[ Savell Deletel Resetl Add Mew I

4. Select Call Routing = Route/Hunt - Route Pattern then click Add New to add a
new route pattern for extension 122xx which are for telephones registered with Avaya
IP Office.

alial Cisco Unified CM Administration PRt Cisco Unified CM Administration = || GO

cisco For Cisco Unified Communications Solutions

interop Ahout Logaout

System «  Call Routing +  Media Resources »  “oice Mail »  Device = Application »  User Management = Bulk Administration = Help =

Find and List Route Patterns
EI]H Aclel Mewy @ Select Al @ Clear Al & Delete Selected

— Status
@ 1 records found
Route Patterns (f - I of 1) Rows per PagelSD =l
Find Route Patterns where |Pattern ;”begins with ;” Fl_ndl Clear Filter |i|i|
r Pattern * Description Partition Route Filter Associated Device Copy
| Add Mew || Select all | Clear all | Delete Selected I
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The following screen capture shows the route pattern used in the sample network.

The route pattern “122xx” will cause all 5 digit calls beginning with “122” to be

routed to the “To_IPOffice” SIP Trunk defined in Step 3. Click Save to
complete.

Route Pattern Configuration B L B | | Back Ta Find/List
B Save x Delete Copry EEI'; Add New

T initinn Y
Route Pattern™® [rzznx I

Raoute Partition |{ Mone > =1
|Description [To Avaya IPO i
Murnbering Plan |-- Mot Selected -- =]
Route Filter |< Mone = ;I
MLPP Precedence® | Default £
Resource Priority Mamespace Networle Domain |< Mone = ;I
Gateway/Route List* |To_IPOf‘fice | ;I (Edit)
Route Option % Route this pattern

™ Black this pattern |ND Error LI

Call Classification™® | offtiet =l

[ allow Device override [ Provide Outside Dial Tone [ allaw overlap Sending I Urgent Priority
[ Require Forced Authorization Caode

Authorization Level® ID

[ Require Client Matter Cade

—Calling Party Transformations

[ Use calling Party's External Phone Mumber Mask
Calling Party Transform Mask I

Prefix Digits {Outgoing Calls) I

Calling Line 1D Presentation™ IDefauIt

Calling Marne Presentation® IDefau|t

Calling Party Murmber Type*  [Cisca CallManager

B

Calling Party Murmnbering Plan® ICisco CallManager

AL; Reviewed:
SPOC 4/15/2009

Solution & Interoperability Test Lab Application Notes

8 of 18

©2009 Avaya Inc. All Rights Reserved. CUCM-IPO-SIPtrk



5. This

AL; Reviewed:
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—Connected Party Transformations

Connected Line ID Presentation™ IDefauIt

Connected Name Presentation ® IDefauIt

L L

—Called Party Transformations

Discard Digits |-=: Maone =

Called Party Transform Mask |

Prefix Digits {Outgoing Calls) I

Called Party Numnber Type®  [Cisca CallManager

Called Party Murnbering Plan* |Cisco CallManager

L]

— ISDN Network-5Specific Facilities Information Element

Metwork Service Protocal |__ Mot Selected --

Carrier Identification Code I

Metwork Service Service Parameter Name

Service P

[-- Mot Selected -- = [= mot Exist »

—| Save” Deletel Copyl Add Mew |

concludes the configuration for CUCM.
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6. Avay

a IP Office

This section describes the SIP Trunk configuration for Avaya IP Office as shown in
Figure 1. It is assumed that the basic configuration has been completed and Avaya IP
Office is accessible from the network. Begin by connecting to the Avaya IP Office using
the Avaya IP Office Manager and log in using an appropriate user name and password.
Fields that needs to be configured are highlighted, all other fields are left with their
default value. For further information on Avaya IP Office, please consult reference [1].

1. Select License = SIP Trunk Channels from the left panel menu and verify that there
is a valid SIP Trunk Channels license. If a required feature is not enabled or there is
insufficient capacity, contact an authorized Avaya sales representative to make the

appropri

ate changes.

[l Avaya IP Office Manager 6.2 {11} DDEO070203B5 [4.2{11)] [Administrator{Administrator}]

Eile Edit ‘iew

- EEE A v

B  sPTrunkchannels B v
----- &= RAS LRQ Support (Rapid Response) - Ay— |

Tools  Help

O0E0O70Z0365 * License

IP Offices

B Report Viewer
B, SBCC Agent

* 5IF Trunk Channels

-

e SBCC CCC UPG License Key

ITSCeichSOpxP-QJsTXprngiv@@ngFC

Mg, SBCC Designer

B o RACH

License Type ISIP Trunk Channels

‘8. SIP Trunk Channels License Status I'v'alid |

..... =

4

e Small Office Edition ¥iIM {channels)

Mg, Small Office Edition WiFi Inskances |255

W SoftCaonsale (users)

g UMS Web Services

e Unused (1)

R WMPro Database Interface
R VMPro Metworked Messaging
g WMPro Outlook Interface
&g WMPro Recordings Administrators
Mg WMPro TTS (Generic)

B YMPro TTS (Scansoft)

g YMPro VB Script

R Yoicemail Pra {4 Ports)

B PN IP Extensions

Expiry Date INever

4]

e Wave User

Tunnel {0) -
| »

Cance| |

Help |

Received BOOTP request for 00123F761FF6, 172.28.10.55:68, unable ko process
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2. Select Line from the left panel menu and then right-click and select New - SIP Line
to create an SIP line to CUCM. Enter the IP address of CUCM in the ITSP Address
field. The screen capture below shows the configuration used in the sample network.

4]

[l Avaya IP Office Manager 6.2 (11) 00E0070203B5 [4.2(11)] [Administrator(Administrator}]

Elle Edit Wiew Tools
IP Dffices

o Operator (3)
O0ENO70Z03E5

Help

v QDEDO?O203ES

f
ad

SIP Line| |51p up[l

- Line T4

Line Mumber

- < Control Unit (33
[+ 4 Extension (12)
[]--= User (7}
[ i HuntGroup (1)
[+-@% Short Code (58
B service ()
By RAS (1)
- Incoming Call R
g wanPort ()
o Directary (0)
~£ 1 Time: Profile §0)
&) Firewall Profile 1
- [l 1P Route (3)
| Account Code
-8 License (61)

- Tunnel {0} =
- I_»I_I

ITSP Domain kame:

| ITSP IP Address

Primary Authentication Name
Primary Authentication Password
Primary Registration Expiry (Mins)

Secondary Authentication Mame

Call Initiation Timeout

R

Secandary Authentication Passward
Secondary Registration Expiry (Mins) |60 3:

Reqistration Required

In Service

Use Tel URT

WolP Silence Suppression
©ut OF Band DTME

Local Tones

Fax T35

RE-IMYITE Supparted
Use Offeret's Codec
“oice Packet Size

Compression Mode

= SIP Line - Line 4 o - X|w|<l>

F‘—I—I—I?I—I—I—ITI—I

Automatic Select <

— Netwark Configuration

Layet 4 Pratocal ITCP

Use Network Topology Infa [Lan L

Send Port  |S060 3:
Listen Port  [S080 33

|

of | Carice |

Received BOOTP request For 00123F761FF6, 172,28.10.55:68, unable to process

In the SIP URI tab, enter the line number created above in the Incoming Group

IP Offices

K BoOTR(2)
Operator (3}
O0EDO7OZ03ES
¥y System (1)
7 Line (7)
e |
iy 4
Tis
1 A

17

8
g, 0

=+ Control Unit (3)

- Extension {11}

2 User (7}

1& HuntGroup (1)
|- @ Shart Code (550
@ Service (0)

-y RAS (1)

E--@ Incoming Call Rar

@ titanPort {03

- Directory (0}

"f‘ Time Profile {00
G- Firewal Profile (1
- [l 1P Route (33

i Account Code {0__)
[ W, License (59)

& Tunnel {0}

o Logical LAM (0)

& -G
[E-E-B-

and Outgoing Group fields.

SIP Line

SIP Line - Line 4

Charnel | Groups

[_via [ Local URI [ Contact

1 4 4 i

— Edit Chaninel
Via

Local URT

I172.28.10.22

Contact

IUse User Data

Display Mame

Reqistration

lUSE User Data

IPrimary 'i

Incoming Group

—

Qutgoing Graup

3

Max Calls per Channel IID

=

Cancel

Ad;,
Remoye
Edity,

E--ﬁ; User Rights ()
| »

Cancel

Help

Received BOOTP request for 001e136c76b8, 0,0,0,0:68, unable to process
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3. By default there should be Short Code for 9N that routes calls to a default ARS group
call Main. These Application Notes will use ARS to route call to CUCM. The
screen capture below shows the default 9N Short Code.

al

File

Edit  Wiew

Tools

(b Incoming Call Rout
EEI WanPort (0}
e Directory (00

& f.“ Tirme Profile {0}

& @ Firewvsall Profile (1)
G-l 1P Route (3)
- Account Code (09
[+ W, License (59)

- i Tunnel {0}

e, Logical LaM (0}

; ;; User Rights (&)
Auko Attendant {0

- RAS Location Regl
-fx E911 System (1) |

Help

O0EOD7 020365 * Shork Code i

9N: Dial Bt~ K| w ||z

Short Code |

Code iQN

Feature IDiaI j
Telephone Murber lN

Line Group Id !50: MMain j
Locale | ;I
Force Account Code [

-

| =

Zancel |

Received BOOTP request for 001e138c76b6, 0.0.0.0:68, unable to pracess [

Code entry to route call to CUCM.

H,Ti Avaya IP Office Manager 6.2 {11) DOE0O070203B5 [4.2(11)] [Administrator{Administrator)]

File Edt Wew Toos Help
AEE A v
IP Offices :

00EQO7020365

* ARS

T 50: Main i

Select ARS - Main from the left panel menu, and then click on Add to create a new

L?I-Jf BOOTP (2} — |
Operator (3)
=} O0ENO70203B5 [ v s dary: Dial b =
ARS Route Id 50 econdary Dial bone
29 System (1)
+-19 Line (7) RAtte A |ﬂﬂ— SystemTone ‘I
[+ Contral Unit {3)
[+ Extension (11} Iﬁ
. v .
Beg User () Dial Delay Time System Default (4] = V' check Liser Call Barring
- i HuntGroup (1)
[+ @3 Short Code (59) ) )
@ s (O In Service v Out of Service Route |<Nnne> J
il RAS (1) |
- ) Incoming Call Route (5
) WenPart (0) Time Profile <None> | ————— Ut of Hours Reute [ <tore |
s Direckory (0) l
' Time Profile (0)
5 Zode Telephone Murnber Feature Line Group I Add,.
- IF,;’:W&! PES;\IB(I) 3 | Eoh b I 4 i
- =epnons AU,
H oute 911 911 Dial Emergency o
- Account Code (0) Remave
153 ¢ arg; oM Dial 4 EMMOVE:
[ % License (59) . ¥
% Tunnel (0)
‘. Logical Lam {0}
User Rights (8)
Auko Attendant (01 I
lest () l
+-f% E911 System (1) =
- e s
< I_»lJ
el
i 15 o] i Help

Received BOOTP request for 001e138c78b6, 0.0.0.0:68, unable to process
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Enter the appropriate information for the Code entry. The following screen
capture shows a portion of the Cisco dialing plan “60” is being used as part of the
Code. The Telephone Number is composed of the called phone number appended
with “@” and the CUCM IP Address. Line Group ID 4 created in Step 2 will be
used to send out the call.

G shortcode |
| Code [Ean:; |
Feature IDiaI ;l
Cancel |
Telephone Mumber IEDN"@'I F229820" |
Line Group Id I4 j
Locale I LI

Force Account Code r

5. Select Incoming Call Route from the left panel menu and then right-click and select
New to create a new Incoming Call Route. Under the Standard tab, select the Line
Group number created in Step 2 in the Line Group Id field. The following screen
capture shows the setting used in the sample network.

ﬁ'i Avaya IP Office Manager 6.2 {11} 0DE0D70203B5 [4.2{11)] [Administrator{Administrator)]

File  Edit Wew Tools Help

o H ﬂ ﬂ Oy | v 00EQO70Z03E65 * Incoming Call Route > 4 7l
- K BOOTP (2) - - - - =
i —1 || standard
® Operator (3) - Woice Recording I Destinations |
[=-#%p DOEDO7OZ03ES Bearer Capability IAny Woice fs:

(&
Line Graup Id |4 i Li

Incoming Mumber I

T
[ Control Unit {3)
[ oy Extension (12)

E-g User(?) Incoming Sub Address I
Bl ﬁ HuntGroup (1)
8% Short Code (58) Incorming CLT [
4B Service (0) T I L‘
. Priority |1 - Low _'_I
= o Tag i
& ;\:feizg:it(oo)) Hald Music Source ISystem Source LI =
17 Time Profile (0}
-8 Firewall Profile (1) |
o | Cancel | Help |
Ready I
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Under the Destination tab, enter “.” as the Default VValue. The *“.” indicate the
incoming call can be route to any extension. The following screen capture shows
the setting used.

ﬁ'i Avaya IP Office Manager 6.2 {11) 00EOD70203B5 [4.2(11)] [Administrator{Administrator)]

File  Edit Miew Tools Help

7~ = | [& B A v 00EN07020365 * Incoming Call Route T4 d
E BOOTP (2 7 —
A 2 ={| standard | ¥oice Recording |; Destinations

Operator (3)
O0EOD70203E5 TirneProfile | Destination Fallback Extension

¥ System (1) T

4 Line (7) » | Default Yalue E | ;i _‘_I
[ Control Unik (3)
[y Extension (12)
#-f  User (7)

&“ﬁ HuntGroup {13
-8 short Code (58)
@ Service {0)

Ej! ‘whanPaort (0
s Directory (0)
Tirme Prafile {0} ok | Cance| Help
Firewsall Profile {1} X

6. Select User from the left panel menu. After selecting a user that need to be
configured to use the SIP trunk, select the SIP tab on right panel window. Modify the
SIP Name to be the same as the user’s extension number. The other field can be left
as default.

ﬁ'i Avaya IP Office Manager 6.2 {11) 0DEDO70203B5 [4.2(11)] [Administrator{Administrator)]

File  Edit ‘iew Tools Help

B A v O0ENO7020365 - User 12211 tom smith -

IP Offices E tom smith: 12211 gk | X | v | <]

=I5y OOEOO7OZ0365 o 5 3 2 : o 7
= System (1 ‘oice Recarding | Bukkon Prograrmming | Menu Programing | Mobility: | T3 Options |

7 Line (7) User | ‘oicemail I DD I ShortCodes | Source Mumbers l Telephomy I Forwarding | Dial In I

#1-<=¢ Control Linit (3 Fhore Manager Options | Hurk Group Merbership | announcements | SIP
[+ 4 Extension (12)

| SIP Mame 12211 | L=

SIP Display Mame [Alias) !Extn12211

12201 Extn 12201 Contact IExtn12211
12202 Extnlzziz
12203 ExtnlZz03
z 204 Extniz04 r Anonymaus
- d 12211 tom smith
: ﬂ Huntizroup (1)

[+ @ Short Code (58) o

-
4| | 3
s Directory {0)

.\ Time Profile (0} oK | Carice] | Help |
[+ @ Firewall Profile {13 furd

Ready |

7. Repeat Step 6 for all users on the system to complete the IP Office provisioning.
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7. Verification
The following steps may be used to verify the configuration:

1. Call status can be monitored using Start - Programs - IP Office > Call
Status. The following is a screen capture shows a out going call being made from
extension 12203 to 60005 using Line Group 4.

£ CallStatus [DDEDD7020365] M =]
| Eile Help
| T t
[ %A |[an%C»
Time | Eztension | Mumber | Other Party | Dire...l Status | Length
421350 Extnl2203(12203)[12203] 6000517229520 Line 4 Ot Conn o7

L sssssssssss————————————————————————

Date/Time E stension Mumber Other Party i it

2. From the computer where IP Office Manager is installed, select Start >
Programs - IP Office - Monitor to view Avaya IP Office debugging
information. The following is a screen capture of the sysMonitor window.

Q_-,'Sysl“lnnitnr 6.2 (11) - monitoring 172.28.10.22 (DOED07020365)
File Edit Wiew Filters Status Help

=8| sl@sl x|1]| @ #=

crsrrrases SysMonitor wh.Z (L11) *eERswsaas

********** System (172.28.10.22) has been up and running for lday, lhr, S50mins and 3Zsecs(93032322p5) Fssxrsss

whkrkrRrTr Warning: BINARY File Logging selected #atadswsss

********** Warning: BINARY Logging to File STARTED on 5/3/2009 13:4F:42 ##**ssasss

93032322w5 FRM: Monitor Started IP=172.28.10.33 IP 406 D5 4.2(11) O0E0OO70203B5
(IP Office: Supports Unicode, System Locale is enu)

930323233 PRN: LAW=U PRI=1, ERI=0, ALOG=4, AD3L=0 VCOMP=2Z0, MDM=0, WAN=0, MODU=0 LANM=0 Ck3RC=0 VMAIL=1(¥EF
930324123 PES: Thu 5/3/2009 13:56:20 FreeMem=45001556(2) CMMsg=5 (6) Buff=100 515 500 10S5Z 5 Links=8395
93032412n8 RESZ: RTEngine=0, CMRTEngine=0, Timer=49, Poll=0, Ready=0, CMReady=0, CMQueue=0, VPNNQueue=0
93035324m5 PRM: +++ START OF ALARM LOG DIMP +++
93035324ns PRN: ALARM: 190272007 16:35:37 IF 406 D3 3.2(54) <TLE Instruction Error> CRIT RAISED addr=£fc
93035324n5 FRN: ++ END OF ALARM LOG DUMF +H

whEEEEEFES Warning: Logging to Screen Stopped #devdwsassd

< | |
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3. The Real Time Monitoring Tool (RTMT) can be use to monitor events on CUCM.
This tool can be downloaded by selecting Application = Plugins from the top
menu of the Cisco Unified CM Administration Web interface. The following is a
screen capture of the Csico Unified Communcations Manager Real Teim
Monitoring Tool. For further information on this tool, please consult with
reference [5].

E Cisco Unified Communications Manager Real Time Monitoring Tool (Currently Logged — | EIILI

File System CallManager Edit Window Application Help

Real Time Monitoring Tool Forciseo Unified Communi

System

System Summary

d Systern Surmmary
Server

E CPU and Mermory

L Process

|1 Trace & Log Central
1 Trace & Log Central
[y Remote Browse
[ collect Files
D Glueny Wizard
D Schedule Collection
D Local Browse
@ [ Real Tirme Trace
[y Wiew Real Time Data
[y Monitor User Event
[ collect Crash Dump
D CollectInstall Logs

Disk Usage

g Critical Services

Ferformance
Performance

Performance Log Viewer
Tools :

@ e central

@ Trace & Log Central
@Job Status

@ SysLog Viewer
@VLT

CallManager

Systern Summary ” Trace & Log Central
|Please weat for aetting the status

8. Conclusion

These Application Notes described the administrative steps required to configure a SIP
trunk to support calls between Avaya IP Office and a Cisco Unified Communications
Manager system. Basic calling including Hold, Transfer, Conference and Fax Pass-
through as well as supplemental features such as Call Forward All, Call Park/Unpark are
supported by this configuration. Please note that the version of IP Office shown in these
Application only support initial SIP Invite message that contain SDP information, which
is not the default configuration for CUCM. One way to configure CUCM to include SDP
with its initial SIP Invite message is to enable Media Terminal Point Required option as
shown in Section 5, Step 3.
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9. Additional References
Product documentation for Avaya products may be found at http://support.avaya.com

[1] Avaya IP Office 4.2 Manager 6.2, Part Number: 15-601011, Issue 22k, September
09 2008

Product documentation for Cisco Systems products may be found at
http://www.cisco.com

[2] Cisco SIP IP Phone Administrator Guide, Release 6.0, 6.1, 7.0, 7.1, May 2004,

[3] Cisco Unifed Communications Manager Administration Guide for Cisco Unifed
Communications Manager Business Edition, Release 7.0(1), Part Number: OL-
15405-01

[4] Cisco Unified Communitions Manager Features and Services Guide for Cisco
Unified Communications Manager Business Edition, Release 7.0(1), Part Number:
OL-15409-01

[5] Cisco Unified Real-Time Monitoring Tool Administration Guide, Release 7.0(1),
Part Number: OL-14994-01
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Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ®
and ™ are registered trademarks or trademarks, respectively, of Avaya Inc. All other
trademarks are the property of their respective owners. The information provided in
these Application Notes is subject to change without notice. The configurations,
technical data, and recommendations provided in these Application Notes are believed to
be accurate and dependable, but are presented without express or implied warranty.
Users are responsible for their application of any products specified in these Application
Notes.

Please e-mail any questions or comments pertaining to these Application Notes along
with the full title name and filename, located in the lower right corner, directly to the
Avaya Solution & Interoperability Test Lab at interoplabnotes@list.avaya.com
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