
ENGINEERING RELEASE NOTES

iPECS ES-2000 Advanced Smart Switches
Software Version 1.2.20.0
INTRODUCTION
iPECS ES-2000 Advanced Smart Switches consist of 4 models: ES-2026, ES-2026P, ES-2024G, and ES-2024GP.

ES-2026 is a cost effective managed L2/L4 Fast Ethernet Standalone Switch. ES-2026 contains 24 Ethernet/Fast Ethernet ports (1-24) and 2 Combo-Giga ports* (25-26).

ES-2026P is a cost effective managed L2/L4 Fast Ethernet PoE Standalone Switch. ES-2026P contains 24 Ethernet/Fast Ethernet PoE ports** (1-24) and 2 Combo-Giga ports* (25-26). 
ES-2024G is a cost effective managed L2/L4 Gigabit Ethernet Standalone Switch. ES-2024G contains 24 Gigabit Ethernet ports (1-24) with the last 4 Combo-Giga ports* (21-24).
ES-2024GP is a cost effective managed L2/L4 Gigabit Ethernet PoE Standalone Switch. ES-2024GP contains 24 Gigabit Ethernet PoE** ports (1-24) with the last 4 Combo-Giga ports* (21-24).
* 10/100/1000 CU built-in associated Mini-GBIC slots

** Any port can support a maximum of 32.4W (high power) per port.
The base hardware is a 1U height, 19” rack mountable metal enclosure. The switch can be managed either by in-band management via the network station remotely or out-of-band management via the console port (RS232) locally. An imbedded Web agent also provides management capability to any computer on the network via common HTTP browsers such as Netscape Navigator (Version 6.2 or above) or Microsoft’s Internet Explorer (Version 5.0 or above).

Management of the switch is password protected; the password is used for the Web browser interface. In order to access the Management Module via a network connection, at factory defaults the switch has already been assigned an IP address: 192.168.1.10 and subnet mask: 255.255.255.0. The management option provides SNMP, RMON (4 groups: 1,2,3,9), and Web management for system control and statistical monitoring.

	It is recommended that one thoroughly review this release notes prior to the installation or upgrade of this product.


Firmware Specification
	Firmware
	Version
	File Name
	File Size
	Created Date

	Loader
	1.0.1.8
	iPECS_ES-2000_Ldr_V1.0.1.8.bix
	394,440
	2010/12/16

	Software
	1.2.20.0
	iPECS_ES-2000_Op_V1.2.20.0.bix
	9,947,260
	2013/6/4

	Private MIB
	-
	iPECS_ES-2000.mib
	406,757
	2012/10/23


	Status
	Version.
	Type
	Release Date

	Phase 2

	Current Release
	1.2.20.0
	Patch
	2013/6/4

	Previous Release
	1.2.18.0
	Patch
	2013/4/11

	Previous Release
	1.2.16.0
	Patch
	2012/11/29

	Previous Release
	1.2.15.0
	Patch
	2012/10/4

	Previous Release
	1.2.14.0
	Patch
	2012/8/6

	Previous Release
	1.2.13.0
	Patch
	2012/6/26

	Previous Release
	1.2.12.0
	Patch
	2012/6/1

	Previous Release
	1.2.11.0
	Patch
	2012/4/6

	Previous Release
	1.2.10.0
	Patch
	2012/4/6

	Previous Release
	1.2.9.0
	Patch
	2012/3/15

	Previous Release
	1.2.8.0
	Patch
	2012/2/20

	Previous Release
	1.2.7.1
	Patch
	2012/1/20

	Previous Release
	1.2.7.0
	Patch
	2012/1/6


Network Management Software Support
	NMS Platform
	Version No.
	Module No.

	TBD
	 
	 


If you install this image, you may not have control of all of the latest features of this product until the next version(s) of network management software. Please review the software release notes for your specific network management platform for details.

SUPPORTED FUNCTIONALITY
(TBD)

Installation and Configuration Notes
In general, ES-2000 Switch will be shipped to you pre-configured with this version of firmware. If you would like to upgrade an existing ES-2000 Switch, please follow the HTTP Upgrade instructions that are included with your firmware image upgrade kit.
Firmware Fixes, Changes, and Enhancements
The following issues have been fixed in this software release. Unless specified, they are common to all 4 models of ES-2000 switches.
Opcode V1.2.20.0; Loader V1.0.2.0
	Ticket No
	Headline
	Role

	ES-3024GP-01279
	New feature request for ES-2K/3K/4K for Korean government customers

=> New behavior: System-boot-up only auto-generates the default "admin" user account when no account exists after startup provision is completed.
	Customer

	ES-3024GP-01280
	Ping invalid IP address (0.0.0.0, 224.1.1.1, 255.255.255.255, 255.255.255.0), but get response (time: 0 ms) on WebGUI.
	Tech-support


Opcode V1.2.19.0; Loader V1.0.2.0
	Ticket No
	Headline
	Role

	ES-3024GP-01267
	DHCP Client: The "DHCP Class-id" does not support on web and help page.
	NTC

	ES-3024GP-01269
	Can't input port description with space via SNMP
	NTC

	ES-3024GP-01270
	IP-AddrConfig: DUT does not reject this invalid gateway address setting.
	NTC

	ES-2026P-00230
	CableDiag: DUT cannot create new session after the last test is failed.
	NTC


Opcode V1.2.18.0; Loader V1.0.2.0
	Ticket No
	Headline
	Role

	ES-3024GP-01247
	CLI “show interfaces counters” on trunk port have problem(s) – Port Util counters in incredible values, RMON counters in 0 value.
	RD

	ES-3024GP-01248
	FXC5352(ES4552MA)Buglist#34 web-auth Remaining Session Time should be same between CLI(0) and WebGUI(Disabled).
	RD

	ES-3024GP-01251
	Web: Security > ACL: DUT displays incorrect configuration Source-MAC and Sub-Mask.
	NTC

	ES-3024GP-01252
	Web: Traffic > Priority > {DSCP to DSCP | CoS to DSCP | PHB to Queue}: After applying "Delete" to any value that has been modified, it is reset to the default value on "CoS to DSCP Mapping List".
	NTC

	ES-3024GP-01253
	Web: Traffic > Diffesrv: "Action" item does not have its own checkbox, which is separate from “Meter”. But CLI does.
	NTC

	ES-3024GP-01254
	The device’s memory will be eventually exhausted if it receives the specific LLDP packet with TIA.
	Tech-support

	ES-3024GP-01255, 1258, 1259
	Update Web help pages –

security_acl, system_reload, system_time
	RD, NTC


Opcode V1.2.17.0; Loader V1.0.1.8
	Ticket No
	Headline
	Role

	ES-3024GP-01239

ES-3024GP-01244
	Add Web help pages –

ip_arp,

traffic_packet_flow
	NTC

RD

	ES-3024GP-01238, 1240, 1241, 1242, 1243
	Update Web help pages –

system_switch, traffic_priority_trust_mode
system_time, sitemap
traffic_diffserv
	NTC

RD


Opcode V1.2.16.0; Loader V1.0.2.0
	Ticket No
	Headline
	Role

	ES-3024GP-01229
	[ES3510MA_V1.3.4.3] High CPU utilization after enabling switchport ingress-filtering function.
	RD

	ES-3024GP-01231
	ES-3024GP : wrong https description in "Site Map > Secuiity > HTTPS"
	Customer

	ES-3024GP-01232
	SNMP inefficiently processes variable bindings that causes it do jobs repeatedly.
	RD

	ES-3024GP-01233
	Request to change Company name and logo to Ericsson-LG (original: LG-Ericsson)
	Customer

	ES-3024GP-01235
	ACL: The VID range of MAC-ACL not matched to static VLAN setting.
	RD


Opcode V1.2.15.0; Loader V1.0.1.8
	Ticket No
	Headline
	Role

	ES-3024GP-01209
	ES2026P txt file extension is not able to be download via http
	Customer

	ES-3024GP-01213
	Security: Unexpected debug message would be generated when doing Nessus test.
	RD

	ES-3024GP-01215
	FXC5352(ES4552MA)BugList#19 Reload setting problem if hours set to "0"
	RD

	ES-3024GP-01216
	FXC5352(ES4552MA)BugList#20 System reload setting does not work about regularity time
	RD

	ES-3024GP-01217
	[XC] CLI crash if using Dynamic-qos to set ACL rule binding
	RD

	ES-3024GP-01218
	FXC5352(ES4552MA)BugList#30 Strange loopback syslog is detected in ATC multicast testing
	RD

	ES-3024GP-01219
	FXC5352(ES4552MA)Buglist#37 Error Link Detection trap about action:trap
	RD

	ES-3024GP-01220
	Help Page:System reload help page can not display correct.
	RD

	ES-2024GP-00010
	ES2000 missing Poemgt Object
	Customer

	ES-3024GP-01223
	The state of RSPAN vlan would go back to Active when Suspend RSPAN vlan then reload
	RD

	ES-3024GP-01226
	ES-3024GP : Wrong information in WEB help page and user manual about the https feature
	Customer

	ES-3024GP-01227
	CLI: MAC ACE with Ethertype parameter setting and Time Range name leading with "c" will cause DUT display Exception and Hang
	RD


Opcode V1.2.14.0; Loader V1.0.1.8
	Ticket No
	Headline
	Role

	ES-3024GP-01198
	wrong operation MAU type in ES30xx
	Customer

	ES-3024GP-01201
	LGE1 : Invalid IPv6 address can be executed
	Tech-support

	ES-3024GP-01203
	LGE1 : arp timeout setting no effect in webgui
	Tech-support

	ES-3024GP-01204
	LGE1 : Strange information about ip source guard on port channel in web and CLI mode
	Tech-support

	ES-3024GP-01205
	LGE1 : We cannot set IP source guard in webui while creating port-channel
	Tech-support

	ES-3024GP-01206
	LGE1 : Traffic-segmentation can't assign port-channel port in CLI
	Tech-support

	ES-3024GP-01207
	ES-3052GP : switch will reboot while running tcp ping
	Tech-support

	ES-3024GP-01210
	[diffserv] can't remove meter from policy-class-map
	RD

	ES-3024GP-01211
	FXC5352(ES4552MA)BugList#23 Mirror port-channel does not work after rebooting
	RD


Opcode V1.2.13.0; Loader V1.0.1.8

	Customer

	ES-3024GP-01188
	ES-3024GP : Can't set domain name

	ES-3024GP-01191
	ES-3024GP : Max sessions of Port mirror on ES-2K/ES3K

	RD

	ES-3024GP-01192
	DNS: TTL sometimes shows up as a large positive number

	ES-3024GP-01193
	Web UI: When DUT set IPv6 link-local address via Web UI. Web UI will display incorrect address.

	ES-3024GP-01194
	Web: Wrong Spelling "Minitue" on Summer Time Date Mode Configuration page.


Opcode V1.2.12.0; Loader V1.0.1.8

	Customer

	ES-3024GP-01181
	ES-3024GP : ES30/20 xx cam't forward the UDP packet dst port = 0 but ES-4k can

	ES-3024GP-01183
	ES-3024GP : Web page link error

	RD

	ES-3024GP-01184
	The linux script file (convertWebFiles) did not check if the converting file is an image file or not.

	ES-3024GP-01186
	Modify information of access-list tcam-utilization

	ES-3024GP-01187
	Diffserv: when the rule resource is not enough, binding policy map to interface shall be fail.

	ES-3024GP-01189
	A next client is not able to pass do1x authentication when a preceding client got failure before.

	ES-2026P-00228
	Port Mirror :DUT can not be set the port mirror function in the Trunk mode ( WEB UI Show Data Invalid )


Opcode V1.2.11.0; Loader V1.0.1.8

	RD

	ES-3024GP-01182
	FW: 1.2.10.0 Can't save configs after loading factory default config file


Opcode V1.2.10.0; Loader V1.0.1.8

	Customer

	ES-3024GP-01175
	ES-3052GP : Daylight saving enhancement

	ES-3024GP-01176
	Loopback detection function fails to work on ES-3024GP

	ES-3024GP-01177
	Change default value of management IP to DHCP for MA model of USA sku

	ES-3024GP-01178
	Factory default config cannot be produced correctly when it's mismatch with runtime or missed (or deleted).

	ES-3024GP-01180
	first lldp packet option TIA-Network policy from switch will be untag ES2026P


Opcode V1.2.9.0; Loader V1.0.1.8

	Customer

	ES-3024GP-01171
	error message display after receive adtran lldp packet on ES-3026

	ES-3024GP-01173
	ES-3024GP : Add the hostname feature of SNTP server


Opcode V1.2.8.0; Loader V1.0.1.8

	Customer

	ES-3024GP-01167
	ES-3052G : Link Auto-negotiation problem at the Korean National Police Agency sites

	ES-3024GP-01160
	ES-3024G : Difference behavior for copy command

	ES-2024GP-00227
	ES-2024GP : switch should stop upgrading if the opcode is wrong


Opcode V1.2.7.1; Loader V1.0.1.8

	Customer

	ES-3024GP-01166
	Telnet: After transfer file completely by telnet session, another session(CLI) sometimes can't  ping PC successfully.


Opcode V1.2.7.0; Loader V1.0.1.8

	Customer

	ES-3024GP-01140
	ES-3024GP : 5 switches were down


Opcode V1.2.6.0; Loader V1.0.1.8

	Customer

	ES-3024GP-01124
	Increase the length of the password from 8 characters to 32 characters

	ES-3024GP-01123
	ES-3026 : TC BPDU will be sent if we plug on/off the PC on the edge port of the switch


Opcode V1.2.5.0; Loader V1.0.1.8

	Customer

	
	

	ES-3024GP-01139
	ES-3024GP : CPU load is always 100% for v1.2.4.0

	
	

	
	


Opcode V1.2.4.0; Loader V1.0.1.8

	Customer

	ES-3024GP-01105
	ES-3026 : ‘invalid data’ pops-up continuously while downloading wrong configuration file

	RD

	ES-3024GP-01106
	Implement SW watchdog


Opcode V1.2.3.1; Loader V1.0.1.8

	Customer

	ES-3024GP-01059
	ES-3000 does not report system name(hostname) in the sh lldp info remote function

	ES-3024GP-01074
	Leverage Service tag in UC to differentiate models of Korea and USA

	ES-3024GP-01095
	ES-3026P: Heavy traffic load

	RD

	ES-3024GP-01075
	WEB information: Operation Code "Undefined" information


Opcode V1.2.3.0; Loader V1.0.1.8

	Customer

	ES-3024GP-01017
	Manual revision for VOIP function in LGE 24/26 models

	ES-3024GP-01023
	[LGE]Show Rule of Security > ACL looks different with ES4524MA

	ES-3024GP-01047
	ES-3026 : RSPAN setting can't be set via WEB

	NTC

	ES-3024GP-00412
	RSPAN: It should not display error message in CLI/web when setting RSPAN destination up link port

	ES-3024GP-00484
	RSPAN: It should display warning message or fail to set because the port is access mode when setting RSPAN VLAN

	ES-3024GP-00897
	LACP: delete dynamic port-channel will crash

	ES-3024GP-01063
	DHCPDynamicProvision: After setting class id to maximum length and show running, DUT will crash.

	RD

	ES-3024GP-00966
	LLDP: Memory leaks occur when receiving a PDU which has many Port and Proto VLAN ID TLV of VLAN id 0.

	ES-3024GP-00972
	Https: After upgrade the OpCode, the Web UI could not display web information correctly.

	ES-3024GP-01037
	PreST-009: [CLI][acceptable character] the error message of snmp-server host is strange - Invalid source IP address mp.

	ES-3024GP-01041
	SNMPv3: DUT auto add non-existent group to SNMP group entry after modify SNMP host entry

	ES-3024GP-01044
	mib:Creat new mib->Rmon->statistics->etherStatsTable->etherStatsEntry, all the variable should be zero

	ES-3024GP-01051
	Accton L2 switch : the switch cpu utilization is stuck at 100%, telnet/gui response are slow

	ES-3024GP-01052
	GVRP: DUT can create vlan 4093 by gvrp, but DUT port can't join vlan 4093 by gvrp.

	ES-3024GP-01054
	L2-L4-Core: Multicast client can't receive any multicast data aftr saving configuration and rebooting.

	ES-3024GP-01055
	GVRP: DUT can send LeaveIn message.

	ES-3024GP-01056
	Checked web help file for runtime version 1.2.2.1


Opcode V1.2.2.1; Loader V1.0.1.8
	Customer

	ES-3024GP-01029
	ES-3024GP : After sending trap, Security Status is checked.

	ES-3024GP-01038
	ES-3024G : Web Connection problem via HTTPS for ES-2024GP/ES-3024G

	ES-3024GP-01039
	[LNA] [enhance] Display 64MB full flash memory size

	ES-3024GP-01043
	Flash memory : The Flash memory display incorrect on Web UI

	ES-2024GP-00214
	[LGE]Change Maximum Power consumption from 30W to 34.2W

	RD

	ES-3024GP-01040
	SNMP/RADIUS: if RadiusServerSataus is vaild(1) we sould allow setting.


Opcode V1.2.2.0; Loader V1.0.1.8

	Customer

	ES-3024GP-01033
	Support POE+ PD on port 7-24


Opcode V1.2.1.0; Loader V1.0.1.8

	Customer

	ES-3024GP-01027
	[POE] Enhance MAX POWER ALLOCATION function of PoE...

	ES-3024GP-01033
	Support POE+ PD on port 7-24

	RD

	ES-3024GP-00971
	corrections to spelling/grammar - show lldp info remote-device detail

	ES-3024GP-00983
	CLI/LLPD: "show lldp config detail ..." - MORE - Q (quit) should not print an extra blank line

	ES-3024GP-00997
	console&telnet:  the CLI shows different words to WEB

	ES-3024GP-01022
	Remove Zebos from platform

	ES-3024GP-01030
	InBandMGMT: "Invalid netmask" message is undefined error message.

	ES-3024GP-01032
	IGMPfilter: If DUT has created port trunk, DUT can't set max multicast group number.


Opcode V1.2.0.13; Loader V1.0.1.8

	Customer

	ES-3024GP-01013
	ES-3026P:(Voice VLAN) “voice vlan mac-address” item was gone after rebooting the switch.

	NTC

	ES-3024GP-00964
	P1-2011-05-02 LLDP-Med issue in hybrid mode: It shows tagged "NO" but the correct value should be "YES".


Opcode V1.2.0.12; Loader V1.0.1.8

	Customer

	ES-3024GP-00965
	ARP Inspection setting question

	ES-3024GP-00976
	Exact jumbo frame size

	ES-3024GP-00955
	[LG-E]  Port security issue

	ES-3024GP-00996
	Detecting TS continuity counter skips when send multicast stream across to 2nd ES3024G

	ES-3024GP-01005
	Memory dump when I test ARP inspection

	ES-2024GP-00211
	[FR] Enable IGMP proxy in MAW model

	ES-3024GP-00977
	We want to include the violating MAC address information in trap message for port security

	NTC

	ES-3024GP-01011
	LACP:  Descriptions for the same command parameter in #show LACP and #show LACP 1(channel group) are not consistent.


Opcode V1.2.0.11; Loader V1.0.1.8

	Customer

	ES-3024GP-00855
	SMTP issue : When I try to put “user name”, I can put only up to 20 characters.

	ES-3024GP-00882
	Issue1-- change a speed for GE port of Smart switch, I see "data is invalid"

	ES-3024GP-00955
	A CLI command is gone for ES-3000 series.


Opcode V1.2.0.10; Loader V1.0.1.8

	Customer

	ES-3024GP-00841
	The value should be modified when show interface transceiver information.

	ES-3024GP-00846
	We can't see the current setting after setting port configuration via web.

	ES-3024GP-00861
	Trust mode for trunk port

	ES-3024GP-00880
	Missed <CR> when executing qos map command

	ES-3024GP-00881
	Data is invalid popup when use traffic-> priority menu after setting trunk mode


Opcode V1.2.0.9; Loader V1.0.1.8

	Customer

	ES-3024GP-00766
	I never succeeded upgrade in one time.Once we fail, we can't proceed upgrading without rebooting switch.

	ES-3024GP-00786
	On the latest release 1.2.0.5 regarding IGMPv3 issue

	ES-3024GP-00789
	remove clear button for Utilization page and revise WEB for showing utilization statistics(WEB and CLI mismatch)

	ES-3024GP-00798
	I deleted ACL rule from table. And I tried to delete time table but I couldn’t.

	ES-3024GP-00800
	ACL:Time range of access group is display incorrect.

	ES-3024GP-00844
	When I click port 24 of web GUI, I can't see the exact port configuration information since I set truck for some ports.

	ES-3024GP-00846
	We can't see the current setting after setting port configuration via web.

	ES-3024GP-00856
	Doesn't remove IGMP membership information after receiving leave


Opcode V1.2.0.8; Loader V1.0.1.8

	Customer

	ES-3024GP-00796
	When we add 8th time range rule with weekdays, we see “data is invalid” pop-up window

	ES-3024GP-00797
	When I set a periodic time_range (Not absolute) for PoE, it’s not work when we apply this to PoE port.

	ES-3024GP-00794
	When I enable storm control as attached, it’s not saved correctly and we can’t see unicast storm control item after reboot.


Opcode V1.2.0.7; Loader V1.0.1.8

	Customer

	ES-2024GP-00204
	Support IGMP fast leave and IGMP filter in MAW model

	ES-3024GP-00772
	LLDP-MED issue “The length of country is 32-32”

	ES-3024GP-00773
	Add menu “Edit Member by Interface” back to VLAN GUI


Opcode V1.2.0.6; Loader V1.0.1.8

	Customer

	ES-3024GP-00700
	DHCP operation The option 60 field of DHCP request packet uses “LG-Nortel” class. Please changed it to “LG-Ericsson”.

	ES-3024GP-00705
	DHCP operation When I press “Restart DHCP” at Web, there is no action.

	ES-3024GP-00732
	[LED]HW cross talk issue - need SW workaround

	ES-3024GP-00655
	Enhancement:DUT will delay to show "Username:" when booting finished and press "Enter"

	ES-3024GP-00747
	IGMP issue with Broadcom chipset(Some multicast groups were missing during test. )

	NTC

	ES-3024GP-00608
	CLI: in "show version", loader version is misaligned (upgrade loader to 1.0.1.8 in order to fix this misalignment issue)

	ES-4024GP-00697
	Port Mirror: The mirrored traffic direction mode has the "<cr>" choice.


Opcode V1.2.0.5; Loader V1.0.1.7

	Customer

	ES-3024GP-00740
	Upgrade opcode from v1.1.2.0 (current MP version) to v1.2.0.4 for smart switch. After uploading, we couldn’t access switch.


Opcode V1.2.0.4; Loader V1.0.1.7

	Customer

	ES-3024GP-00673
	WEB: Combine reminding messages of upgrade

	NTC

	ES-3024GP-00660
	We can't set VLAN membership Mode as Access mode on CLI.

	ES-3024GP-00634
	Web_UI:IPv6 Configuration max count is incorrect

	RD

	ES-3024GP-00672
	Some commands have additional option <cr>

	ES-3024GP-00610
	CLI: at end of "show history", "MORE" is not aligned


Opcode V1.2.0.3; Loader V1.0.1.7

	Customer

	ES-3024GP-00627
	IGMP snooping (Can the switch read a mult-join MC packets).

	ES-3024GP-00586
	Switches drop normal packets also if the broadcast packets flow over 64kbps since broadcast storm control.

	ES-3024GP-00597
	EgressRateLimit: output rate of two ports might be different when they have identical egress rate limit config.

	ES-3024GP-00591
	WEB UI is not reachable after scanning by nessus

	ES-3024GP-00636
	corrections to grammar/spelling in web ui


Opcode V1.2.0.2; Loader V1.0.1.7

	Customer

	ES-3024GP-00535
	Provide intuitive web GUI (VLAN)

	ES-3024GP-00511
	Shorten the time of checking if same version upgraded and overwrite

	ES-3024GP-00513
	Add port 24 as download port

	ES-3024GP-00574
	Add clear log button on web

	ES-3024GP-00594
	Add clear button for statistics WEB GUI screen

	ES-3024GP-00332
	LGN: FR: Fan failure detection and action on PoE switches.

	ES-3024GP-00333
	LGN: FR: Time-based PoE for power saving.

	ES-3024GP-00334
	LGN: FR: Port mirroring on the port channel, which acts the monitored or source only.

	ES-3024GP-00335
	LGN: FR: Support 1000full forced mode on 1000T gigabit copper ports.

	ES-3024GP-00361
	(DCR) Merge the pop-up window for HTTP/TFTP upgrade progress into the main window.

	ES-3024GP-00534
	(LGN Enhance) Provide intuitive web GUI (Port Information, Trunk, Reboot/Save Config/Set Factory Default)

	ES-3024GP-00509
	(LGN Enhance) Change configuration screen of time zone

	ES-3024GP-00512
	(LGN Enhance) Remove mechanism of button to distinguish host ping from IP ping

	ES-3024GP-00423
	(LGN Enhance) SMTP logging supports username/password for logon the mail server.

	ES-3024GP-00514
	(LGN Enhance) Change certificate of HTTPS to LG-Nortel name and change valid date

	ES-3024GP-00515
	(LGN Enhance) Web log off automatically if someone doesn't use web for 600 seconds

	ES-3024GP-00548
	Web : Change description of STP from help menu

	ES-3024GP-00422
	LGN: (DCR) STP: Admin Edge Port: Auto for all ports at default.

	ES-3024GP-00517
	(LGN Enhance) Change content of showing SFP module information

	ES-3024GP-00426
	(LGN Enhance) Change default value for ping request at web

	ES-3024GP-00502
	The max value of broadcast control for FE switch is not proper.


Opcode V1.1.4.0; Loader V1.0.1.5

	Customer

	ES-3024GP-00472
	Web_login: Web session log out auotmatically when another web session manual logouts out.

	ES-3024GP-00532
	CLI/Web: It could set 127 chars in CLI/web when setting rmon event community, but the description of help page is 32 chars.

	ES-3024GP-00590
	When System boot (A2 chip), the error message of DEV_SWDRV_CreateTrunk is occurred.

	ES-3024GP-00595
	(LGE Enhance) Disable broadcast storm control as default configuration.

	ES-3024GP-00662
	WEB: Modify wording of remote link aggregation capable of LLDP.


Opcode V1.1.3.0; Loader V1.0.1.5

	Customer

	ES-3024GP-00502
	The max value of broadcast control for FE switch is not proper.

	ES-3024GP-00526
	Authentication Key in AAA Server item is empty even we set the value.

	ES-3024GP-00543
	System hang when I delete authorization table

	ES-3024GP-00568
	Web: Change URL of login page from "login_lgn.htm" to "login_ipecs.htm"


Opcode V1.1.2.0; Loader V1.0.1.5

	Customer

	ES-3024GP-00560
	Web: When cursor moved to web site icon, it shows “LG-Nortel”.


Opcode V1.1.1.0; Loader V1.0.1.5

	Customer

	ES-3024GP-00555
	Web: Change logo from LG-Nortel to LG-Ericsson.

	ES-3024GP-00430
	When you see the first page of sitemap at Web, there is a typo on time item.

	ES-3024GP-00453
	The error message be printed when show multicast mrouter information.


Opcode V1.0.1.6; Loader V1.0.1.5

	Customer

	ES-3024GP-00449
	Client can’t get multicast packet from certain multicast group address

	ES-3024GP-00425
	Web : Misspelling in description of Site Map -> Time of web GUI

	ES-3024GP-00419
	Can't set exec time zero for telnet at Web.

	ES-3024GP-00418
	If we reboot the commander switch after saving configuration file, we can’t access candidate switch.

	ES-3024GP-00417
	Show current multicast router’ several times, we see log-out screen

	ES-3024GP-00413
	When we use clustering, we can’t access some menus of candidate switch.

	ES-3024GP-00403
	FTP: Fails to do opcode upgrade using ALftp.

	ES-3024GP-00421

extension
	Enhance: Use default runtime file to recover file information for preventing filemapping fail (enhancement for file system, need upgrade loader for all models).

Also add “flashtest” command for developer to test flash, need upgrade loader for all models as well.


Opcode V1.0.1.5; Loader V1.0.1.3

	Customer

	ES-3024GP-00402
	FTP: The default "anonymous" username should not be leading in an upper letter in 'A'. ("Anonymous" -> "anonymous")

	ES-3024GP-00396
	Web “Traffic > Priority > Queue, Cos to DSCP, DSCP to DSCP”, undefined queue weight when a trunk is set for port 1.


(Deposed) Opcode V1.0.1.4; Loader V1.0.1.3

	Customer

	ES-3024GP-00401
	(Enhance) Web “System > File, Auto Upgrade”, add ‘Note: The last character of this URL must be a forward slash (“/”).’.

	ES-3024GP-00400
	Auto upgrade fails for opcode upgrade while interoperating with some TFTP servers, e.g. Cisco TFTP server v1.1 and 3Com TFTP server.

	ES-3024GP-00399
	STP: “spanning-tree edge-port auto” is missing in running-config, hence it can't be saved to a configuration file.

	ES-3024GP-00398
	Web “System > File, Copy”, FTP Upgade does not display the progress status, but TFTP does. However, it functions well.

	ES-3024GP-00396
	Web “Traffic > Priority > Queue, DSCP to DSCP”, undefined queue weight when a trunk is set for port 1.

	ES-3024GP-00389
	(DCR) Change the default value to DSCP, instead of CoS, in DSCP trust mode. (Need to boot with “Factory_Default_Config.cfg”)

	ES-3024GP-00356
	Neither CLI nor Web is able to disable mac-learning status on any ports. (Removed commands - CLI: “(config-if)#[no] mac-learning”, Web: “MAC Address > Learning Status” menu, help as well)

	ES-3024GP-00353
	(DCR) HTTP/HTTPS mutual exclusion - HTTP enabled and HTTPS disabled at default, and one single is enabled at a same time.

	ES-3024GP-00347
	(Enhance) Web "System > File, Copy", check option for auto reboot after opcode upgrade completed and automatically set to Startup.

	ES-2026P-00155 extension
	(Enhance) U-Boot supports ‘AUTO’ TFTP download with fixed settings when no bootable runtime image is checked. (Need loader upgrade, Smart only)
For smart switches, the followings is fixed… Switch IP address: 192.168.1.10, TFTP server address: 192.168.1.99, Opcode File Name: iPECS_ES-2000_Op.bix, Cable connection port# 1


(Deposed) Opcode V1.0.1.3; Loader V1.0.1.2
	Customer

	ES-3024GP-00393
	Auto upgrade, on the CLI and Web, does not accept FTP URL, e.g. “ftp://192.168.1.254/”. But TFTP URL is OK. (Managed only)

	ES-3024GP-00392
	(DCR) Web: Put one-line software (Op/Ldr) version number beneath "iPECS" logo. (ES-3024GP-00346 extension)

	ES-3024GP-00391
	Web "IP > IPv6 Configuration, Show IPv6 Address", the "Apply" button is confusing and the label should be changed to "Delete" for consistency. (Managed only)

	ES-3024GP-00389
	(DCR) Change the default value to DSCP, instead of CoS, in DSCP trust mode. (Need to boot with “Factory_Default_Config.cfg”)

	ES-3024GP-00388
	HTTPS connection will cause memory dump (HTTP_TD/web_proc) on the console, and Web management is lost afterward.

	ES-3024GP-00387
	Time-based ACL: Absolute time doesn't properly work in some configuration.

	ES-3024GP-00378
	Web "VLAN > Static, Edit Member by Interface Range, Membership Type: None", fails to remove VLAN membership for ES-3000 switches. (Managed running v1.0.1.2 only)

	ES-3024GP-00375
	Web “IP > General > Ping”, pinging with the IP address, e.g. 72.14.213.104 of www.google.com, will cause memory dump (HTTP_TD/web_proc) on the console, and Web management is lost afterward.

	ES-3024GP-00374
	Web “IP > General > Ping”, the ping response time is always 0 ms for a defined host.

	ES-3024GP-00373
	Web “IP > General > Ping”, still gets response in 0 ms while pinging a defined host being blocked for ping response, e.g. www.g.naver.com (222.122.195.6). But pinging its IP address correctly sees timeout.

	ES-3024GP-00371
	Web “IP > General > Ping”, pinging a host gets no warning messages for “unknown host” when no DNS servers at all.

	ES-3024GP-00356
	Neither CLI nor Web is able to disable mac-learning status on any ports. (Removed commands - CLI: “(config-if)#[no] mac-learning”, Web: “MAC Address > Learning Status” menu)

	NTC

	ES-3024GP-00385
	At an attempt to set static IP address with invalid netmask 0.0.0.0, it gets failure message, but this invalid address causes ping loss.

	ES-3024GP-00384
	CLI: Looks successful to set static IP address with invalid netmask 0.0.255.255, and it is converted to netmask 255.255.0.0 automatically.

	ES-3024GP-00383
	Ping loss on changing the switch’s IP address via SNMP. And 2 IP addresses are seen if a new one is set via console.

	ES-3024GP-00382
	IGMPSNP: When a client sends Leave Report, multicast data will be flooding to all ports.

	RD

	ES-3024GP-00386
	When switch’s IP address is changed, existing Telnet sessions remain and new connections can’t be established.

	ES-3024GP-00376
	Same issue as ES-3024GP-00388.


Note: Code upgrade to (Loader/Opcode V1.0.1.2) at a run-time
	a. First of all, please consider to backup the startup configuration file by admin user (CLI "copy file tftp"). Or it will be gone at the 1st reload followingly.

b. Use TFTP or HTTP to do code upgrade to (Loader V1.0.1.2 and Opcode V1.0.1.2) at runtime in old version, set startup to Opcode V1.0.1.2, delete the old one, and then reload the switch system.

c. Required for the 2nd download Opcode V1.0.1.2.

E.X. Managed switches support dual runtime images.

There may be following 3 cases happening at the 1st reload in Loader V1.0.1.2.
(It depends on which partition, 7 'runtime1' or 8 'runtime2', the startup runtime is saved.)

c.1. Boot with the new Opcode V1.0.1.2.

In this case, after it successfully boots, none of the runtime image files can be seen in the file system (CLI "dir"). Therefore, it is required to do the 2nd TFTP or HTTP download Opcode V1.0.1.2 and set it startup. And, in order to get Opcode V1.0.1.2 in operation, it may be necessary to have the 2nd reload.

c.2. Can't boot, and display error messages on the console...

[Error] No valid runtime image(s) to boot.

Trying to download the runtime image from a TFTP server or Modem...

Needs to TFTP download Opcode V1.0.1.2 again on Loader V1.0.1.2's backdoor via console.
(Required to save it to partition 7 'runtime1'.)

After that, quit the loader backdoor and boot in Opcode V1.0.1.2.


Opcode V1.0.1.2; Loader V1.0.1.2

	Customer

	ES-3024GP-00360
	Web "Administration > PoE, Power Allocation", help messages do not provide the default value of high-power ports 1-6. (Default: 30000 milliwatts) (PoE Only)

	ES-3024GP-00359
	Web improperly says port type in "1000Base-TX". (Should be "1000Base-T")

	ES-3024GP-00358
	Web "MAC Address > Dynamic, Aging Time", help messages provide an incorrect range. (Correct range in 10-844 seconds)

	ES-3024GP-00352

ES-3024GP-00351
	When a port is startup configured: Hybrid mode and VLAN 1 & 2(Natvie), it will not join VLAN 1 after booting.

	ES-3024GP-00350
	GE link failure, e.g. Nortel WSS, when power saving is enabled (default) (GE port only)

	ES-3024GP-00349
	(Enhance) Web "VLAN > Static, Edit Member by Interface Range": Insert PVID column when Hybrid mode and Untagged is selected.

	ES-3024GP-00348
	(Enhance) Web "Spanning Tree > STA, Configure Interface": Check option to enable Admin Edge on all ports.

	ES-3024GP-00347
	(Enhance) Web "System > File, Copy": Check option for auto reboot after opcode upgrade completed.

	ES-3024GP-00346
	(DCR) Web: Put software (Op/Ldr) version number beneath “iPECS” logo.

	ES-3024GP-00344
	Web alerts “invalid data” while adding IPv6 address without specifying the prefix length.

	ES-2026P-00156
	Web "VLAN > Static, Edit Member by Interface Range, Membership Type: None",

IE says page error, and the settings are not applied to ES-2000. (Smart only)

	RD

	ES-3024GP-00354
	Web access would probably cause exception messages (task SNMP_TD) on the console if "snmp-server host" was ever configured.

	ES-3024GP-00345
	Web/HTTP connection over IPv6 Link-local address fails. (Managed only)

	ES-3024GP-00343
	Flash access protection - unlock while programming in progress, and lock while programming finished. (Also need loader upgrade)

	ES-3024GP-00342
	(Enhance) If the startup runtime image is corrupted, the switch will automatically boot with the other. (Need loader upgrade)

	ES-3024GP-00341
	(Enhance) Backup "filemapping" table (partition 3 in the boot flash). (Also need loader upgrade)

	ES-3024GP-00340
	Web: "Spanning Tree > MSTP, Add Member" will cause memory dump (web_proc) on the console.

	ES-3026P-00100
	CLI "clear arp-cache" causes error messages, but the dynamic ARP cache is actually cleared.

	ES-3026P-00097
	(Enhance) WebAuth: Can disable session timeout. (Add an option in "0")

	ES-2026P-00155
	(Enhance) U-Boot supports TFTP download on the Web when no bootable runtime image is checked. (Need loader upgrade, Smart only)

	ES-2026P-00154
	ES-2000 Smart switches shall not support DNS. (ES-2026P-00149 extension)


Opcode V1.0.0.1; Loader V1.0.0.8

	Customer

	ES-3024GP-00331
	(Enhance) PoE: Replace "Mainpower” with “PoE”, CLI command as well as the output. (PoE only)

	ES-3024GP-00330
	(Enhance) Web/CLI: Make destination file name identical to the source at default while upgrading a new code.

	ES-3024GP-00327
	Web: Site Map outlines PoE in Administration category for non-PoE switches. (non-PoE only)

	ES-3024GP-00326
	(Enhance) Web: to stay on the same port settings page at an auto refresh following the Apply action.

	ES-3024GP-00324
	Web "Administration > Log > System" has no way to display logging entries in flash.

	ES-3024GP-00322
	SNTP: The timestamp of logging messages is twice calculated for the time zone setting.

	ES-3024GP-00309
	DiffServ: policy-map “set ip dscp“ does not work when there is also police metering.

	ES-2026P-00150
	Web: Need a bigger font size(11->14 px) for those messages on the popup window at code upgrade.

	ES-2026P-00149
	Web "IP > General > Ping" does not accept pinging with a hostname.

	NTC

	ES-3024GP-00328
	Cable test inaccuracy. E.X. actual cable length: 50m, test result: 90m.

	ES-3024GP-00321
	IPSourceGuard: Console displays error messages for rule control failure when entries are binding and filter type {sip | sip-mac} is changed.

	ES-3024GP-00320
	CLI: Missing “ip source-guard” settings in running-config.

	ES-3024GP-00315
	ARP inspection may cause console no response.

	ES-3024GP-00314

ES-2026P-00143
	SNMP: Setting a new IP address will cause console freeze (with “NETCFG_PROC” task exception).

	ES-3024GP-00313
	Empty configuration file is not blocked prior to file transfer.

	ES-2026P-00147
	Same issue as ES-3024GP-00322.

	ES-2026P-00146
	TACACS+: User privilege is always authorized in Guest level when it succeeds in user authentication.

	ES-2026P-00144
	When an output rate-limit value is set without checking Enabled) via Web, its status will be enabled automatically. However, it does not occur in input rate-limit.

	RD

	ES-3024GP-00318
	DiffServ: After the action of a policy_map is changed, the “permit” action of an ACE will not work if it follows the one with action – “deny any any”.

	ES-3024GP-00312
	Web: The port status in Flow Control (on right-top panel) does not fit its operational mode when auto-negotication is enabled.

	ES-3024GP-00271
	CLI: Many times of <Enter> keystrokes will extend the silent time on login failure (30 seconds and 3 times at default).

	ES-3026P-00095
	PoE: Software Version is not correct. (Currently “Microsemi SDK V1.0.4”)

	ES-3026P-00091
	MVR: When join reports are received on Reciever port, they are not forwarded to Source port.

	ES-3026P-00090
	LLDP PDU carries incorrect IEEE 802.1 organizationally TLV, the port and protocol vlan support flag, in value 1.

	ES-3026P-00085
	IGMPSNP: Console displays error messages (DEV_AMTRDRV_...) when join reports are received but the groups are not configured in profile.

	ES-3026P-00078
	At a reload(warmStart), syslog entries in RAM are purged and "coldStart" is logged from the beginning. (Also need loader upgrade)

	ES-3026P-00076
	RemoteLog: Logging level type has no effect at a reload after it is saved in the startup configuration file.

	ES-2026P-00152
	Rate-limit /input: The measure value is almost ten times larger than the setting on comboG ports 25&26. (FE only)


Opcode V1.0.0.0 (Simple reconversion of V0.0.2.5 for Formal Release and Mass Production)

Opcode V0.0.2.5; Loader V1.0.0.7

	Customer

	ES-3024GP-00311
	(Enhance) CLI: Remove "rate-limit {input | output}" commands for port channels.

	ES-3024GP-00310
	(Enhance) Cable Test result: change "Test failed" to "Not supported" for the case that port gets to linkup at speed 100 or 10 Mbps.

	ES-3024GP-00308
	CLI "show power mainpower" gives a confusing term - "Main Power Consumption". (Managed only)

	RD

	ES-3026P-00073
	(Enhance) MIB: Update ‘networkAccessPortTable’. (Smart should only have ‘networkAccessPortDynamicVlan’, and Managed should have it additionally.)

	ES-3026P-00072
	(Enhance) MIB: Remove 'loopbackTestMgt' object group because it is not supported. (Switch Internal Loopback test at runtime)

	ES-3026P-00071
	(Enhance) Up-to-date Web help.

	ES-3026P-00070
	SNMP: MIB undefined trap index 96 for network-access link-detection action (missing ‘networkAccessPortLinkDetectionTrap’). (Managed only)

	ES-3026P-00069
	SNMP: No MIB object to set MAC authentication status per port (missing ‘networkAccessPortMode’).

	ES-3026P-00068
	Web "Show IPv6 Neighbor Cache" gives a typo in "Stable" for the "Stale" state.

	ES-2026P-00141
	(Enhance) Eliminate "igmp snooping unsolicited-report-interval" commands on the CLI/Web for the Smart, in which proxy reporting is not supported. (Smart only)

	Known issues (to be fixed in a next release)

	ES-3024GP-00309
	DiffServ: policy-map “set ip dscp“ does not work when there is also police metering.

E.X.

policy-map POLICY

 class CLASS

        set ip dscp 46

        police flow 10000 4000 conform-action transmit violate-action drop


Opcode V0.0.2.4; Loader V1.0.0.7

	Customer

	ES-3024GP-00307
	It fails to delete the default gateway specified by switch users.

	RD

	ES-3026P-00067
	Cable Test gets incorrect results - "No Cable" for an active link in 100Mbps (shall be "Test Failed"). (V0.0.2.3 only)


(Deposed) Opcode V0.0.2.3; Loader V1.0.0.7
	Customer

	ES-3024GP-00306
	LGN: Web "Interface > Port > Cable Test", add a note that reminds users to wait several seconds and then manually refresh the page to display test results.

	ES-3024GP-00302
	ARP Cache: The actual timeout is measured around 2 minutes, however, it shall be 1200 seconds at default.

	ES-3024GP-00301
	Port linkdown is possibly caused by cable dis-/re-connections when power-saving is enabled, no matter if port LED is lighting or not. (GE only)

	ES-3024GP-00299
	Web "VLAN > Static, Edit Member by Interface" fails to change VLAN membership on Access mode.

	ES-3024GP-00298
	(DCR) Web "VLAN > Static, Edit Member by Interface Range" default values - Mode: Access, Membership Type: Untagged.

	ES-3024GP-00295
	Web "IP > General > Ping" to a non-existing host causes Web management loss.

	ES-2026P-00138
	Web HTTP Upgrade: The file transfer of a runtime image takes a very long time.

	RD

	ES-3024GP-00300
	(Enhance) Web "Security > Web Authentication, Configure interface", separate "Apply"(Status) and "Re-authenticate"(Host) buttons.

	ES-3024GP-00296
	(Enhance) CLI "show ip interface" provides an extra Loopback interface. Actually its enough for the management VLAN interface.

	ES-3026P-00063
	(Enhance) No need for the "POST Result" caption without items on the CLI for Diagnostics Fast mode. (Managed only)

	ES-3026P-00062
	(Enhance) In order to have better EMI margin for FE models, it is to update MAC Register 0x48 value. (FE only)

	ES-3026P-00061
	(Enhance) CLI "show interfaces brief" - brief in one line per interface. (Managed only)

	ES-3026P-00059
	(Enhance) Web "IP > ARP" for ARP Cache timeout and entries.

	ES-3026P-00058
	SNMP: Some access issues in mcastStormMgt(1), bcastStormMgt(3), and unknownUcastStormMgt(4) of stormMgt(privateMibRoot.1.33)

	ES-2026P-00140
	(Enhance) Eliminate those remaining GVRP commands on the CLI/Web for the Smart, in which GVRP is not supported. (Smart only)


Opcode V0.0.2.2; Loader V1.0.0.7
	Customer

	ES-3024GP-00293
	(Enhance) Web "System > Reset" provides the time to wait for system reboot.

	ES-3024GP-00290
	Remove the forced "speed-duplex 1000full" option on the CLI and Web.

	ES-3024GP-00289
	(DCR) QoS: DSCP 46 maps to (PHB:6, Precedence:0) at factory defaults

	ES-3024GP-00288
	(DCR) QoS: Queue 0,1,2,3 maps to weight 1,2,4,SPQ at factory defaults

	ES-3024GP-00287
	Receiving VRRP packets causes ping loss.

	ES-3024GP-00284
	PoE: Port7-24 maximum allocation power range description is wrong.

	ES-3024GP-00283
	(Enhance) VLAN: switchport access mode - one single untagged, and “switchport mode access” at factory defaults.

	ES-3024GP-00282
	(DCR) IP Clustering: disabled, and VLAN: switchport access mode, at factory defaults.

	ES-3024GP-00263
	PoE port maximum allocation can be configured more than 15400 mW on port# else 1-6.

	ES-2026P-00139
	Remove unsupported items out of Web Site Map. (Smart only)

	ES-2026P-00137
	(Enhance) Progress for HTTP/TFTP Upgrade on the Web

	ES-2026P-00135
	(UpdatedSpec) Support Voice VLAN in Smart switches. (Smart only)

	RD

	ES-3024GP-00292
	Loader should alert errors, instead of warnings, on detecting incorrect HWINFO checksum. (Loader issue)

	ES-3026P-00052
	Remove the obsolete CLI command: "...(config-if)#spanning-tree portfast" (Managed only)

	ES-3026P-00051
	LLDP: System memory corruption messages on the console while LLDP interop with a 3rd party device(Netgear).

	ES-2024GP-00002
	Loader provides incorrect Product description for the Smart on the console. (Smart only)(Loader issue)

	Known issues (to be fixed in a next release)

	ES-2026P-00138
	Web HTTP Upgrade: The file transfer of a runtime image takes a very long time.


Opcode V0.0.2.1; Loader V1.0.0.6
	RD

	ES-3026P-00050
	(Enhance) Remove booting messages for "insmod module" and "CPSS".

	ES-3026P-00046
	(Enhance) Dump stack frame and log messages on task exception


(Deposed) Opcode V0.0.2.0; Loader V1.0.0.6

	Customer

	ES-3024GP-00280
	QoS: PHB-to-Queue mapping incorrectly get Queue 0 for PHB 4-7.

	ES-3024GP-00278
	(Enhance) “show memory” - Used plus Free will be equal to the Total DRAM size on the board (128MB, i.e. 134217728 Bytes)

	ES-3024GP-00276
	CLI "show lldp info remote detail port-channel " for a non-exiting trunk_id causes GVRP exception.

	ES-3024GP-00273
	(Enhance) TCAM utilization - additional Entries Used by System and User. (ES-3024GP-00201 extension)

	ES-3024GP-00269
	MAC-based VLAN::host#1 can't ping to Port-based VLAN::host#2 - ARP forwarded incorrectly.

	ES-3024GP-00268
	May not get ping responses when ARP inspection is enabled globally.

	ES-3024GP-00267
	CLI “running-config” misses "no power-save"(disabled), on which its enabled at default.

	ES-3024GP-00266
	(DCR) IGMP snooping is disabled at factory defaults.

	ES-3024GP-00265
	(DCR) WebGUI: Move "Contact Us" button to the right-most among the four and make it grayed.

	ES-3024GP-00264
	(Enhance) Telnet/SSH: Wait for 30s silent time before it prompts user login in the next iteration.

	ES-3024GP-00263
	PoE port maximum allocation can be configured more than 15400 mW on port# else 1-6.

	ES-3024GP-00246
	(UpdatedSpec) When PoE button is pressed, System DIAG/POE LED is lighting in amber. (Smart PoE only)

	ES-2026P-00133
	Web takes around 5 minutes to come out "Cluster Operate : Member <member_id>" page. (Pulled in 20-25 seconds.)

	ES-2026P-00131
	Press PoE button has no effect on FE PoE model - System DIAG/POE LED still lighting in green. (Smart PoE only)

	ES-2026P-00130
	LGN: RSTP: Admin Edge Port is actually disabled, but the Oper is found enabled, on linkdown ports. (Smart only)

	ES-2026P-00128
	(Enhance) Up-to-date Web help, Site Map also. (Smart only)

	RD

	ES-3026P-00048
	VLAN trunking can't be configured on FE ports.

	ES-3026P-00046
	(Enhance) Dump stack frame and log messages on task exception

	ES-3026P-00043
	(Enhance) Support RFC3621::POWER-ETHERNET-MIB, PoE traps also.

	ES-3026P-00038
	CLI: "dir" output clarified - "Free space for compressed user config files". (Original: "Total free space") (Managed only)


Opcode V0.0.1.5; Loader V1.0.0.6
	Customer

	ES-3024GP-00262
	LGN: PoE does not afford power to any PDs. (V0.0.1.4 only)

	ES-3024GP-00246
	(UpdatedSpec) When PoE button is pressed, System DIAG/POE LED is lighting in amber. (PoE only)


(Deposed) Opcode V0.0.1.4; Loader V1.0.0.6

	Customer

	ES-3024GP-00258
	(Enhance) Provide super user for emergent login in case of forgetting password.

	ES-3024GP-00257
	Voice VLAN remains on the port when it is dynamically joined then cable disconnected. (Managed only)

	ES-3024GP-00252
	(Enhance) QoS on Voice VLAN - Remarking DSCP 46 and L2 Priority 6 by default. (Managed only)

	ES-3024GP-00248
	It fails to set output rate-limiting less than 1000 Kbps on the CLI and Web.

	ES-3024GP-00246
	(UpdatedSpec) When PoE button is pressed, System DIAG/POE LED is lighting in amber. (PoE only) (24GE-PoE NG)

	ES-3024GP-00238
	It will cause ping loss while performing cable diagnostics on a comboG port that is not ever cable connected. (Console -> freeze, Web/Telnet -> mgmt loss)

	ES-3024GP-00238
	Console suddenly displays memory dump when igmp snooping querier is enabled. (ports snake connected and traffic forwarding thru all ports within vlan domains)

	ES-3024GP-00235
	(Enhance) DSCP marking/remarking

	ES-3024GP-00234
	WebGUI does show memory utilization, like CLI "show memory"

	ES-3024GP-00219
	(Remove the CLI) Failed to do internal loopback test on ethernet ports.

	ES-2026P-00125
	Add syslog Web pages for Smart models. (Smart only)

	RD

	ES-3024GP-00260
	(Enhance) Voice VLAN: Show “Remaining Age (minutes)” per port on the UI.

	ES-3024GP-00259
	(DesignChange) Need "show cable-diagnostics" to see the test results of "test cable-diagnostics", and to remove the following "tdr".

	ES-3024GP-00234
	(Enhance) Up-to-date Web help, Site Map also. (Managed only)

	Known issues (to be fixed in a next release)

	ES-2026P-00128
	(Enhance) Up-to-date Web help, Site Map also. (Smart only)


Opcode V0.0.1.3; Loader V1.0.0.6
	Customer

	ES-3024GP-00232
	WebGUI will see garbage characters shown in the User Name column when 'login' button is clicked.

	ES-3024GP-00231
	LGN: WebGUI user login needs to wait a bit long time for the whole web screen to come out.

	ES-3024GP-00230
	(DCR) Fixed "PoE Maximum Available Power" in 195W. (PoE only)

	ES-3024GP-00225
	(DCR) Change the CLI headline to prompt user login at the first time - “iPECS Ethernet Switch Administration". (Managed only)

	ES-3024GP-00224
	(DCR) CLI: Wait for 30s silent time before it prompts user login in the next iteration. (Managed only)

	ES-3024GP-00223
	When upgrade firmware from http upgrade, the web page can not be shown or show failed message.

	ES-3024GP-00222
	QoS: Failed to get back to normal weights after setting strick queue(s).

	ES-3024GP-00206
	LLDP: System capabilities (SystemCapSupported, SystemCapEnabled) are incorrect for “Router”.

	ES-3024GP-00202
	SNMP: Can't get RFC1213-MIB::ifDescr(1.3.6.1.2.1.2.2.1.2) value after interface description is configured on the CLI/Web.
(Actually, since RFC2863::IF-MIB::ifDescr(1.3.6.1.2.1.2.2.1.2) is a read-only object, ethernet interface's description is set to 'portName'(privateMibRoot.1.2.1.1.2).)

	ES-3024GP-00201
	(Enhance) Show total/free Policy Control Entries and TCAM utilization of Marvell xCat on the CLI/Web/SNMP.

	ES-3024GP-00200
	(DCR) Set default IP to 192.168.1.10/24 for managed switch also. (Managed only)

	ES-3024GP-00173
	LGN: Poor sw system performance - long response time for continual ping. (Reduced to ~4.5ms average in v0.0.1.2) (Further reduced to ~4.0ms average in v0.0.1.3)

	ES-3024GP-00172
	High CPU utilization, especially seen up to 90% on PoE devices in v0.0.1.0. (Reduced to ~40% in v0.0.1.2)(Further reduced to ~18% in v0.0.1.3)

	ES-3026P-00037
	FE ports look configurable status for power saving on the Web and CLI. (26FE[-PoE] only)

	ES-3026P-00035
	PoE status is reversed between upper and lower ports, e.g. PD connected to port 1(2) but its status shown on port 2(1). (26FE-PoE only)

	ES-3026P-00034
	When PoE button is pressed, all port LEDs are lighting in amber even though no PDs are connected. (26FE-PoE only)

	ES-2026P-00123
	(Enhance) Refine Web panel drawing to look like real devices of all 8 models.

	ES-2026P-00122
	While the Smart is booting, it can see "sflash_init ERROR: SFlash init falied! Flash: 16 MB" (on the console). (Loader issue)(Smart only)

	ES-2026P-00120
	(Enhance) Support Loader upgrade at runtime, Smart as well as Managed.

	ES-2026P-00118
	WebGUI "Interface > Port > General", "Configure by Port List" action will get to Page Not Found on the browser window.

	ES-2026P-00117
	(UpdatedSpec) Support IP clustering in Smart switches (Smart only)

	Known issues (to be fixed in a next release)

	ES-3024GP-00235
	(Enhance) DSCP marking/remarking.

	ES-3024GP-00234
	WebGUI does show memory utilization, like CLI "show memory".


Opcode V0.0.1.2; Loader V1.0.0.5
	Customer

	ES-3024GP-00194
	IP clustering shall have up to 36 members. (Managed only)

	ES-3024GP-00193
	Traffic segmentation can't be disabled for uplink/downlink binding. (Managed only)

	ES-3024GP-00191
	Remove 'Accton' wording on booting messages.

	ES-3024GP-00189
	CLI takes up to 30sec to see "show running-config" output on PoE switches. (Managed PoE only)

	ES-3024GP-00188
	(DCR) CLI's default prompt wishes the actual product name, instead of "Console" at present. (Managed only)

	ES-3024GP-00176
	"iPECS', the leading letter 'i' shall be in lowercase.

	ES-3024GP-00175
	Speed booting process - currently measured around 3min, and expected within 1min. (Pulled in around 1 minute, 55s to 1m15s, in v0.0.1.2)

	ES-3024GP-00174
	Poor sw system performance - very long time for TFTP/HTTP upgrade runtime image. (V0.0.1.0 and lower)

	ES-3024GP-00173
	LGN: Poor sw system performance - long response time for continual ping. (Reduced to average ~4.5ms in v0.0.1.2)

	ES-3024GP-00172
	High CPU utilization, especially seen up to 90% on PoE devices in v0.0.1.0. (Reduced to ~40% in v0.0.1.2)


Known issueS AND Limitations
	ES-3024GP-00325
	<Syslog in flash>

Software limitation: In either one of following three conditions, syslog entries will be written to flash.

1) update in one hour period when flash db is not full (Maximum Syslog Entries: 512)

2) update each new syslog entry to flash db when it is full (Least Recently First Overwritten)

3) switch reload, or system warm start (first need to save “logging history flash <level>” in running-config to the startup configuration file)

	ES-3024GP-00328
	<Cable Test on Power Saving>

Chip limitation: Power saving will result in highly inaccurate cable length at test/measure.

Recommended to disable power saving on the link partner then perform cable test.

	ES-3024GP-00316
	<RSPAN>

Software limitation: In order to set RSPAN a destination port and destination/source uplink ports, first set the switchport mode to Hybrid (Default: Access).

	
	<Voice VLAN>

Software limitation: In order to set Voice VLAN mode {auto | manual} on ethernet ports, first set the switchport mode to Hybrid (Default: Access).

	
	<Port Mirroring>

Software limitation: Port mirroring is only supported on ethernet ports, but not on port channels.

	ES-3024GP-00088
	<1000Base-T 1000full.>

Software limitation: 1000T copper ports do NOT support forced speed-duplex 1000full.

1000full is only operational in auto-negotiation mode on either 1000T copper or 1000SFP fiber ports.

	ES-3024GP-00255
	<PoE port priority at exceeding Power Budget>
Hardware limitation: For ports in a same priority, the actual priority is checked by physical PSE port#, and no changes based on front port# can be made by software.

And the powering order of PSE port#: 0 > 1 > ... > 12 > 13 > ... > 21 > 22 > 23.

Rule 1. Ports on the 1st PD69012 chip > Ports on the 2nd PD69012 chip

Rule 2. Ports on an individual PD69012 are ordered from right to left and then from top to down.

Currently, in a same priority, the powering order of all PoE ports is as follows.

FE: 11 > 12 > 9 > 10 > 7 > 8 > 5 > 6 > 3 > 4 > 1 > 2 > 23 > 24 > 21 > 22 > 19 > 20 > 17 > 18 > 15 > 16 > 13 > 14
GE: 12 > 11 > 10 > 9 > 8 > 7 > 6 > 5 > 4 > 3 > 2 > 1 > 24 > 23 > 22 > 21 > 20 > 19 > 18 > 17 > 16 > 15 > 14 > 13

	ES-3024GP-00215
	<ComboG Port Type>

Software limitation: ComboG's Port Type (FE: 25,26, GE: 21-24) is set to 1000T by default. And then, on module insertion, it is determined ‘SFP' (1000Base-SX,LX,LH, 100base-FX).

	ES-3024GP-00209
	<Jumbo Frame>

Chip limitation: When jumbo frame function is enabled, RMON-MIB:: etherStatsPkts1024to1518Octets will also count jumbo frames of which size up to 10K bytes. (MVL xCat "Frames1024toMaxOctects" counter)

	
	<ACL>

Chip: 512 Policy Control Entries (256 avail in extended mode that is utilized by sw)
SwSystem: 32 ACEs per ACL, 64 ACLs per system
*When binding an ACL to a port, each ACE rule in an ACL will use two PCE entries.

**ACL is only supported on ethernet ports, but not on port channels.

	
	<VLAN>

Chip behavior: VLAN Priority: MAC-based > IP Subnet-based > Protocol-based > Port-based, (Voice VLAN).

*Traffic segmentation cares nothing about VLAN domains, and all traffic among downlink ports will be blocked.

	
	<Loopback Detection w/o STP>

Chip limitation: Alleycat does not support hardware loop detection.

	ES-3024GP-00148
	<Traffic Segmentation>

Chip limitation: Marvell chipsets cannot support multiple uplink ports on a session.
Software limitation: Btw, though the chip can support multiple oneUplink-to-manyDownlink sessions, one single session is implemented so far.

	ES-3024GP-00072
	<IGMPSNPv3 ASM>

Chip limitation: Alleycat and hence CPU only recognizes IGMP V3 report without src_ip_list.

	
	<Green Ethernet, or Power Saving>

Chip limitation: Linkup: GE port only, speed 1000Mbps, limited line length < 60m

	
	<Cable Diagnostics>

Chip limitation: RJ-45 copper connections only,

Linkdown: FE & GE ports without link partners, deviation in +/-2m.

Linkup: GE port only, speed 1000Mbps, deviation in +/-10m or more. (The cable test is not supported for port linkup at speed 100 or 10 Mbps.)

	
	<Rate Control>

Chip limitation: One single rate-limiting value for ingress rate limit and storm controls, including broadcast, multicast, and unknown unicast. However, individual status.
Software limitation: Input/Output rate-limitings are only supported on ethernet ports, but not on port channels.


Any other problems than those listed above should be reported to our Technical Support Staff.

IEEE Standards Support
	Standard
	Title

	802.1D
	Transparent Bridging Specifications (ISO/IEC 10038)

	802.1p
	Traffic Class Expediting and Dynamic Multicast Filtering

	802.1Q
	Virtual Bridged Local Area Networks

	802.1w
	Rapid Spanning Tree

	802.1X
	Network Access Control

	802.2
	Local Area Networks, Logical Link Control (LLC)

	802.3
	Ethernet CSMA/CD 9 (ISO/IEC 8802-3)

	802.3ab
	1000Base-TX

	802.3ad
	Link Aggregation

	802.3af
	Power over Ethernet

	802.3i
	10Base-T (ISO/IEC 8802-3, clause 14)

	802.3u
	100Base-TX (ISO/IEC 8802-3, clause 25)

	802.3x
	Flow Control

	802.3z
	1000Base-SX, 1000Base-LX


IETF Standards MIB Support
	RFC No.
	Title
	Groups Supported

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


Private Enterprise MIB Support
	Title
	Last Updated
	File Size

	iPECS_ES-2000.mib
	2010/01/13
	382,756


SNMP Trap Support
	RFC No.
	Title

	1215
	coldStart (v1)
warmStart (v1)
linkDown (v1)
linkUp (v1)
authenticationFailure (v1)

	1907
	coldStart (v2c)
warmStart (v2c)
authenticationFailure (v2c)

	2863
	linkDown (v2c)
linkUp (v2c)

	1493
	newRoot (v1)
topologyChange (v1)

	1757
	risingAlarm (v1)
fallingAlarm (v1)

	2819
	risingAlarm (v2c)
fallingAlarm (v2c)


Open Source Disclosure
Following open source software codes developed by third parties are subject to GNU General Public License version 2 (GPL v2) or GNU Lesser General Public License (LGPL). And they are accessible on Web site: http://www.lg-nortel.com:
· U-Boot 1.3.2
(GPL v2)
· Linux kernel 2.6.22.18
(GPL v2)

· busybox
(GPL v2)
· glibc v2.5
(LGPL)
Other open source software codes include

· DHCP incorporates the library from the Internet Software Consortium.

· SNMP incorporates the library netsnmp

· SSH incorporate the library openssh

· TACACS+ incorporates the library libtacplus
· RADIUS incorporates the library radiusclient
· TFTP incorporates the library tftp-hpa

Customer Support
By Phone:

By Email: 

By Web:
By Fax:
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