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1.
OVERVIEW
There are many applications of the Internet that require the creation and management of a session, where a session is considered an exchange of data between associations of participants.  The implementation of these applications is complicated by the practices of participants: users may move between endpoints, they may be addressable by multiple names, and they may communicate in several different media - sometimes simultaneously.  Numerous protocols have been authored that carry various forms of real-time multimedia session data such as voice, video, or text messages.  The Session Initiation Protocol (SIP) works in concert with these protocols by enabling Internet endpoints (called user agents) to discover one another and to agree on a characterization of a session they would  like to share.  For locating prospective session participants, and for other functions, SIP enables the creation of an infrastructure of network hosts (called proxy servers) to which user agents can send registrations, invitations to sessions, and other requests.  SIP is an agile, general-purpose tool for creating, modifying, and terminating sessions that works independently of underlying transport protocols and without dependency on the type of session that is being established.
1.1
Network Diagram
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1.2
SIP Registration

LDK-SIP can be registered to a SIP proxy server following standard registration call flow.

LDK-SIP can generate a Registration for each station to a SIP proxy server. This means that each

station has a separate address-of-record so, each station has different user ID and authentication credentials. 

But some SIP proxy server allow wild character “*”, then just one registration is enough.
Conditions

1. If you set User ID Provision as Register, REGISTER method will be sent after initialization. 
2. If you set User ID Provision as Provision, the LDK-SIP does not attempt to register.
3. In multiple registration, you must set ‘Station Attribute-2 Btn30’ considering ‘SIP Attribute-2’.
Ex) If ‘SIP Attribute-2 Index1’ contains registration information about station 2001, ‘Station Attribute-2 Btn30” of station 2001 must be set ‘1’ – Index number.
Related Admin 

Station Attribute – 2

	30
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SIP Attribute -1[image: image5.wmf]
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	Attribute 
	Value 
	Range 

	Proxy Server Address
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12.39.208.251


	Max 32 char 

	Use Outbound Proxy
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Yes


	

	Primary DNS Address
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165.243.17.15


	Max 32 


SIP Attribute -2

	Index 
	Value 
	Range 

	1
	User ID
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2001@test.net


	Include Domain Name (MAX 64 Char)

	
	Authentication User Name
	[image: image10.wmf]

test01


	MAX 64 Characters

	
	Authentication User Password
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	MAX 64 Characters

	
	Authentication User Password Repeat
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	MAX 64 Characters

	
	Contact Number
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2001


	DID / Station Number

	
	User ID Registeration
	[image: image14.wmf]

Register


	*see 1

	
	User ID Usage
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1.3
Receive Incoming Call

LDK-SIP support two kinds of Call mode – Normal Mode, DID Mode.

1. Normal Mode

When system receives INVITE Method from Proxy, Incoming call will be routed following system Ring Assignment.

2. DID Mode

Incoming call will be routed by received number – all stations have their own user ID and incoming call can be routed to each station.

Conditions

1. When you use incoming call as Normal mode, you can use DISA feature and it is treated as normal CO line

Related Admin

Co Type(PGM140)

	Feature 
	Value 

	CO Type
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1.4
Make Outgoing Call

LDK-SIP can place basic call and 2-way audio will be established with called party.

Call Procedure

1. Dial Co-Access-Code.

2. Dial the number you want to call.

3. Dial “#”.

Conditions

1. Enblock Dialing is just supported.

Related Admin

PGM143-Btn6

	6
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1.5
100 Rel Support

LDK-SIP supports RFC 3262 Reliability of Provisional Responses in Session Initiation Protocol.

User can insert “Supported:100rel” to indicate that LDK-SIP can support provisional response and can send “PRACK” for the all provisional response.

Call Procedure

1. Send INVITE with “Supported:100rel”.

2. Receive Provisional Response.

3. Send PRACK for the Provisional Response.

Conditions

1. To work with PRACK, 2 parties must support 100REL.

Related Adm

SIP Attribute – 1

	100rel support
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1.6
DTMF Sending

LDK-SIP support the ability to transport DTMF tones in-band when using the G.711 CODEC and support the transportation of DTMF tones using the RTP telephone-event payload format as described in RFC 2833.

User can configure the DTMF transport Type by Admin.

Call Procedure

Conditions

1. By user setting, System can only send In-Band DTMF.

2. 2 Party must support RFC2833 to send DTMF using RTP telephone payload.

Related Admin

SIP Attribute – 1

	DTMF Mode
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2.
SIP Admin Programming

2.1
SIP Attribute 
You can set general SIP Attributes in here. And system reset is recommended after changing configuration.

	PGM
	FLEX
	ITEM
	RANGE
	DEFAULT
	REMARK

	350
	
	SIP SETTING
	
	
	

	
	
	SIP Proxy Server Address 
	
	0.0.0.0
	Set SIP Proxy address

	
	
	SIP Proxy Server Port
	
	5060
	Set SIP Proxy signaling port

	
	
	Proxy Registration Timer
	
	1800
	Set Proxy Registration Timer value

	
	
	Use Outbound Proxy
	0-1
	1
	Determine outbound proxy usage

	
	
	Primary DNS Address
	
	
	Set primary DNS address

	
	
	Secondary DNS Address
	
	
	Set secondary DNS address which is used when primary DNS is down

	
	
	Called Party Domain
	
	
	Set called party domain name. VOIB makes ”TO” header of “INVITE” message using dialed number and this field. 

(ex: dialed_no@calledparty.domain )

	
	
	Connection Mode
	0-1
	0
	Set SIP transport protocol

0 : UDP

1 : TCP

	
	
	100rel support
	0-1
	0
	Usage of SIP “100rel” extension

(reliable transfer of SIP protocol)

	
	
	Use rport method
	0-1
	0
	Usage of SIP “rport” extension
(to support NAT)

	
	
	Use single codec only
	0-1
	0
	If this value is true, VOIB suggests default codec only through a SDP codec negotiation.

Or this value is false, VOIB suggests all available codec through a SDP codec negotiation.


	
	
	
	
	
	

	351
	
	SIP UID Table
	
	
	

	
	
	User ID
	64 ASCII character
	
	Set SIP user ID which is used “From” Header

(ex: caller@caller.domain)

	
	
	Authentication User Name
	64 ASCII character
	
	Set authentication user name if authentication is used.

	
	
	Authentication Password
	64 ASCII character
	
	Set authentication user password if authentication is used.

	
	
	Contact Number
	Maximum 8 digit
	
	VOIB use “Contact” header using this field and VOIB IP address. Usually set station number or DID number to route this SIP UID.

	
	
	User ID Register
	0-1
	0
	Determine registration of this SIP UID

	
	
	Associate Station
	Station Number
	
	To support a SIP supplement service

· Click to dial

· Click to answer

· Voice Mail notify

(only for the BroadWorks soft switch)

	
	
	User ID Usage
	0-1
	0
	Determine this SIP UID bin is valid or not


2.2
Station SIP Attribute
You can set SIP Station Attributes in PGM 111.

	BTN
	ITEM
	RANGE
	DEFAULT
	REMARK

	23
	User ID bin no
	00 - 32
	00
	UID table index for SIP outgoing call

VOIB make “From” Header if this value is
 00 : Use COLP
 01~32 : Use SIP UID (PGM 351 – 1)

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Example. SIP Setting

* SIP Server IP Address : 150.150.131.240

* LDK-300 H/W Configuration : CO Line 1 – 8  SIP Co Line

* LDK-300 System IP Address : 192.168.131.151
* LDK-300 admin :

PGM 105 – Extension Number 100 - 131
PGM 111 – Extension 100, SIP Tbl Bin No : 01

PGM 111 – Extension 101, SIP Tbl Bin No : 02

PGM 140 – CO 1-8, Service Type : DID

PGM 143 – CO 1-8, DID Type 1

PGM 143 – CO 1-8, Enblock Send : On

PGM 340 – VOIP IP Address : 192.168.131.152
PGM 350 – SIP Proxy :150.150.131.240
PGM 350 – DNS : 150.150.131.240
PGM 350 – Domain : 150.150.131.240
PGM 351 – Bin 01
                  User ID : 100@150.150.131.240
                  Contact No  l00
                  User ID Registration : Register

                  User ID Usage : True

PGM 351 – Bin 02

                  User ID : 101@150.150.131.240
                  Contact No  l01
                  User ID Registration : Register
                  User ID Usage : True
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