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OfficeServ NMS User Guide

INTRODUCTION

Purpose

This OfficeServ NMS User guide provides basic understanding of OfficeServ
NMS and describes the necessary information for the operation of the
OfficeServ NMS.

Document Content and Organization

This document consists of eight Chapters, two Annexes and Abbreviations.

Part I. NMS Introduction and Basic Management

CHAPTER 1. Introduction to OfficeServ NMS

This chapter describes the introduction of OfficeServ NMS and its operating
environment.

CHAPTER 2. Basic Information

This chapter describes GUI of OfficeServ NMS and the basic operation
method to operate OfficeServ NMS

CHAPTER 3. Network Configuration

This chapter describes network viewer and network configuration methods
of OfficeServ NMS.
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INTRODUCTION

CHAPTER 4. General Management

This chapter describes general management window and function of
OfficeServ NMS.

CHAPTER 5. Inventory Management

This chapter describes inventory management window and function of
OfficeServ NMS.

CHAPTER 6. Fault Management

This chapter describes fault management window and function of OfficeServ
NMS.

CHAPTER 7. Performance Management

This chapter describes performance management window and function of
OfficeServ NMS.

CHAPTER 8. Security Management

This chapter describes user security management window and function of
OfficeServ NMS.

ANNEX A. OfficeServ NMS Q & A

Q & A answers many of the questions operators could have about doing
operations with OfficeServ NMS.

ANNEX B. Open Source Announcement

This chapter describes license information about open software using in
OfficeServ NMS.

ABBREVIATION
Abbreviations frequently used in this document are described.
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Part Il. Voice Function Management

CHAPTER 1. System Configuration Management

This chapter describes configuration management window and function of
OfficeServ NMS.

CHAPTER 2. Telephony Management

This chapter describes telephony management window and function of
OfficeServ NMS.

CHAPTER 3. VoIP Management

This chapter describes VolP management window and function of OfficeServ
NMS.

Part Ill. Data Function Management

CHAPTER 1. System Configuration Management (Data Part)

This chapter describes configuration management window and function
related to data.

CHAPTER 2. Switch Management

This chapter describes switch management window and function of
OfficeServ NMS.

CHAPTER 3. Router Management

This chapter describes router management window and function of
OfficeServ NMS.
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Conventions

The following types of paragraphs contain special information that must be
carefully read and thoroughly understood. Such information may or may not
be enclosed in a rectangular box, separating it from the main text, but is
always preceded by an icon and/or a bold title.

% CHECKPOINT

CHECK Provides the operator with checkpoints for stable system operation.

T NOTE
N

NOTE Indicates additional information as a reference.

Console Screen Output

+ The lined box with ‘Courier New’ font will be used to distinguish between
the main content and console output screen text.

- ‘Bold Courier New’ font will indicate the value entered by the operator
on the console screen.

Reference

OfficeServ 7000 Series Installation Manuals

Describe the installation procedure and specifications for the OfficeServ
7000 Series Systems.

OfficeServ 7000 Series System Descriptions

Describe the business feature available with the OfficeServ 7000 Series
System.

OfficeServ 7000 Series Call Server Programming Manual

Describe a programming method for the OfficeServ 7000 Series System
Users.

\
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CHAPTER 1. Introduction to
OfficeServ NMS

This chapter describes the functions and specifications of OfficeServ NMS.

OfficeServ NMS

OfficeServ NMS is a Network Management System (NMS) that performs the
function to manage, maintain and repair OfficeServ systems.

OfficeServ NMS provides the following management functions to efficiently
operate OfficeServ NMS systems on the basis of ITU-T M.3010 standard.

« General Management

« System Configuration Management
+ Telephony Management

- VoIP Management

« Switch Management

« Router Management

- Inventory Management

» Fault Management

« Performance Management

» User Security Management

OfficeServ NMS operates in server-client method.

A server is directly connected to the OfficeServ system, interfaces between
clients and the OfficeServ system, and manages a variety of database.

A clients operates as a terminal providing operator interface.

© SAMSUNG Electronics Co., Ltd. 1
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The OfficeServ NMS server has been developed via JSP, Servlet, RMI,
JDBC, and XML, and its clients have been developed via HTML, Java Applet,
and Java Script. OfficeServ NMS implemented via Java language with
excellent portability is not concerned about types of operating platforms.
Interworking relationship between OfficeServ NMS and OfficeServ system is

as follows:

OfficeServ NMS

»

T B®..®
Cllent7

=3 ﬁgj’

Printer

IP Network

OfficeServ System

Terminal

L

-7

Figure 1.1

Interworking of OfficeServ NMS and OfficeServ System

In addition, OfficeServ NMS has many of advantages.

Real-Time System Status Monitoring

OfficeServ NMS collects the fault status generated in a system via SNMP in

real time.
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User Friendly GUI Design

OfficeServ NMS was developed via standard graphic interface.

All commands of OfficeServ NMS are composed of graphic menus so that
operators can easily understand and use the functions of OfficeServ NMS.

Various Statistics Reports

OfficeServ NMS provides data including fault information, performance
information, and traffic information to operators in text format, graphic format,
or statistic data format. Operators can display these data in a file type or

print out.

Object-oriented Approach

OfficeServ NMS was designed in object-oriented method. In OfficeServ NMS,
several sub-systems are divided into objects so that operators can readily
add and upgrade necessary functions.

Error Handling

If a command entered by an operator is not normally executed, OfficeServ
NMS displays the relevant error message before running the next process.
Therefore, since the operator can check the error message before running
the wrong command, he/she can operate the system correctly and effectively.

Flexible Platform

OfficeServ NMS can be installed on a variety of platforms such as personal
computers or workstations.

Therefore, operators can select proper OfficeServ NMS platforms in
accordance with network size or management range.

Help

OfficeServ NMS has Help function composed of hypertexts. Help briefly
describes the information to help the understanding about OfficeServ NMS
or the usage of the menus provided by OfficeServ NMS.

© SAMSUNG Electronics Co., Ltd. 3
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OfficeServ NMS Specifications

Hardware Specifications

All systems using Unix/Linux/Windows OS can be used as the Hardware of
OfficeServ NMS server. Client Software uses general personal computers
(PC) (however, Hardware specifications may vary depending on the capacity
supported by OfficeServ system.) In addition, laser printers for printing
messages are available.

The Hardware for servers or clients should satisfy the following

specifications:
Server
Category Specifications
CPU 3.0 GHz (Intel Zeon processor) or higher recommended

Main Memory

4 GB or higher recommended

Hard Disk SAS Hard Disk 300 GB or higher
OoDD DVD-ROM Drive
Monitor 19-inch Monitor
LAN Card 10/100Base-T (RJ-45 Connector)
Client
Category Specifications
CPU 3.0 GHz (Intel Core Duo Processor ) or higher recommended

Main Memory

2GB or higher recommended

Hard Disk 100 GB or higher
Monitor Color Monitor with resolution of 1280 X 1024
LAN Card 10/100Base-T (RJ-45 Connector)
Hardware Specifications
s The specifications mentioned above are based on high capacity
NOTE

OfficeServ NMS. For low-capacity configuration and Linux/Windows-
based configuration, the Hardware specifications may vary according
to the management capacity.
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Software Specifications

For the normal operation of OfficeServ NMS, the following software
environment is required:

Server
Category Software
0s Linux (RedHat Enterprise 5)
JSP/Servlet Engine Tomcat 5.0.28 or higher
Database MySQL 5.1.51
JVM JDK 1.6.0_20
Management Protocol SNMP
Other Protocols FTP
Client
Category Software
(O Windows XP or higher
Web Browser Microsoft Internet Explorer version 6.0, 7.0 or 8.0

© SAMSUNG Electronics Co., Ltd. 5
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CHAPTER 2. Basic Information

This chapter describes Graphic User Interface (GUI) of OfficeServ NMS and how to use
OfficeServ NMS.

Access to OfficeServ NMS

This section describes the procedure for login/logout of OfficeServ NMS.

Login

The login procedure to use OfficeServ NMS is as follows:

0=k :
o>
© ©
Blolololo]o]
. O,j DE Office NMS
Jelole
(o) o‘

o R .

Figure 2.1 OfficeServ NMS Login Window
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1. Run Microsoft Internet Explorer to access OfficeServ NMS.

2. Enter the IP address of the OfficeServ NMS server in the address box
(@) of Internet Explorer. The above Login window will appear.
Enter the user ‘ID’ and ‘Password’ in the information entry box on the
Login window and click the [OK] button.

3. Ifthe user information is authenticated, OfficeServ NMS is executed and
the OfficeServ NMS window composed of four frames opens.

Logout

The logout pro

cedure of OfficeServ NMS is as follows:

2 WEB EMS [ 10.89,20.50 ] - Microsoft Intemet Exploer

General | SysConfig = Telephony ~VoIP  Switch Router Fault  Mon&Perf  Security
Card Config PortConfig TEPRI BRI MGI SPletConfig Ext.Server Equip. Vers

] Cabinet 4
j cabinet s
o [[sta

Chikd Count
AarmLevel 140101

0 83 a0

a x -
08 [ )| (2 (@) et |
B 1 Contents Viewer TR [ TepRI | :‘
TEPRI Conf.  PRIT1Opt. PRI E1 Opt
Target /7400/057400
CabinetNo -] SlotNo - [2) PortNo

!

A Event Viewer Condition_ Loc:/_ Type:AlL I
Code | Group Localon Probatle Cause [ Time I
9012 Q05 000604 16,0018 _|a;
9012 Q0§ 20080604 160018
9012 008 20080604 160018
9012 008 2000604 160018
12 08 2008-06-04 160018
9012 [ 20080604 16,0018
9012 00§ 2008.06:04 160018
9012 005 20080604 160018
9012 o8 0080604160017 | |
012 | Qo8 0 I | 2008.06-04 16,0017 |+

Figure 2.2 Logout Execution Button
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1. Ifyou click the [LOGOUT] button of the buttons on the upper right
corner of the OfficeServ NMS window, an window to confirm the logout
appears as shown in the figure below:

Microsoft Internet Expl.. | X

?/ Do you want to exit?
S

Figure 2.3 Logout Confirmation Window

2. Click the [OK] button on the window and OfficeServ NMS will be logged
out.

= f OfficeServ Operation in Logout Mode

In logout mode, OfficeServ NMS can perform various functions,
such as the generation of fault messages and the reception of
performance data.

CHECK

© SAMSUNG Electronics Co., Ltd. 9
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Screen Organization

The OfficeServ NMS screen consists of four frames with the following
functions:

« Menu Frame
« Main Frame
« Tree Viewer Frame

« Event Viewer Frame

Menu Frame

General  Sys Config  Telephony  VolP  Switch Router Foult  Mon&Perf  Security
~ .  —m
@08l B! 201 F o P
|| — @ oo
il |1 CARCXIC R B A BT RE SR
o [f) 7400 4
o (1} Data ¥
| Data
7100 Main Frame
e}
7400
Tree Viewer
Frame
Condition (ioc:/_Trpeiall TErEE
No. Severty Code Group Location Probable Cause Time |
Evert Viewer Frame
Child Count 1
Alarm Level MAJOF
S e

Figure 2.4 Configuration of OfficeServ NMS Frames
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Menu Frame

The menu of OfficeServ NMS consists of seven management groups.

The Menu Frame displays the whole management group of OfficeServ NMS
and enable to execute various functions pertaining to each management
group. In addition, it supports some additional function.

The configuration and description of the Menu Frame are as follows:

phony Vol  Switch  Router Fault  Mon&Perf  Security

Officeserv VS e

Display of OfficeServ NMS Name Display of User’s Name and Group

‘r‘,’,‘ Sitemar | Flakedls > fogout

Additional Functions

General  SysConfig  Telephony ~ VoIP  Switch  Router  Fault  Mon&Perf  Security

Surveillance  Monitoring  Server Status  Database  Self Diagnostic

User menu. The Menu Frame consists of nine groups and the relevant menu depending on the

property of each group. The above figure shows the menus for General Management of management
groups.

Figure 2.5 configuration of Menu Frame

Additional Function Buttons
The Menu Frame provides some buttons to perform additional functions.

Button Description
N Home Return to the initial window.
o Sitemap! Display the sitemap for the configuration of OfficeServ NMS.
Help Execute the Help function.
w2 logout Log out from the current OfficeServ NMS.

© SAMSUNG Electronics Co., Ltd. 11
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Main Frame

The Main Frame opens each Command Execution window and Command
Execution Result window and displays the configuration and the information
on the specified item.

: CF R

If you execute a command on the

menu frame, the Main Frame
g displays the execution and result
Data R . .
windows in accordance with each
7100 function.
7200

7400

dil Contents Viewer & Map. Surveillance | Bx

Network  Process

© Target /
© 1P Address
=
[ Network Status 1 Total Count : 11 172 @
No. NE Index NE Type Location Master IP vice IP Ping status SNMP status
|| 1 1.20.82 087x /7100/0S7100_MP10 10.89.25.204 - oK oK
|| 2 1.13.35 0s7x /7200/057200 10.89.29.153 - NOK HOK
B | 3 1.15.41 0s7x /7400/New0S7400 10.89.30.23 - oK oK
4 1.15.93 057x /7400/057400 10.89.30.45 - NOK NOK
B 5 1.14.36 gplim /Data/glimp 10.89.30.46 - oK oK
EHE 1.14.38 gplim /Data/gplimt 10.89.30.26 - oK oK
|| 7 1.14.37 asim /Data/gsim 10.89.30.28 - oK oK
8 1.14.39 asim /Data/gsimt 10.89.30.25 - oK oK
|| e 1.14.91 awim /Data/gwim 10.89.25.199 - oK oK
B | 10 1.14.40 awim /Data/gwimt 10.89.30.24 - oK oK
HE 112 @E
[ cet ]
Interval 120/ sec. (It needs more than 10 seconds.)

Figure 2.6 configuration of Main Frame
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Icon Display

The Network Viewer of the Main Frame displays network elements and

alarms in icon format.
Site and NE are displayed in the following icon formats and uses multiple

colors to indicate the current alarm status.

Categor Normal Disabled Critical Major Minor
gory (White) (Red) (Orange) | (Yellow)
Subnetwork [b ﬁﬁv f‘

© SAMSUNG Electronics Co., Ltd.
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Tree Viewer

The Tree Viewer displays the OfficeServ system architecture in tree
structure. The tree displays from the highest layer in turns of Network,
Subnetwork, Network Element (NE), cabinet rack, and unit.

.ﬁ Tree Yiewer

| &sort Name |

The tree structure enables operators to

| A search [IP - |

@ il NMS
(] 7100
@ [Iy os7100_MmP10
[ cabinet_1
[ cabinet_2
[ cabinet_3
[ cabinet_4
[ cabinet_s
(] 7200
@ [1) os7200
Cahinet_1
Cahinet_3
Cahinet_4
Cahinet_5
Cahinet_6

EIETEDIEIED

] 7400
@ [lg NewOS7400
[d cabinet_1
[ cabinet_4
[ cabinet_s
[ cabinet_&
i
@ [[h Data
[Ty atimp
[Ty optimt
[Ty osim
[[3 gsimt
[y owim
[y owimt

[Ty wim

Child Count 0

Alarm Level CRITICAL

u 2 o 0 =

Figure 2.7

located next to the item.

0

Tree Viewer Architecture

14
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Icon display

The tree viewer composed of the following icons indicates the upper-lower
relationship of network and displays alarms by means of the following icons.

However, NMS icons do not indicate the alarm status.

Gy Norr_nal Disable Critical Major Minor
(White) (Red) (Orange) (Yellow)
NMS i il i i L
Subnetwork il I il il [h
NE th L1 [h it i
Cabinet A 1] fi A A

© SAMSUNG Electronics Co., Ltd.
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I System Viewer

The System Viewer displays the resource status of the OfficeServ NMS
(Server System), the representative alarm for the node, and the managed

NE count.

O system viewer

Memory

Summary Alarm

bt

File

Database

®e | |

Managed ME Count

20

(]

Figure 2.8 System Viewer Frame

16
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Event Viewer

The Event viewer enables operators to view the information on various faults
generated in the OfficeServ system.

A Cond. |[Loci/ TypeiALL ¥ = = & A =i}
Mo Severity | Code Group ‘ Location Probable Cause ‘ Time | |

Figure 2.9 Event Viewer

The table below lists the descriptions about the event viewer items

Parameter Description

Severity Displays event severity.

- Critical: Critical alarm

- Major: Major alarm

- Minor: General alarm

- Warning: Alarm information

- Inform: General information

- Recovery: Recovery information

Code Displays alarm code.

Group Displays event group including the event concerned.
Event Group Types:

- Communication

- Processing

- Environmental

- QoS

- Equipment

Location Displays the location where the event occurred.

Probable Cause Displays the probable cause of the event occurred.

Time Displays the time when the event occurred.

© SAMSUNG Electronics Co., Ltd. 17
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Reception of Specific Events

Users can set the Event Viewer to display only a specific event.
If a user click ‘Detailed Information’ of the menu item placed in the upper
right of the Event Viewer, the following window appears.

[Event Viewer] Filter Dialog X

[ Location
PRGNS

o[l 7100

([} 7200

([} 7400

- [} Data

.'Evem Type
[v] ALL

[[] Status
[] Fault

[Z] Alarm
[ Severity J

Java Applet Window

Select NE to be displayed from the
‘Location’ box, fill check marks in the boxes
of Event Type, Severity or Event Group to
be received, and click the [OK] button.

Figure 2.10 Specific Event Reception Setup Window

Removal of a Displayed Event

Click the [Clear] button locates in the top of the Event Viewer to remove the
event displayed in the current viewer. However, the history stored in

database is not removed.

18
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Basic Use Information

This section describes the basic information required for the use of
OfficeServ NMS.

Adjustment of Frame Size

The sizes of Tree viewer Frame and Event Viewer Frame can be adjusted
for the convenience of OfficeServ NMS operators.

20 WEB £M1S {108,250 - Miosoft nteret Explome

Mongperf

Security

CANCIRC R R SR

. ®

ata
7100
4 > 7200
7400
: 2w - H %
[No Severity | Time T
5 ‘Warning 2008-08-27 220633 |}
‘ ¢ 5 20060911 171132 [
3 ( 0080011 111132
2 5 i 00011 111132
1 i = 20080811 111132
Child Count
Alarm Level CRITICAL
W %6 4 3 1 0

Figure 2.11

Adjustment of OfficeServ NMS Client Size

© SAMSUNG Electronics Co., Ltd.
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Buttons

The command buttons of OfficeServ NMS can perform the same functions in
each different window. The table below describes the common command
buttons of OfficeServ NMS.

Button Description

Acl Check if an operator confirms the generated fault.
i Active i Activate the selected task.
i—_:jgl'gar i Clear the selected data.
i Deactive i Inactivate the selected task.
Execute Execute the selected command.

Get Display the previously established or stored data.
i Save i Save the selected data.
Search the previously established or stored data.
i Set i Set data or a function.
Test the selected task.
i Unack | Check if an operator confirms the generated fault.

20 © SAMSUNG Electronics Co., Ltd.
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Basic Setups

In general, operators set several setups while executing functions of

OfficeServ NMS.
The common setup is the setup of search period.

Event Viewer Frame some tasks have the item to set the search period.
The units and types of time in the search period setup table are as follows:

Execute Time | 2005-01-01 [E—;I ~ 20050104 | & [15 =]
<Search per day>

search Time ooos01-04 | B2 [0 =) :[on =] ~[Zo05-01-0« |BF [15 =] :[38 =]

<Search per hour >

Figure 2.12 Types of Search Period Setups

To set the search period, enter the information in the text box directly or select
a desired data from the calendar after clicking the Calendar button (@).

3 Select a Date .., - Mit = =] B3
3 =1z Enter a date and click the |Go| button.
| @ S005-01-04 @ @ |_ The month corresponding to the date is displayed.
T Users can also use the @ >*| button to move
SUNMONITUE WED[THU|FRL |SAT e METis,
1
2|2|a|s|s6|7 |8
9 |10|11 |12 (13|14 |15
16117 (18 |19 (20|21 |22
o3| 24|25 |26 | 27 | 26| 29 When a date is selected, the search window closes
=0 |31 I and the selected date is entered into the main
- . frame.

Figure 2.13 Data Selection Dialog Box Window

© SAMSUNG Electronics Co., Ltd.
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I Sitemap

OfficeServ NMS provides the sitemap to help operators search the operation
menu.
The sitemap enables operators to understand the organization of the entire

menu and execute a function directly.

- Microsoft Internet

Telophony  VolP  wkch  Router  Foult  Monbpert
o ) ] @ ¥ ] o)) ]
* dh 1100
# b osnioo weto

8 avnet
[d Cabinet2
i cesnecs Do
i casnecs

o, 700
o1 7400
< Hhoun

700
Condwion [iss7 Trpeh = TETEN
T T T ) o T i
¥ i w e BT WTREETART RO TS o
i Gors 65| /HGWSTIuG M3 sanefrnk TR RECOURCE ALRRM G53385E0%) To0e0sriTT1 o2
5 06— | 11USTI0-M & spmernk R REOURCE ANRM (s apend 0%
) 3 g  ——— A TRUNKRESOURCE ALARM (s apec %) TooRag I 111138
i i iz Gos | miduBsriae G ek TRUNK REBOURCE ALARM (s apecd %) Rosos i3z
micomt §

PP —

W% 8 3 4 0 v

1o xi|

General ‘Sys Config Telephony
*Surveillance *Card Config *Grp
*Monitoring *Port Config *Ring Plan
~Server Status *TEPRI/BRI *SpdDaal
*Database *VoIP Card ~COS
«Self Diagnostic +*Sys Options *Toll Restrict
*Sys. 1/0 *DISA
Yolp *EqQuip. *Incoming
“VolP Port +OfficeSery License *LCR
-Systern-Wide *NMS Licanse “Newca
Sip *Trap Server *Stn Port Config
“M323 *Dats Config
“VoWLAN o Switch
«Phone Info Inventory +IGMP Snooping
*Software *Authentication
Router *QoS
~Static Routing Fault *VolP
“RIP +*Alsrm Control ~Misc.
*OSPF *Alarm History *8ndging
“BGP *Alarm Statistics *Trunking
“DVMRP *Audible Alarm *VLAN
“PIM *E-mail
+Frame Relay Mon&Perf
»Status Mon.
Security *Statistics
+User Manager ~Threshold Set
1P Manager *Perf Mon.
*Login History *Report Set
*Operation History
& EEEEE Z

Figure 2.14 Sitemap Window

22 © SAMSUNG Electronics Co., Ltd.



OfficeServ NMS User Guide

Online Help

OfficeServ NMS provides the sitemap to help operators search the operation

menu.
The sitemap enables operators to understand the organization of the entire

menu and execute a function directly.

20 WEB EMS 1058220 | - Microsoft ntemet Exploer

Genersly SysConfig  Telephony Vol Switch  Router Fout  Monabert Securty
R =L
[ £ ol
g ) 5 3] )]
L
¢ dh7roo
* b osrio0 w10
@ craas
{f came2 e
| feeny
{§ caonete s
i cabinels !
o720 10K
b 340
[l Data
=
o
e : TETTE
No. | Seveity | Group. Location T Probable Cause. Time.
> aRa £ I AMOLTO WOTRESTART 060827 T0ET |
: o . L — Tooeos 111138
5 o T s TR RESOURCE AN weapec0 %) ToososTrias
: o o = RCE AR (vsope00%) To0ota T332
: - A R A 0% osos i3
Cmicom  f
R —
mows w3 4o |

erv NMS - Microsoft Int

Home » Use of OfficeSery NMS

B Use of OificeSery NMS

Network Viewer of DfficeServ NMS =
SewerFunction of OfficeSery NMS Use of OfficeServ NMS
Configuration Function of OfficeSery NMS

laam Fungion of Dificesepc M= This chapler describes Graphic User Interface (GUI of OfficeServ NMS and how to use OfliceBerv NMS
Performance Function of OfficeSery NMS
User Security Function of OfficeSery NMS
[21ANNEX A, OfficeServ NMS 0 & A

Access to OfficeServ NMS

This section describes the procedure for loginflogout of OfficeSery NMS

1 Login

‘The login procedure to use OfficeServ NMS is as follows:

Gt et ke

© 000

88 g 9 C Office NMS

Spisavive iion

Flgure 2.1 OfficeServ NMS Login Window

Figure 2.15 Online Help Window
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CHAPTER 3. Network
Configuration

This chapter describes Network Viewer of OfficeServ NMS and how to use OfficeServ NMS.

Network Viewer

Configuration of Network Viewer

The Network Viewer provides a variety of functions to easily handle the
Network Viewer as well as the Information window.

f Map Viewer ¢i Con.

i

B|

T REEE

Data
7100

7200
7400

(AR SR A RTIRG e

Figure 3.1 Network Viewer Menu

© SAMSUNG Electronics Co., Ltd.
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Button Description Button Description
@ Create Node Ili | Delete Node
T Create a new node. = Delete a node.
I]i.:' Modify Node TOP Move to TOP
Modify the node l Move to the highest node
information. map window.
up Move Up r';; Refresh

Convert the node map to
the upper window by a
level.

Reflect the latest information
and refresh the node map.

Zoom (1:1)

Restore the enlarged or
reduced window size into
the original size.

Zoom (+)
Zoom in the node map.

Zoom (-)
Zoom out the node map.

26
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Node Map of Network Viewer

The Network Viewer provides three types of Maps according to the upper-

lower layer structure of network. The Network Viewer supports the following
Information windows:

» Network Node Map
» NE Node Map

« Cabinet Viewer

i s can El i 7 con.

[S— ) @ 3% ) ) 4 ) —

Ay A

Subnetwark Subnetwork2) OfeeSt OfeeS2 Offces3

<Network Node Map> <NE Node Map>
Subnetwork nodes connected to OfficeServ

NE nodes connected OfficeServ System is
System is displayed in icon symbols.

displayed in icon symbols.

i Map Viowr 7 d con
EMS SubnetuarkiOffceS2Cabiet_1EHYE1

5

SUERE

0z e

ECEDS R0 Wil Wi
==

|aeae @nza

<Cabinet Viewer>

The status of cabinets and units connected to
OfficeServ System is displayed.

Figure 3.2 Types of Node Maps
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Network Map Configuration

Network Node

Network node indicates the grouping of system to location. Network node
can be created, deleted, searched, and changed in the Map viewer.

it L
& Map Viewer 3 Con. = =
7200 |®|M|@1E£Z‘Mﬂj
Netwaork Information
[ouename 7200 |_e
Data JLocation 25th — 0

7100

7.

| Create Node

7400 Delete Node

=

Figure 3.3 Network Creation Window

The parameters displayed in the window are described as follows:

Iltem Description
NodeName Network node (network group) name
Location Location information of the network node (network group)

28 © SAMSUNG Electronics Co., Ltd.
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Creating a Network Node

1.

When a network node is displayed in the Map viewer,

click the [Node Creation] button ().

Then, the <Network Creation> window that enables creating a network
node in the Map viewer appears.

Enter the node name into the ‘Alias’ field (@) and enter the network
node location information into the ‘Location’ field (@).

Click the [Create] button (@).
Then, the corresponding network node is created in the window.

Deleting a Network Node

1.

Select the target network node from the Map viewer.
Right click the node to open the pop-up menu or click the
[Node Deletion] button (@).

Reconfirmation window (‘Enter the password.’) appears.

Enter the password and click the [OK] button.
Then, the corresponding network node is deleted.

© SAMSUNG Electronics Co., Ltd. 29
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i vop viower — TR
7200 AN %) KPR R N =

Network Information

NodeName 7200 9
_ocation 25t

o

EH

e
k liNode Info.

L Create Node

7400 Delete Node

Figure 3.4 Network Information Window

Searching Network Node Information

1. Select the target network node from the Map viewer.
Right click the node to open the pop-up menu (@) or click the ‘Node
Information’ icon (@) to display the ‘Network Information’ window.

2. Then, the corresponding network node information is displayed in the
information table (@)).

Changing Network Node Information

1. Select the target network node from the Map viewer.
Right click the node to open the pop-up menu (@) or click the ‘Node
Information’ icon (@) to display the ‘Network Information’ window.

7. Change the information in the information table (@).

3. Click the [Set] button (@). Then, the corresponding network node
information is displayed in the information table.

30 © SAMSUNG Electronics Co., Ltd.
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NE Node Configuration

Network Element (NE) node is a network configuration element that includes
a single IP. NE node can be created, deleted, searched, changed, and
initialized in the Map viewer.

¢Ore
A
T m: NE Greation
-©
> o
Gt sot Crasn Create Gasany) [~ o
Figure 3.5 NE Creation Window
The parameters displayed in the window are described as follows:
Parameter Description
Node Name Node name
Location Node location
Type Select a NE type
(Os7x, GWIM, GPLIM, GSIM etc)
Dual State Dual status
IP Address 1 1°' IP address of the node
IP Address 2 2" |P address of the node
Switch Over Sets automatic switchover
Get Community SNMP retrieval community
Set Community SNMP setup community
SNMP Port SNMP communication port of NE
SNMP Version The version of SNMP Protocol
© SAMSUNG Electronics Co., Ltd. 31



CHAPTER 3. Network Configuration

Creating NE Node

1.

When a NE node is displayed in the Map viewer,
click the [Node Creation] button (€). Then, the ‘NE Creation’ window
that enables creating a NE node in the Map viewer appears.

Enter the NE node information into the setup table (@).
The parameters displayed in the window are described as follows:

Click the [Create] button (@).
Then, the corresponding NE node is created in the window.

Deleting a NE Node

1.

Select the target NE node from the Map viewer.

Right click the node to open the pop-up menu or click the
[Node Deletion] button (@).

Reconfirmation window (‘Enter the password.’) appears.

Enter the password and click the [OK] button.
Then, the corresponding network node is deleted.

32
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e
A
i oo viowor 4EXETY 5
Office_LabOS7200S 'A |p_® TGl Al i ] —

Figure 3.6 NE Information Window

The parameters displayed in the window are described as follows:

Parameter Description
Node Name Node name
Location Node location Information
Type Select a NE type (Os7x, GWIM, GPLIM, GSIM etc)
Site Name Site name which is configured
System Name System name

System IP Address 1 1°'IP address of the node

System IP Address 2 2" |P address of the node

Get Community SNMP retrieval community

Set Community SNMP setup community

SNMP Port SNMP communication port of NE

MP SW Version MP SW Version Information

Agent Version Agent Version information in MP SW

System Country Country Information which is configured
System Coding It shows a-law or u-law for PBX System

Trap Server Sets Trap Server IP Address for getting trap info

© SAMSUNG Electronics Co., Ltd. 33
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(Continued)

Parameter Description
Trap Port Sets Trap Port Number for getting trap info
Public IP1 1* public IP Address for System
Public Port 1* public Port for System
Public IP2 2" public IP Address for System
Public IP3 3 public IP Address for System
Slave IP IP Address for Slave System (Only 7030 System)
SNMP Version The version of SNMP Protocl
Security Level Provide a security level (noAuthNoPriv, authNoPriv, authPriv)
Auth Algorithm Provides MD5, SHA
Privacy Algorithm | Provides DES, AES

Searching NE Node Information

1. Selectthe target NE node from the Network viewer.
Click the right mouse button to open the node to open the pop-up menu
(@) and execute the ‘Node Info.” Menu. In other way, click the ‘Node
Information’ icon (@) to display the ‘NE Information’ window.

2. Then, the corresponding NE node information is displayed in the
information table (@).

Loading NE Node Information

1. Selectthe target NE node from the Map viewer.
Right click the node to open the pop-up menu (@) and execute the
‘Load NE Data’ menu. Reconfirmation window (‘Do you want to load
this NE data?’) appears.

2. Click the [Yes] button. Then, the corresponding NE node information is
loaded from the system.
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Cabinet Viewer

If a user double clicks NE on the NE node map provided by the Map Viewer,
the Cabinet Viewer to display cabinets and units is executed.

The Cabinet Viewer supports the following functions:
« Mounting status by cabinets and boards
» Fault status by cabinets and boards

« Current fault display by boards

 Map viewer '01 Con.

17100/0S7100_MP1| iCabinet_1MP10_0

[

Cabinet

=

==

UNT

Cabinet Information

Narne Cabinet_1

Type 7100
T e ] Alarm Count CRI0] MJ[D] MN[O]
| ]
EEC ST |

| Basic Information

Figure 3.7 Cabinet Viewer Window (7100)
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i Map viewer| TS
al | net_1MP20_0 ‘_'l;j i}j ﬂ
rCabinet
Crrrrrirl
Ll il llll)
LInp
[ e o] Cahinet Information
s o o

Name Cabinet_1
Type 7200
Alarm Count CRID] MJ[O] MN[D]

Basic Information

Figure 3.8 Cabinet Viewer Window (7200)

B . ]

/SubNetwork!Office| :rv/Cabinet_1,TEPRIZ_6 E E M
Cabinet

AWLT MGIE

Unit Infarmation

MName TEPRIZ
Alarm Count CR[0] MI[1] MN[O]
MNode

Basic Information

Figure 3.9 Cabinet Viewer Window (7400)
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Office_LabiOS7030 Cabinet 184903 0 X34
wwww wew |swiew | ww
v L |
Alarm Count CR[0O] WJ[0] MN{O]
Basic information | Current Alarms.
Figure 3.10 Cabinet Viewer Window (7030)
¥

1Office_Lab:OS7070Cabinet_1#4907_0

Cainet

e v i Sl
w vw | Mo e
vw w £ w o

Cabinet_1
7070

Twe
CRIO]  WI[O] MN[O]

Aam Count

Basic information | Curtent Alarms |

Figure 3.11 Cabinet Viewer Window (7070)
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The Cabinet Viewer (@) displays each cabinet registered in NE as follows:

Real Cabinet Virtual Cabinet

If a user click a specific cabinet in the Cabinet Viewer, the status of the
relevant unit is displayed in the Unit View (@).

Real Unit View Virtual Unit View
e L
=T
I
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CHAPTER 4. General
Management

This chapter describes general management window and function of OfficeServ NMS.

General Management is used to monitor whether functions and resources
operate properly in NMS server and client and to provide various additional
functions required for setting and controlling operational environment by an
operator.

Router  Fault  Mon&Perf  Security

il

gl ¢ Mop viever @ on.

g CH XA e SN

o 0ata

Data

7200

Condition Loc:/_TypeiALL * » 3 uH
T

Code Grop | Locaten Probable Cause Time

2 003 i | TRUNK RESOURCE ALARM L =’n’n' 0060604 161017 |4

Qo TRUNK RESOURCE ALARM (15396=0. 20080604 16.10:17

Q08 TRUNKRESOURCE ALARM (a6 nm 20080604 16,1017

008 TRUNK RESOURCE ALARM (4539¢=0 0%) 20080604 161017

908 TRUNK RESOURCE ALARM (15396=00%) 20080604 161017

CRTCRRES Qo8 TRUNK RESOURCE ALARM (1$396=0 0%) 20080604 161017

908 TR EDOURCE AL Raess=00) 2008:06-04 16:1017

Namievel  CRITICAL Gos =0 20060604 161017

G0 =0 20060604 161017
mi2a 4 o0 Go8 17400New0ST400-I00pTrunk TRUNKRESOURCE ALARM (sssgee nm 20060604 161017 _[w)

_______ > General Sys Config Telephony VolIp Switch Router Fault Mon&Perf Security

Surveillance  Monitoring  Server Status  Database  Self Diagnostic

Figure 4.1 General Management Window
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Surveillance

Network Monitoring (Network Status)

‘Network Monitoring’ menu is used to monitor network line status through
regular ping test and to monitor agent status through hello message through
the information saved in database of OfficeServ NMS server.

This function is performed in order of [General Management] >

[Surveillance] - [Network].

I o Map. \ ) surveillance

Network Process

Histary [ g

o @ Target 7
O 1p address

@ [—

[ Network Status ]
O  Ne. h:f" T’:EE Location Master TP Wice TP s::;n?s
I 111 OS7x  /SubMetwork/OfficeServ 1652136643 - ok
e— [alE 116 0S7x  /SubMetwork/OfficeServl  165.213.66.45 E oK
O s 131 0S7x  /PAA sy 165.213.80.152 - ok
[ 132 | 0S7x | /PA/B sys 165.213,80.159 | - ok
O s 157 | 0S7x | fofficeServ Groupftest | 1652138793 - oK

snmp
status
oK

NOK
oK
ok
ok

TLL
status

o [ |

Figure 4.2 Network Window

Parameter Description
Target Target of Network monitoring
IP Address IP address
NE Index Index of NE
NE Type Type of NE
Location Location of Network monitoring
Master IP Master IP address
Vice IP Vice IP address
Ping Status Status of Ping
SNMP Status Status of SNMP agent
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Searching Network Status

1. Select atarget network from the ‘Target’ field of the setup table (@).
You can select a target by selecting from the Tree Viewer or by entering
an IP address.

2. Click the [Search] button (@).

3. Then, the search result is displayed in the result table (@).

Searching Network Status

To search the network status in real time, click the [Get] button ().

Select a NE list on the left and click the [Get] button. Then, the network
connection status is searched in real time through a system device in NMS.
(The retrieval result displayed in the window is a result searched regularly in
NMS server.)

© SAMSUNG Electronics Co., Ltd.
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Process Monitoring

‘Process Monitoring’ menu is used to search the status information of each
process that operates in OfficeServ NMS server and to restart a process.
Process is restarted when a process that should operate in a server is

abnormal.

When OfficeServ NMS client registers demon process in the server by using
the demon process list search function, the process that should operate in
the server restarts automatically.

This function is performed in order of [General Management] ->

[Surveillance] - [Process].

G Contents Viewer T

Netwark  Process

Surveillance

ox

Process Status |

T No. Process name status Start time Restart count Process ID Log level

[ 1 launcher Running 2008-07-31 14:59:59.0 0 32293 [wFo B

B[ 2 mf.audit Running 2008-07-31 15:00:07.0 o 32754 1hFo [}

[ 3 mf.cm Running 2008-07-31 15:00:02.0 0 32567 [mFo [

B 4 mf.dbld Running 2008-07-31 15:00:04.0 0 32722 o F)
o_ E 5 ot fm Running 2008-07-31 15:00:02.0 0 32633 [wro M

B | s mf.gm Running 2008-07-31 15:00:01.0 o 32525 1hFo [}

[ 7 mf.pm Running 2008-07-31 15:00:03.0 0 4833 [mFo ]

i 8 ni.snmp Running 2008-07-31 15:00:00.0 0 32491 o B

E 9 nmsif Running 2008-07-31 15:00:09.0 0 a26 mwro )

A | 10 us Running 2008-07-31 15:00:00.0 0 32441 1hFo =]
e =T =TT

Figure 4.3 Process Window
Parameter Description

Process name

name of process

Status

status of process

Start time

start time of process

Restart count

Count of restarting process

Process ID

ID of process

Log Level

Level that log is displayed
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The Log Level parameters in the ‘Process’ menu are described as follows:

Parameter Description

OFF Not displayed in the log file.

ALL All information is displayed.

SEVERE The information required from program execution information is
displayed When initial installation, ‘SEVERE’ is in default status.

WARNING Lower level information is displayed from program execution
information.

INFO Most program’s execution information is displayed.

CONFIG Not used.

Searching Process Status
Click the [Search] button (@) displays process in the result table (@).

Stopping Process

Select the target check box from the ‘Name’ item of the result table (€).
Click the [Stop] button (@) stops the process.

Restarting Process

Select the target check box from the ‘Name’ item of the result table (€).
Click the [Restart] button (@) restarts the process.

Setting Log Level

1. Select the checkbox of the target process name in the result table and
the target level from the ‘Log Level item (@).

2. Click the [Modify] button (@).

3. Log level modification is set. According to the log level, the log
information size of the service is different. Thus, it is recommended that
this function be used if necessary

© SAMSUNG Electronics Co., Ltd.
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Monitoring

Resource Monitoring (Monitoring)

‘Resource Monitoring’ menu is used to display the status value changes of
CPU and memory, NMS resources, in a specific cycle.

This function is performed in order of [General Management] >
[Monitoring].

ﬂcunlents Viewer TS Monitoring ox

CPU Usage CPU Usage History-

Usage(%)

Time{mm:ss)

Memory Usage Memory Usage History

36% Time(mm:ss)

Interval second

Figure 4.4 Resource Monitoring Window

Monitoring Resources

Click the ‘Resource Monitoring’ menu displays the resource monitoring
window. When selecting a search cycle from Interval and clicking the Start
button, the statuses of CPU and memory, NMS resources, are searched
from database. The CPU status is displayed in the result chart (), and the
memory status is displayed in the result chart (@). Click the Stop button
stops the automatic cycle search.
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Server Status

CPU

‘CPU’ menu is used to search the information on CPU usage and set CPU

threshold.

In case of a server that has over two CPUs, CPU usage information is
displayed of each CPU. Setting threshold is a function that generates an alarm
when the CPU usage of OfficeServ NMS server exceeds a specific value.
This function is performed in order of [General Management] >

[Server Status] - [CPU].

T OO | ap.  Server status

CPU Fls System  Memory

Database  Stabistcs

[ Threshold )
Resource Werivcl WMajor Minor 1 Worning
o - N o 5w ww 5w
Interval 1w ds more than 10 seconds.)
(2] s
Resource Usage (%) User (%) System (%) Wait 10 (%) Idle (%)
e & Average 3 2 1 o 2
Figure 4.5 CPU Window
Parameter Description
Resource Type of resource
Interval Period checking resource

Usage (%)

Usage percent of CPU

User (%)

Usage percent of CPU in user area

System (%)

Usage percent of CPU in system area

Wait 10 (%)

Usage percent of CPU in Wait IO

Idle (%)

Idle percent of CPU

© SAMSUNG Electronics Co., Ltd.
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Searching CPU Occupancy Rate

Click the ‘CPU’ menu searches CPU status automatically and the retrieval
result is displayed in the result table (€)).

CPU status information is updated and displayed every 5 seconds.

Click the [Get] button (@). Then, the status is retrieved immediately to display
the result in the window.

Searching Threshold

1. Click the ‘CPU’ menu searches CPU status automatically and the
search result is displayed in the threshold table (@).

2. Click the [Get] button (@) Then, the threshold information is updated
and displayed.

Setting Memory Threshold
1. Setthe target threshold in the threshold table (€)).

2. Click the [Set] button (). Then, the threshold is set.
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File System

‘File System’ menu is used to search the information on the usage of the
file saved in OfficeServ NMS server and to set file threshold.

The attribute and location of each file is displayed. Setting threshold is a
function that generates an alarm when the file usage of OfficeServ NMS
server exceeds a specific value. This function is performed in order of
[General Management] - [Server Status] - [File System].

CPU. File System  Memory Database  Statistics

[ Threshald ]
Resource Wl Erasor

z

1 Warning

o W wiw % [
o_ tovsd % ws [ o
/ t o [ 7% %
Jdev/ 90 % (XY [y [Too%
—
9 e
e o) L e T T o e o e
) ‘ waa 288 samaze

aanp 1857 453588
6,020 2473% 38,964,008
0,0 10

1,035,660 4,168 B804
» 1031726 7456,99% 233,716

Figure 4.6 File System Window

Parameter Description
Resource type of resource (memory)
Interval Period for checking file usages
Current status (%) current status
Total size (Kbytes) Total memory size
Used size (Kbytes) Used memory size
Free size (Kbytes) Free memory size
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Searching File Usage

Click the ‘File System’ menu searches file system status automatically and
the retrieval result is displayed in the result table (€)).
File system information is updated and displayed every 5 seconds.

Searching Threshold

1. Click the ‘File System’ menu searches CPU status automatically and
the search result is displayed in the threshold table (€)).

2. Click the [Get] button (@) updates and displays the setup threshold
information.

Setting Threshold
1. Setthe target threshold in the threshold table (€)).

7. Click the [Set] button (@) sets the threshold.
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Memory

‘Memory’ menu is used to search the information on the usage of the
memory of OfficeServ NMS server and set memory threshold.

Memory usage is displayed by dividing the total memory installed by the
memory usage being used. Setting threshold is a function that generates an
alarm when the memory usage of OfficeServ NMS server exceeds a specific
value. This function is performed in order of [General Management] >
[Server Status] - [Memory].

1 Threshold )
Resource Woritical Wajor Minor 1 warning
o— wemoRY %% o [ o
9 loterval I’—ﬁ 2 naade il
e Resource Current status (%) Total size (MBytes) Used size (MBytes) Free size (MBytes) :
Figure 4.7 Memory Window
Parameter Description
Resource type of resource (memory)
Current status (%) current status
Total size (Kbytes) Total memory size
Used size (Kbytes) Used memory size
Free size (Kbytes) Free memory size

Searching Memory Usage

Click the ‘Memory’ menu searches memory status automatically and the
retrieval result is displayed in the result table (€)).
Memory usage information is updated and displayed every 5 seconds.
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Searching Threshold

1. Clicking the ‘Memory’ menu searches CPU status automatically and the
search result is displayed in the threshold table.

2. Click the [Get] button (@) updates and displays the setup threshold
information.

Setting Memory Threshold
1. Setthe target threshold in the threshold table (€)).

2. Click the [Set] button (@) sets the threshold.
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Database

‘Database’ menu is used to search the information on database of
OfficeServ NMS server and to set database threshold. Setting threshold is a
function that generates an alarm when the database usage of OfficeServ
NMS server exceeds a specific value. This function is performed in order of
[General Management] = [Server Status] - [Database].

O vop. server status

CPU  Fis System  Memory Database

sutistes

[ Threshold ]

Resource

o_ oure

BMajor Minor L warning

Interval

Resource
0ATA

Current status (%) Total size (KBytes)  Used size (Kbytes)  Free size (KBytes)
1,262 o182 41,205,004

Figure 4.8 Database Window

Parameter

Description

Resource

type of resource (memory)

Current status (%)

current status

Total size (Kbytes)

Total memory size

Used size (Kbytes)

Used memory size

Free size (Kbytes)

Free memory size

Searching Database Usage

Click the ‘Database’ menu searches database status automatically and the
retrieval result is displayed in the result table (€)).

Database usage information is updated and displayed every 5 seconds.

© SAMSUNG Electronics Co., Ltd.
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Searching Threshold

1. Click the ‘Database’ menu searches database status automatically and
the search result is displayed in the threshold table.

2. Click the [Get] button of window buttons (@) updates and displays the
setup threshold information.

Setting Threshold
1. Setthe target threshold in the threshold table (€)).

2. Click the [Set] button (@) sets the threshold.
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Resource Statistics

‘Resource Statistics’ menu is used to search and display the occupancy
rate of resources (CPU, file system, memory, database) of OfficeServ NMS
server. This function is performed in order of [General Management] >
[Server Status] - [Statistics].

BT o Map. Server Status ox
o Resource e [CPU v Resoucename |
Sttstcs tpe Hou v Pedod (0100511 G - QOIO0S1 B
Usagets)
100y
o}
604
| Legend
e 0 Weoy hvwrage
i
o ==
0 1 2 3 1) 5 6 1 8 9 10 1" 12 19 " 1 1% 7w 1% 9 2 2 2 a
Time
Resource name (%) 0 1 2 3 4 5 3 1 8 9 10 1" 12 13 1" 15 16 17 19 19 20 A 2 n
CPU Arge 0 1 0 | 0 [ 1 1 2 [ 1 I 1| 1 (R T O T 2 1 0 | 0 1 0 1 0 [0 ] 011

Figure 4.9 Statistics Window

The parameters displayed in the ‘Statistics’ menu are described as follows:

Item Description
Resource Resource type
Resource Name Detailed item name of each resource type
Time Type Hours, days, months
Period Start time and end time
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Searching Statistics on Resource

1.

2.

Select a target resource from the ‘Resource’ field of the setup table (@).

Select the target name from the ‘Resource Name’ field.

Select the target statistics type from the ‘Time Type’ field.

Select the target time period from the ‘Period’ field.

Click the [Search] button (@).
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Database Management

Backup

‘Backup’ menu is used to back up database manually or automatically.

For manual backup, an operator can set backup range, backup location, and
backup file name. For automatic backup, an operator can register backup
schedule on a daily, monthly, or weekly basis.

This function is performed in order of [General Management] ->
[Database] - [Backup].

| o Contents Viewar g LETH Database | ) ! History [ B
Backup  Schedule  Restore  History  Leg DB Self Diagnostic
Type @® Database O Group O Tatle
o— Execution @ Marual O Auto Location () Hard Disk
Path Jdbimysal/backup/manual/entie File Name | [type] [datstime].sql
[+ ] ™ m m
Total Tables Selected Tables
a
v

Figure 4.10 Backup Window

The parameters in the ‘DB Backup’ menu are described as follows:

Parameter Description
Type Backup range (Database, Group, Table)
Execution Back execution mode (Auto, Manual)
Location Back device (Hard Disk)
Path Path where backup file is saved
File Name Backup file name
Schedule Auto backup schedule
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Manual Backup

1. Assign backup range (Database, Group, Table), backup method (select
Manual), backup location (Hard Disk, Tape), and backup file name (€p).

2. Click the [Set] button (@) performs manual backup.

Automatic Backup

1. Assign backup range (Database, Group, Table), backup method (select
Auto), backup location (Hard Disk, Tape), and backup file name (€)).

2. Set backup schedule (Daily, Weekly, Monthly) (@).

3. Click the [Set] button (@) registers automatic backup schedule.
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Schedule

‘Schedule’ menu is used to search backup schedule information and delete
registered backup schedule information. This function is performed in order of
[General Management] > [Database] - [Schedule].

| on Contents Viewer g FITH Database | L L Histary [ g

Backup  Schedule  Restore  History  Log DB Self Diagnastic

o Type @ an © Database © aroup O Table
Period @ al O Monthly O weskly O Daily
[ Backup Schedule List ]
e No. Type Operator Period Time Command Register Time
|:| 1 Datahase Alexander  Daily imzz:00 th b P DbBackup.sh  2006-01-16 10:32:55

Figure 4.11 Schedule Window

The parameters in the ‘Schedule’ menu are described as follows:

Parameter Description
Type Backup schedule type
Operator Backup schedule registration worker
Period Backup schedule (Daily, Weekly, Monthly)
Time Backup time
Command Schedule backup script
Register Time Backup schedule registration time
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Searching Backup Schedule Information

1. Setthe target backup range (All, Database, Group, Table) and backup
cycle (All, Daily, Weekly, Monthly) (@).

2. Click the [Search] button (@) displays registered schedule information.

Deleting Backup Schedule Information

1. Select the target backup schedule from the backup schedule list
registered (€)).

2. Click the [Delete] button (@) deletes automatic backup schedule.
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Restore

‘Restore’ menu is used to search/delete database backup information and
restore database through backup information.

This function is performed in order of [General Management] >
[Database] = [Restore].

| on Contents Viewer LR Database | History [ g
Backup  Schedule  Restore  History  Log DB Self Diagnostic
o— Type ®all O Database O Group O Table
|
e [ e

[ Backup File List ]

No. File Location File Name Backup Time Size

[ 1 | /db/mysql/backupémanual/table hackuptest_table_20060104-202243.5q] 2006-01-04 20:22:43 147257 Bytes
[0 2  /db/mysql/backup/manual/entire  backup_test_entireDB_20060104-202140.5g]  2006-01-04 20:21:43 11831684 Bytes

Figure 4.12 Restore Window

The parameters in the ‘Restore’ menu are described as follows:

Parameter Description
Type Backup file type (All, Database, Group, Table)
File Location Backup file storage location
File Name Backup file name
Backup Time Backup file creation time
Size Backup file size
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Searching Restore Information

1. Setthe target backup range (All, Database, Group, Table) (@).

2. Click the [Search] button (@) displays backup file information (€).

Searching Detailed Restore Information

1. Selectthe target backup information (@).

2. Click the [Detail] button (@) displays detailed backup information.

Deleting Restore Information

1. Select the target backup information (€)).

2. Click the [Delete] button (@) deletes the backup information.
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History

‘History’ menu is used to search backup and restore history information.
This function is performed in order of [General Management] >
[Database] - [History].

| on Contents Viewer 0 LTH Database | ) ) History [ a
Backup  Scheduls  Restore  History  Log DB Self Diagnostic
Command (gl O Backup O Restore
o— Type @ all (O Database O Group |81l [=] O Table
Operator all [=] Period 2006-01-01 | [2] ~ |2006-01-16 | [£]
[ History 1
e No. Type Mode Exec Operator File Location File Name Execute Time
1 Table Backup Manual ssanaimandu /db/mysl/backup/manual/table backuptest_table_20060104-202243.5q1  2006-01-04 202243
2 Datsbase Backup Manual ssanaimandu fdb/mysal/backup/manual/entire backup_test_entireDB_20060104-202140,sq]_ 2006-01-04 20:21:43

Figure 4.13 History Window

The parameters in the ‘History’ menu are described as follows:

Parameter Description
Command Backup/Restore
Type Backup/Restore type (All, Database, Group, and Table)
Operator Backup/Restore worker
Period Backup/Restore period
Mode Backup/Restore
Exec Manual/auto
File Location Backup file location
File Name Backup file name
Execute Time Backup/Restore work time
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Searching History Information

1. Assign the information to search (All, Backup, and Store) the target
backup range (All Database, Group, Table) and backup cycle (@).

2. Click the [Search] button (@) displays backup and restore history
information (@).
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Log Management

‘Log Management’ menu is used to set Raw Data, Hourly Data, Daily Data,
and Monthly Data of PM, FM, and SM in server database and to delete data
automatically according to the setup period.

This function is performed in order of [General Management] =
[Database] = [Log Management].

cﬁ Contents Viewer i Map. ( Database l

Backup  Schedule  Restors  History Log DB Self Diagnostic

Raw Data Hourly Data Daily Data Monthly Data
Period Period Period Period
o M [3oey © [2Month [2Month ] 6 Month ]
FM [2 Month [2month ) [2month [6 month
Oper. Data Login Data
g_ Period Period
M [2month 2 month 1

5 D
LOG PERIOD SEARCH

Log storage period retrieval is successfult

Figure 4.14 DB Log Management Window

Searching and Modifying DB Log Information Storage Cycle

1. After selecting the ‘Log Management’ menu, the current hold time
information set in each FM, PM, and SM data is displayed (@, @).

2. Click the [Search] button (€).
Then, the setting threshold information is updated and displayed.

3. After changing the storage cycle of the target data,
click the [Set] button (€)).

4. Click the selection box on the right of the storage cycle.
The log is backed up (€, @) in the /db/oracle/backup/history directory
of the server before data is automatically deleted from database.
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DB Self Diagnostic

‘DB SelfDiagnostic’ menu is used to test the DB status of NMS server

related processes. This function is performed in order of

[General Management] - [Database] - [DB Self Diagnostic].

=

Backup

i Map.

Schedule Restore

Database |

History Log DB Self Diagnostic

ristary [

[ DB Status ]

No.
1

2
3
4

DB Test Name
MySQL Processes
DB Auto Start
Backup/Log Directories

Result
Mormal
Harmal
Mormal
Harmal

Reason
13
oK
13
0K

Cron Jobs

Figure 4.15 DB SelfDiagnostic Window

The parameters in the ‘DB SelfDiagnostic’ menu are described as follows:

Parameter

Description

DB Test Name

DB SelfDiagnosis item

Result

SelfDiagnosis result

- NORMAL: Normal

- FIXED: Problem is solved.
- ABNORMAL: Abnormal

Reason

Detailed information on abnormal case
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Perfoming DB Self-Diagnosis

1_ Select the ‘DB SelfDiagnostic’ menu to display the DB test result in the
result table (@).

2. Ifthe DB test result is normal, Normal is displayed.
If not, Abnormal is displayed.

3. Click the [Search] button (@) to search event channel status again and
display the search result in the window.
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Self Diagnostic

‘Self Diagnostic’ menu is used to diagnose the current status of database
automatically. The self-diagnosis result of database is displayed as Normal,

Abnormal, or Fixed (an error is fixed).

Self Diagnostic

‘Server Diaghostic’ menu is used to search the RMI connection status, DB
connection status, and event channel status of NMS server related
processes. This function is performed in order of [General Management] -

[Self Diagnostic].

| on Contents Viewer i T ar—n Diagnostic | History [ =]
[ IPC Status ]
No. Process Name DB Status RMI Status
1 ni.enmp a6 e
2 mf.cm = o)
3 mf.sm = oe
o 4 mf.audit o= o)
5 mf.pm a—5 o)
3 us =) o®
7 db_tn_D =) =
8 nms.if @—d @@
a i frn ) )
" " "
[ Event Chanel status ]
Publisher Link Status Subscriber:{ID}
9— ni.snmp.publisher  ====e - s ifi1
nisnmp.publisher  —---- - mf fmi1
us.gm.publisher  ====e - 168.213.116.107:1
usgmpublisher  —---e + 165.213.118.104:1

Normal: = = Abnormal: 6e

Figure 4.16 Self Diagnostic Window
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The parameters displayed in the ‘Self Diagnostic’ menu are described as
follows:

Parameter Description

Process Name Process name

RMI Status RMI connection status of a process. If normal, it is displayed as

Normal, and if abnormal, it is displayed as Abnormal.

DB Status Connection status between a process and database.

If normal, it is displayed as Normal, and if abnormal, it is
displayed as Abnormal.

Publisher A process that distributes events

Link Status Connection status between processes. If normal, it is displayed

as Normal, and if abnormal, it is displayed as Abnormal.

Subscriber A process that receives events

Searching IPC Status

1.

If ‘Server Status’ menu is selected, the self diagnosis function of the IPC
status is performed automatically and the diagnosis result is displayed (@)).

If the DB status and RMI status are normal, Normal is displayed.
If not, Abnormal is displayed.

Click the [Search] button (@) performs the self diagnosis function of the
IPC status again and displays the diagnosis result (€)).

Searching Event Channel Status

1.

Select the ‘Server Status’ menu to display the event channel status in
the result table (@).

If the event channel is normal, Up is displayed. If not, Down is displayed.

Click the [Search] button (€)) to search event channel status again and
display the search result in the window.
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(W) B %

CHAPTER 5. Inventory
Management

This chapter describes the Inventory Management screen of the OfficeServ NMS.

The Inventory Management function allows the user to check and control the
S/W configuration information for the OfficeServ system.

o ot
Mot

Genersl  SysCoafiy  Telpheay  VolP | fmemtury  Swich  Rowier Fauk  MonkPeri  Securigy

Seftware

Figure 5.1 Inventory Management Screen

% Inventory Management Function not supported

CHECK OfficeServ 7030 and 7070 do not support Inventory Management.
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£ http://10.254.195. -
L
||
o
reset off ™

Type Boot FileName Version Size

cs? 2 330v440 plcg 09.04.22 V4.40

AP 2 ms302063.pkz 09.01.19 V2.06.3
2

e ......... Ram Disk

r

Appl 2
2

Driver
-
-

Wab
v
|

Ram Disk Util.
2
http://10.254. 199, pkglnfo opUp.do?_sysType=7030&_sys' @

Figure 5.2 Screen for Changing Inventory Management Options

Since the Inventory function is only provided in the OfficeServ 7030 system,
the following descriptions are only applicable to the OfficeServ 7030 system.

Parameter Description
NE Name Alist of the registered NEs that can be the target systems
reset After configuring a boot file, select whether to restart the system.
Type The type of software package
Boot Denotes whether the file is a boot file
File Name The file name of the software package
Version The version information for the software package
Size The size of the software package
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Software

Package Information Management Function

The Package Information Management function allows the user to view and
change the memory information, package version, and software list
parameters.

Select [Inventory] - [Software] > [Package Info.] to carry out the
Package Information Management function.

Package Info. S/W Updste  ReStart  S/W Update History

Torget Joffce_Lab/0S7030
Systom Type =0 2
et s’
[ System Version : 10.03.29 V0446 ]
[Package List Total[ 22,391,552 Jbytes / Used [ 203,709,440 Joytes / Usable [ 238,602,112 Joytes |
Type Boot FileName version size Delete
cse r es30via0.5kg o r
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Figure 5.3 Package Information Management Screen
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Figure 5.4 Package Information Management Window for Changing the
Boot File Option for Multiple Files
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Figure 5.5 Package Information Management Window for Deleting Files

from NEs

The table below describes the parameters shown in the Package
Information Management screen, which is displayed when you select the
‘Package Info.” menu item.

Parameter

Description

Target

The registered NE that can be the target system

System Type

The system type of the selected NE

Type The type of software package

Boot Denotes whether the file is a boot file

File Name The file name of the software package

Version The version information for the software package
Delete Select the checkboxes of the files you want to delete
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Viewing Package Information

1. Inthe Tree view, select the target for which you want to carry out the
function. The selected target is displayed in the ‘Target’ field (€p) of the
screen.

2. Click the [Get] button (@) to retrieve the information.

3. Theresults are displayed in the Results table (@) of the screen.

Changing the Boot File Option for Multiple Files
1. Click the [MultiSet] button (€3).

2. The window for changing the boot file option for multiple files is
displayed. In this window, select the target NEs and the parameter
values (@) you want to apply and then click the [MultiSet] button (@).

3. The Password Confirmation dialog box is displayed. Enter your
password and click the [OK] button (@®).

4. The results of the change operation are displayed in the Results table
(®) of the screen.

Deleting Files from NEs

1. Select the Delete checkbox for the files you want to delete from their
NEs and then click the [Delete] button (€3).

2. The window for deleting files from NEs is displayed. In this window,
select the NEs (@) from which you want to delete the selected files and
then click the [Delete] button (@®).

3. The Password Confirmation dialog box is displayed.
Enter your password and click the [OK] button (@®).

4. The results of the deletion operation are displayed in the Results table
(®) of the screen.
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Software Update

The Software Update Management function updates the software of the
OfficeServ system.

Select [Inventory] - [Software] = [S/W Update] to carry out the Software
Update Management function.

Package Info. S/W Update  Restart  S/W Update History

[ 1mage Server Tnformation ]

10 Address [oasasan File Path (+/) rmsos phwoon
User 1D s Password freeens
(—&—]
[ File List )
e Downlasd File Nome
cse g essovsopia
wse r ms30v7205ka
Ram Ok r rdatno0L kg
aool r apr0v001.0k)
o r arsovo01 ok
wes r w3000 kg
wi 0 130v001 pkg.
Weblang r WLIO_ITA PKG
= W30 KORPKG
r .
s
5
=
o
=
=
=
miang r |
[ Torget Lst)
System List r s |
Cabinet o — Bootrile Reset  ——

Figure 5.6 Software Update Management Screen
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Figure 5.7 Software Update NE Selection Management Screen
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The table below describes the parameters shown in the Software Update
Management screen, which is displayed when you select the ‘S/W Update’

menu item.
Parameter Description

IP Address The IP address of the FTP from which the software package can
be downloaded

File Path The location of the software package in the FTP server

User ID The user account used to connect to the FTP server

Password The password used to connected to the FTP server

Type The type of software package

Download Select the checkboxes of the files you want to download to the
system.
For the files used as boot files, only one file can be selected.

FileName The file name of the software package

System Type

The system type of the selected NE

System List

A list of the systems registered as NEs

Cabinet

For 7030, Select whether to update only the master (Master Only)
or both of the master and slave (Master/Slave).

In the other systems except 7030, if Mater/Slave is selected, the
slave is ignored.

Boot File

Select whether to use the package you want to update as the
boot file. This option is available only when all the files used as
boot files are selected.

Reset

Select whether to restart the system when the operation is
finished. This option is available only when a boot file is selected
to be modified.
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Executing Software Update

1. Enter the information (IP Address, File Path, Userld, Password) for the
server where the software package is stored, and then click the [Get]
button (@) in the screen to retrieve the information.

2. The results are displayed in the Results table (@) of the screen.
3. Select the file you want to update in the File List section.

4. Select the system type in the Target List section and then click the
button to the right of the System List item. The window for selecting the
target NEs for which the software update will be performed is displayed.
In this window, select the target NEs and then click the [Set] button (@)).
Set a value in the Cabinet, BootFile, and Reset items.

5. cClick the [Download] button (@) to start downloading.
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ReStart

The ReStart Management function restarts the system.
Select [Software] - [Software] > [ReStart] to carry out the ReStart
Management function.

Package Info. S/W Update  ReStart  S/W Update History

[ TargetList]
System List [OffceServ7100; Ofhceserv7200; fficesery

=
Please enter your

fogin password.
Login Password :

Figure 5.8 ReStart Management Screen

El E) 2
Qroup NMS

r Ne Name Ne Type Sonmp 1P
I | OfficeSery7100 OS7x 10.254.198.146
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r 0S7030 OS7x 10.254.169.160
~ osr30_2 0S7x 165.213.117,245
= 057070 OS7x 10.254.169.155
r os7070_2 057x 10.254.169.148
r 0571002 OS7x 165.213.110.129
I~ os7w00.2 0S7x 10.254.175.217
r 0S7200S OS7x 10.254.175.216
r 057400 OS7x 10.254.169.145
r 0574002 OS7x 10.254.175.215

|htip://10.254 199209/ '@

Figure 5.9 ReStart NE Selection Management Screen

The table below describes the parameters shown in the Reset Management
screen, which is displayed when you select the ‘Restart’ menu item.

Parameter Description
System Type The system type of the selected NE
System List A list of the systems registered as NEs
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Restartting NEs

1.

Select the system type in the Target List section and then click the
button to the right of the System List item. The window for selecting the
target NEs for which the software update will be performed is displayed.
In this window, select the target NEs and then click the [Set] button (@).

Click the [ReStart] button (@) in the screen.

The Password Confirmation dialog box is displayed.
Enter your password and click the [OK] button (@®).

Viewing the Optional Ports

1.

In the Tree view, select the target for which you want to carry out the
function. The selected target is displayed in the ‘Target’ field (@) of the
screen.

When you want to retrieve the information for a specific port, enter its
port number too. If a specific port number is not entered, the information
for all ports of the selected cabinet is retrieved.

Click the [View] button (@) to retrieve the information for the optional
port (s).

The results are displayed in the Results table (@) of the screen.
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System Update History

The System Update History Management function shows the system update

command history.

Select [Software] = [Software] = [System Update History] to carry out
the Software Update History Management function.

Package Info.  S/WUpdate  ReStart  §/W Update History

Target 10ffics_Lab/0S7030

User 1D
Status.

jeangmon Period 2010.05-09 () ~[2010-05-11 €

Update Compl Time Update Type

Result -

Total Count : 11 1/2

Update Files Update Status
01.0kg RUSNING
Phgws30v001 pkg RUNNING 1

£430¥001.pkg RUNNING
RUNNING 1
RUNNING
RUNNING 1
RUNING

Update Result Fail Reason

SUAVE

MASTER

MASTER
MASTER
MASTER
MASTER
MASTER
MASTER
MASTER

RUNNING
RUNNING
RUNNING

Figure 5.10 System Update History Management Screen

The table below describes the parameters shown in the System Update
History Management screen, which is displayed when you select the
‘System Update History’ menu item.

Parameter

Description

Target/NE Name

NE Name which is requested this functions

User ID User ID who's requested this functions
Period Select Period which is queried
Update Time Update Time which is requested this functions

This is the Server Time

Update Compl

Update Complete Time which is completed this functions,

Time This is the Server Time that is reached a completed notification
from a NE

Update Type Update Type which’s requested

Update Files Files List which’s requested

Update Status

Update Status Information

Update Result

The Result after finishing this function

Fail Reason

Detailed Fail Reason
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Searching Update History

1. Inthe Tree view, select the target for which you want to carry out the
function. The selected target is displayed in the ‘Target’ field (@) of the
screen.

2. Click the [Get] button (@) to retrieve the information.

3. Theresults are displayed in the Results table (@) of the screen.
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CHAPTER 6. Fault Management

This chapter describes fault management window and function of OfficeServ NMS.

The ‘Fault Management’ menu provides various additional functions to
manage faults generated in the system.

General Teleph: Router _ Fault Socurity

i
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Figure 6.1 Fault Management Window
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Event Viewer

This function allows a client to display faults and events of the OfficeServ,
which are received from a server.

2 WEB EMS [ 10.89.29.50 ] - Microsoft Internef

volp it

Router | Foult = Mon&Perf  Security

(] cavinet s
o [ 057400
& ([ Dita

Group Locaton Probable Cavse

SYSTEM RESTART(#ason=Rese@uBONREHAT

Chid Count
Mormiowl  CRITICAL

W08 1 40

Figure 6.2 Event Viewer Window

Parameters displayed on the ‘Event Viewer’ window are described as
follows:

Parameter Description

Severity Displays the level of an event.

- Critical: Critical Faults

- Major: Major Faults

- Minor: Minor Faults

- Warning: Fault Information

- Indeterminate: Fault not defined in the level
- Status: General Information

Code Displays the code of an alarm.
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(Continued)

Parameter

Description

Group

Displays the event group where an event is included.

The types of event groups are as follows:

- Communication: Communication Process/Procedure

- Processing: Software/Processing

- Environmental: Equipment External Environment

- QoS: Service Quality Deterioration

- Equipment: Equipment Fault

- etc: Others (Fault and Status) except faults are included
in here.

Location

Displays the location where an event occurs.

Probable Cause

Displays the cause that an event occurs.

Time

Displays the time when an event occurs.

Receiving Specific Event

The user can set up to only display specific events on the event viewer.
If clicking ‘Filter Icon’ (1) located on the top of the Event Viewer window,
select the event condition to display from the following window.

[Event Viewer] Filter Dialog X

Location
CREINMS
©- (1} 7200
o[} 7400
@[] Data

~Event Type -
[v] ALL

] Status
[_] Fault

] Alarm
Severity

Group

Java Applet Window

Figure 6.3 Specific Event Reception Selection Window
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Stopping/Receiving Event

If clicking the ‘Pause Icon’ (1) on the top of the Event Viewer, the pause
button changes to the Resume button (_1). The subsequent event is not
displayed. If clicking the [Resume] button again, the [Resume] button
changes to the [Pause] button. The event that was not displayed during the
pausing time is displayed.

Deleting an Displayed Event

If clicking the [Clear] button (1) on the top of Event Viewer, the event
displayed on the current Event Viewer is deleted. However, the event history
stored in the database is not deleted.

Displaying Event
If clicking the [Print] button (=) on the top of the event viewer, the event
displayed on the current Event Viewer is displayed.

Saving Event

If clicking the [Save] button (=) on the top of the event viewer, the event
displayed on the current Event Viewer is saved in an excel file format.
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Alarm Control

‘Alarm Control’ menu is used to retrieve and change alarm grades and to
control and allow a specific alarm occurrence.

This function is performed in order of [Alarm Management] >

[Alarm Control].

| oil Contents Viewer il 1 TNy pm— History B3 =
o—| Target | /PAB sys |
[ Alarm Control 1 Total count : 80 178D
Alarm ID Severity State Description
(ol ool Critical on CPU OWERLOAD
o) ooo4 Major on IPC MSGQ OWERFLOWY
(&) o101 Warning an TODC ERROR
(& o102 Warning an HODLC COMM ERROR
e (& mMoa7 Minor an OFF HOOK ALARM
(o] Moog Minor an PHONE DISCONMECT
o Mo11 Minor an SIP SERVER LINK ERROR
(ol mo1z Minor on GATEKEEPER LINK ERROR
(ol MO13 Minor on CTI SERVER LINK ERROR
(ol M101 Warning on SYSTEM RESTART
RS KR Wrd 3 ]eY 3103 a3 BN ()

O———— oo b seeerm e &
(5 =]

Figure 6.4 Alarm Control Window Window

Parameters displayed on the ‘Alarm Control’ window are described as

follows:
Parameter Description
Alarm ID ID of alarm
Severity Displays the level of alarm
State State
Description Description of alarm
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Retrieving Alarm Information

1. Selectthe target alarm from the Tree viewer.
The alarm is displayed in the ‘Target’ field (€).

2. Clicking the [Get] button (@) retrieves the alarm information.

3. Theretrieval result is displayed in the result table (€).

Changing Alarm Grade

1. Select the target alarm from ‘Alarm Information’ displayed in the result

table (@).

2. Set Severity to the target grade. (@)

3. Click the [Set] button (@).

4. Check if the selected alarm information is properly changed in the result

table (@).

86 © SAMSUNG Electronics Co., Ltd.



OfficeServ NMS User Guide

EMS History

‘Alarm History’ menu is used to retrieve alarm occurrence history,
which is saved in the system, of each search condition.

This function is performed in order of [Alarm Management] >
[Alarm History].
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0o = Miner | /SubMetwork/OfficeServ/Cabinet_1/TEPRIZ 4-Linkl Communication PD0S  TEPRI BLUE ALARM 2006-01-15 20:15:32
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“

T

Figure 6.5 Alarm History Window

Parameters displayed on the ‘Alarm History’ menu are described in the

table below:

Parameter

Description

Severity

Displays the level of an event.
- Critical: Critical Failures

- Major: Major Failures

- Minor: Minor Failures

- Warning: Failure Information

- Indeterminate: Fault not defined in the level
- Status: General Information

Clear Type

Displays the ‘Clear Type’ when clearing alarms [Auto/Manual]

Location

Displays the location where an event occurs.
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(Continued)

Parameter Description

Group Displays the event group where an event is included.

The types of event groups are as follows:

- Communication: Communication Process/Procedure

- Processing: Software/Processing

- Environmental: Equipment External Environment

- QoS: Service Quality Deterioration

- Equipment: Equipment Fault

- etc: Others (Fault and Status) except faults are included in
here.

Code Displays the code of an alarm.

Probable Cause | Displays the cause that an event occurs.

Alarm Time Displays the time when an event occurs.

Clear Time Display the time when an alarm is cleared.

Alarm Duration Display the time until the alarms ends from the alarm

occurrence.

Retrieving Alarm History

1.

Select an NE to retrieve in Tree Viewer of the main window.

The selected NE is displayed on the ‘Target’ field (@) of the main
window. When the root (‘/’) of Tree is selected, the alarms including EMS
alarm in all of the locations are retrieved. Select the [EMS] button (€)) to
retrieve the EMS occurrence alarm only.

Select ‘Alarm, Status, and Fault’ in the Event Type of the window ().
When ‘Alarm’ is selected, the items of ‘Severity, Group, Ack, Clear, and
Code’ in the field can be selected and retrieved. The values of items in
the field of ‘Severity, Group, Ack, Clear, and Code’ are not applied when
‘Alarm’ is not selected.

Click the [Search] button (€) among the window buttons.

Click the [Save] button among the window buttons to save a result (€)).

Check if clicking the Alarm Code pops up the help page for the
corresponding alarm code.
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6. If you want to print the result, click the [Print] icon.
Then, the ‘Print Friendly’ page is displayed and the page can be
printed.

Setting/Releasing Alarm Recognition

1. Selectan alarm to indicate the Ack (Acknowledgement) in the result table

(@)

2. Click the [Ack] button (@) among the window buttons.

3_ Check in the ‘No.’ column of the result table if the selected alarm
information is normally acknowledged and displayed (@).

4. Click the [Unack] button (@) among the window buttons to
acknowledge and clear an alarm after selecting an alarm from the result
table.

Clearing Alarm

1. Selectan alarm to clear in the result table (@).
2. Click the [Clear] button (@) among the window buttons.

3. Check in the ‘Severity’ column background color and ‘Clear Time’
column of the result table if the selected alarm information is normally
acknowledged and displayed (@)).
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Alarm Statistics

‘Alarm Statistics’ is used to search alarm statistics saved in the database
of EMS through various setup cases.

This function is performed in order of [Alarm Management] >

[Alarm Statistics].

diContents Viewer T Alarm Statistics | History [ ox
n— Target (O Al () EMS alarm only (® [7400New0S7400
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0
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IANA-N7-A1 AN n n ] ] I n =

Figure 6.6 Alarm Statistics Window

Retrieving Alarm Statistics

1. Select an NE to retrieve in Tree Viewer of the main window.
The selected NE is displayed on the ‘Target’ field (@) of the window.
When the root (‘') of Tree is selected, the alarm statistics including the
EMS alarm in all of the locations are retrieved. Select the [EMS] button
(@), only to retrieve the EMS occurrence alarm.

2. Select and retrieve a specific group from the Group field.

3. ltis possible to select in the Series field (@) whether the statistics are
‘Severity’ or ‘Code’ Then, the results allow the series of the result chart and
the column name of the result table to be modified.

4. Itis possible to select a summary (Hourly Sum, Daily Sum, Monthly Sum)
by each time unit, only when you select Severity as Series, and Time as
ltem.
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Set a type of statistics (Hourly, Daily, Monthly, Hourly Sum, Daily Sum,
Monthly Sum.) in the Time Type field (@). The result enables to modify
the initial value of a period.

Click the [Search] button on the window (@)).

Check if the information on the alarm statistics to meet a selected
condition is displayed in the result table and the chart (@)).

Drag the Chart by the mouse to enlarge the selected parts, and the
scroll bar is activated. Deactivate the scroll bar to click the [Zoom Out]
button. Then, the chart is modified into the original size.

Click the [Print] button for the result to be printed out (@)

Click the [Save] button (@). Then, you can save the result table as the
EXCEL file, and the result chart as the PDF file.
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Audible Alarm

‘Audible Alarm’ menu enables to provide a function of letting a user know
the alarm. The method of the user’s acknowledgement is to make an audible
sound. This function is performed in order of [Alarm Management] -
[Audible Alarm].

<3 Audible Alarm - Microsoft Intern. ..
l dxAudible Alarm
[T mute
© by Grade © by alarm Code
[V rRepeat 10 (=]

[VINo Interception

Grade

[¥] critical ¥ Major [¥] Minor
Policy

@) Max-severity alarm

© Latest alarm
* audible Sound Inhibit Codes

S

Add

“ Delete

4' [“Pause | ser ]

Figure 6.7 Audible Alarm Window

o

23 Search Codes - I_?-‘T
: NE Type  |OS7x 7] NE version |vi 7] Event Type V"‘I

|} Code Probable Cause =]

= o001 CPU OVERLOAD

) 0004 IPC MSGQ OVERFLOW

|} 0101 TODC ERROR

(o} 0102 HDLC COMM ERROR

) Mool FAN OUT OF ORDER

|} Mooz OFF HOOK ALARM

|} MO08 PHONE DISCONNECT

F Mo11 SIP SERVER LINK ERROR

= Mo12 GATEKEEPER LINK ERROR =
http//10.89.2950/0snms/event CodeSearch/view.do )

Figure 6.8 Audible Alarm Codes Window
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Setting Audible Alarm

1.

10.
11.

12.

The audible alarm-setting window is popped up when you select the
‘Audible’ of the ‘fault’ menu.

Set ‘Sound on/off’ with the ‘Mute’ button (D).

Set whether the audible alarm type ‘by Grade’ or ‘by Alarm Code’.

Set whether the audible alarm is produced once or repeatedly according
to the check status of the ‘Repeat’ button. You can select a number of
times of repetition when you select the ‘Repeat’ button (€)).

If the ‘No Interception’ button (@) is checked, the next alarm will be
replayed after the first alarm is all replayed even if other audible alarms
occur during the first audible alarm replayed.

Set a severity to produce an audible alarm in the ‘Grade’ checkbox.

The ‘Policy’ is a check box for the selection of the policy concerned with
producing an audible alarm. It can be selected from either ‘Max-severity
alarm’ or ‘Latest alarm’.

You can select the ‘Audible Sound Inhibit Codes’ when you select the
‘Latest alarm’. If clicking the [Add] button (@) on the window, ‘Search
Codes’ window is displayed. You can select the alarm code to inhibit
sound on ‘Search Codes’ window. If you want to delete the inhibit code,
select the code and click the [Delete] button (€).

Complete the setting by clicking the [Set] button (@) of the window.

The audible alarm is stopped by clicking the [Pause] (@) button.

If Select [LatestAlarm]. Click the [Add] ().

Select [NE Type], [NE Version], [Event Type] (©).
Click the [Search] button (€3).
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1.3. Then, the detailed information on the codes is display (@).
14. Check the Checkbox (@). Click the [Add] button (@®).
15. Then, Click the [Set] button (@) to complete the setup.

16. Click the [Pause] button (@) to stop the audible alarm currently being
generated.
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E-mail

E-mail Management

Email Management is used to retrieve, register, and delete e-mail addresses.

This function is performed in order of [Alarm Management] - [E-mail] >
[E-mail Manager].

| oi Contents Viewer il I LT N T k History 3 =]
E-mail Manager  E-mail Config  E-mail History
[ E-mail Manager |
No. E-Mail Address Name Discription
n 1 imi jwbum@samsung.com Burn Jae-Won Developer
2 C kjDz21.cho@samsung.com KwanjaeCho PA User
9 E-Mail Address Jiwburm@sarnsung.com Name Burm Jae-ion I
Description [Developer |
|
© I =1]

Figure 6.9 E-mail Management Window

Retrieving E-mail Information

1. The[Get] button (@) retrieves the e-mail information.

2. The retrieval result is displayed in the result table (€)).

© SAMSUNG Electronics Co., Ltd.

95



CHAPTER 6. Fault Management

Registering E-mail Information

1. Enterthe target e-mail address, name, and description into the input
fields on the lower part of the window (@).

2. Clicking the [Add] button (@) registers an e-mail information.

3. Theregistration result is displayed in the result table (€)).

Deleting E-mail Information

1. Select the target e-mail from ‘E-mail Information’ displayed in the result

table (@).

2. Click the [Delete] button (€).

3. Check if the selected e-mail information is properly deleted in the result

table (@).
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E-Mail Config

E-Mail Config is used to set e-mail sending of each alarm to send an e-mail

when a specific alarm occurs.

This function is performed in order of [Alarm Management] = [E-mail] =

[E-mail Config].

| od Contents viewer g T NZaram k

E-mail Manager  E-mail Config

E-mail Histary

Histary

O—— 0 =

—

[ E-mail Config ]

Total count: 27

173 B

No. Location

1 (o} /PAB sys

2 (ol /PAB sys

3 (o} /PAB sys

e 4 o /PR sys
s (o} /PAB sys

[ (sl /PA/B sys

7 sl FPA/B sys

a c PAIR svs

Alarm 1D
2006
2007
9011
9012
BOOL
BOOZ
BOO3
Gnnt

E-Mail address
kjnz21.cha@sarnsung com
kjnz21.cha@samsuna com
kjnz21.cha@sarnsung com
kjnz21.cha@samsuna com
kjnz21.cha@sarnsung com
kjn221.cho@samsung.com
kjn221.cho@samsung.com
kinzz1

subject
test
test
test
test
test
test
test
test

set Time
2006-01-06 22:37:22
2006-01-06 22:37:22
2006-01-06 22:37:22
2006-01-06 22:37:22
2006-01-06 22:37:22
2006-01-08 22137122
2006-01-06 22137122
2ONA01-NA 27:537:22

all alarm List

Selected alarm List

[PO0S] E1/TL OUT OF SERVICE
[BO01] BRI DATA LINK ERROR

‘Lpnn TTEPRT BLUE ALARM
[En0>1 BRI SPIN INIT ERDAD

1=

[0004] IPC MSGQ OWERFLOW
[BO02] BRI SPID INIT ERROR
[3011] CPU RESOURCE ALARM

o— Al E-Mail List

Selected E-Mail List

Twbum@zamzung cam
kinzzl.cho@samsung.com

‘ 3]
©

kinz21.cha@sarnsung.com

Subject

[officesery Alarm

Figure 6.10 E-Mail Config Window

Retrieving E-mail Setup

1. Select the target e-mail from the Tree viewer. The e-mail is displayed in

the ‘Target’ field (@).

| . T |

2. Clicking the [Get] button (@) retrieves the e-mail information.

3. The retrieval result is displayed in the result table (€).
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Registering E-mail Setup

1.

6.

Select the target e-mail from the Tree viewer. The e-mail is displayed in
the ‘Target’ field (€)).

Select the target alarms from All Alarm List on the lower part of the
window.

Select the target e-mail addresses from All E-Mail List on the lower part
of the window.

Enter the title of the e-mail sent into Subject.

Click the [Add] button (@).

The registration result is displayed in the result table (€)).

Deleting E-mail Setup

1.

Select the target e-mail from ‘E-mail Information’ displayed in the result

table (@).

Click the [Delete] button (@).

Check if the selected e-mail information is properly deleted in the result

table (@).
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E-Mail History

E-Mail History is used to check if an e-mail is properly sent when an alarm
occurs. This function is performed in order of [Alarm Management] >
[E-mail] = [E-mail History].

“‘f_// W Map. E-mail | History 71 =)

E-mnail Manager  E-mail Config ~ E-mail History

0—| Target IPAB sys |

9 Alarm 1D Al (=] E-Mail Address
Result ® oAl O zuccess O Fail Period 2006-01-01 [ ~[2008-01-16 [

[ E-mail History 1 Total count: 19 172 B
No. Location alarm ID E-Mail address Subject Send Time Result
1 #PAB sys 2006 kjnz21.cho@samsung.com 2006-01-09 05:20:55 Fail
2 /PA/B sys 2006 kj0z21.cho@samsung.com test 2006-01-11 15:41:12 Fail
3 PAB sys 2006 kjnz21.cho@samsung.com test 2006-01-12 11:16:38 Fail
4 /PA/B sys 2007 kj0z21.cho@samsung.com test 2006-01-11 15:41:12 Fail
a 5 PAB sys 2007 kjnz21.cho@samsung.com test 2006-01-12 11:16:38 Fail
6 /PA/B sys Gooz kj0z21.cho@samsung.com test 2006-01-09 11:46:45 Fail
7 PAB sys o002 kjnz21.cho@samsung.com test 2006-01-09 15:39:02 Fail
8 /PA/B sys Gooz kj0z21.cho@samsung.com test 2006-01-09 16:41:46 Fail
9 PAB sys o002 kjnz21.cho@samsung.com test 2006-01-09 16:46:47 Fail
10 PAB sys 5002 kj0zz1.cho@samsung.com test 2006-01-10 08:52:12 Fail
ME 12 B

Figure 6.11 E-Mail History Window

Retrieving E-mail History
1. Selectthe target NE from the Tree viewer. The NE is displayed in the
‘Target’ field ().

2. Analarm ID and e-mail address can be selected from ‘Alarm ID’ (@)
and ‘E-Mail Address’ (@). In addition, e-mail transmission result can be
retrieved in ‘Result’.

3. Enter the target period from Period.
4. Clicking the [Get] button (@) retrieves e-mail history information.

5. Theretrieval result is displayed in the result table (€).
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o4 ma]

CHAPTER 7. Performance
Management

This chapter describes performance management window and function of OfficeServ NMS.

Performance Management is used to manage the items related with the
performance of each network resource.

Through this function, performance related information created in SSX5000
system is regularly collected.

The information is collected on an hourly, daily, and monthly basis for
analyzing the performance of network resources. The collected information
is saved and managed in database and is provided to an operator.

General  SysConfig  Telephony  VoIP  Switch Router  Fault _ Mon&Perd  Security
@ 0 2 i fl ~ = S
= =l @@ @G =
Map Viewer A Con.
Asort  Name v
Aearh 1P _~ ! AR B SR
&
(1) 7200
o {7400
o (i}y0ata
i
Data
3
7400
7200
J' Condition Loc/ Type:all T > 3 w0 oox
Code 10up. Location Probable Cause Time
%012 008 TTAGNewOBT40D-toprTrunk TRUNKRESOURCE ALARM (u5398=0 0%) 7006.05:04 161517 _|a|
9012 Qo8 /T400MewOS7400-1epTrunk TRUNK RESOURCE ALARM (usage=0.0%) 2008-06-04 161517
QoS TA0ONEwOST7400-spnefTrunk TRUNK RESOURCE ALARM (usage=(0 0%) 2008-06-04 161517
008 17400NewOS T400-spnefTrunk TRUNK RESOURCE ALARM (usage=0.0%) 2008-06-04 161517
%012 08 T400NewOST7400-sipTrunk TRUNK RESOURCE ALARM (usage=0 0%) 2008-06-04 161517
Child Court 3 9012 QoS ST400MNewOST400-sipTrunk TRUNK RESOURCE ALARM (usage=0 0%) 2008-06-04 16:1517
012 QoS /T400NewOST7400-mgiCara TRUNK RESOURCE ALARM (usage=0 0%) 2008-06-04 161517
Marmlevel  CRITICAL 2 008 T400New0S7400-mgiCard TRUNK RESOURCE ALARM (usage=00%) 2008-06-04 161517
9012 008 TTA0UNeWOST400- 0B Trunk TRUNK RESOURCE ALARM (1339¢=0 0%) 20000604 161517 | |
mize 4 4 0 [ 9012|005 | [7400New0S74D0-lo0pTrunk TRUNK RESOURCE ALARM (4539¢=0 0%) | 2008060416157 |w]
General Sys Config Telephony VoIP Switch Router Fault Mong&Perf Security

Status Mon.  Statistics  Threshold Set  Perf Mon Report Set

Figure 7.1 Performance Management Window
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Status Mon.

Real Port Status Management

Real Port Status Monitoring is used to monitor the real port status of each
card and the port status of each Telno. The information on a specific port can
be searched in detail while the port status of each card is being monitored.

This function is performed in order of [Mon & Perf] - [Status Mon.] >
[Real Port Status].

ddContents Viewer TN i I P S o 8 ax
Real Port Status  Virtual Port Status [P Phone Status  WES Status
o_| Target /25t Lab/MNewOfficeServ/Cabinet_L/NGI_2 |
MonitorType ® Card o Temo
9_ CardType Extention Trunk ® wgich
Tel Number Period 60

TEL_NO CABINET_NO SLOT_NO PORT_NO LINE_TYPE TENANT_NO MON_STATE CONN_TEL_NO
- 1 2 12 lineMGI3 tenantt porttione lane

No./Port Port #1 Port £2 Port #3 Port #4 Port #5 Port #6 Port 7 Port #8

60— 1" | b [ T a g 3 g

2/2 b L H L] g 0 & E

Figure 7.2 Real Port Status Management Window

The parameters displayed in the ‘Real Port Status’ window are described

as follows:
Parameter Description
Target Location of Monitoring Target
Monitor Type Monitoring Target Type (Card/Tel No)
Card Type Monitoring Port Type (Extension/Trunk/Mgich)
Tel Number Tel Number
Period Monitor Cycle
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Monitoring Real Port Status

1. Selectthe target IP from the Tree viewer.
The selected IP is displayed in the ‘Target’ field (@).

2. Select the target real port from the parameter window (@) and click the
[Get] button (€).

3. Then,the port status is displayed in the result table (@).

4. Inthe port status monitoring result (@) of each card, double click a port.
Then, the detailed information on the port is displayed (@).

5. If you selected the telNo, write the tel Number from the parameter
window (@).

6. Then,the port status is displayed in the result table (@).
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Virtual Port Status Management

Virtual Port Status Monitoring is used to monitor the virtual port status of
each card and the port status of each Telno. The information on a specific
port can be searched in detail while the port status of each card is being
monitored.

This function is performed in order of [Mon & Perf] - [Status Mon.] 2
[Virtual Port Status].

i Contents Viewer e 1 L I Status Mon. Hstory @ ax

Resl PortStatus  Virtual Port Status [P Phone Status  WBS Status

Target  /25th_Lab/NewOficeServ/Catinet 4/VIREOTTP_S |

MonitorType ® card Telno

tention ® Iohn SoPhone Webhone
9 e Extentio Iophone s
Sptet sip w3

Tel Number Period )

SECTION  TELNO CABINETNO  SLOT_NO  PORT_NO TYeE TENANT_NO  USERID IP¥6 MON_STATE  CONN_TELNO  CONN_USER_ID
JineSectionlP? 3210 4 5 10 ippSipPhone tenant 3210 porttione -

No./Port Port #1 Port #2 Port 23 Port #4 Port 25 Port 26 Port 27 Port 28
s o B ] g F 8 a [
e— o g =@ B = 1 Fl B %
ars i El i a a B a &
413 Pl B a & a Fl F I

Figure 7.3 Virtual Port Status Management Window

The parameters displayed in the ‘Virtual Port Status’ window are described

as follows:
Parameter Description
Target Location of Monitoring Target
Monitor Type Type of Monitoring Target (Card/Tel No)
Card Type Monitoring Port Type
(Extension/IpPhone/SipPhone/WipPhone/SpNet/Sip/H323)
Tel Number Tel Number
Period Monitor Cycle
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Monitoring Virtual Port Status

1. Selectthe target IP from the Tree viewer.
The selected IP is displayed in the ‘Target’ field (@).

7. Select the target virtual port from the parameter window (@) and click
the [Get] button (@)).

3. Then,the port status is displayed in the result table (@).

4. Inthe port status monitoring result (@) of each card, double click a port.
Then, the detailed information on the port is displayed (@).
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IP Phone Status Management

Phone Status Management is used to monitor phone subscriber status.

This function is performed in order of [Mon & Perf] - [Status Mon.] 2
[IP Phone Status].

i Contents Viewer T | ] ’ Sotes fon. History B

Real Port Status  Virtual Port Status 1P Phone Status W8S Status

o—' Target /25th_Lab/NewOfiiceSery/Cabinet 4/VIRBDITP_S

9 PhoneType 8 1oPhone SipPhone WigPhone
Userld Period 60

L3 ==
Total Count : 256 1726 )
ENTRY_ID USER_ID USER_PWD MON_STATE TELNO CON_STATE

123 3201 1234 None an Hone
130 3202 124 Hone 202 Hone
131 3203 1234 None 203 Hone
132 304 124 Hone 204 Hone
133 3205 124 None 3205 Hone

o— 13 3206 1234 None 3206 None
135 3207 pe<T] None 3207 Hone
13 3208 123 Hone 3208 Hone
17 3209 pe<T] None 209 Hone
138 3210 24 Hone 3210 None

TN KR ¥ a3 E3 G A 3 S LY AR

Figure 7.4 IP Phone Status Management Window

The parameters displayed in the ‘Phone Status’ window are described as

follows:
Parameter Description
Target Location of Monitoring Target
Phone Type Monitor’s Phone type (IpPhone/SipPhone/WipPhone)
User Id User ID to Monitor a Specific User
Period Monitor Cycle

Monitoring Phone Status

1. Selectthe target IP from the Tree viewer.
The selected IP is displayed in the ‘Target’ field (@).

2. Select the target virtual port from the parameter window (@) and
click the [Get] button (©).

3. Then, the subscriber ID status is displayed in the result table (€).
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WBS Status Management

WBS Status Management is used to monitor WLI card status.

This function is performed in order of [Mon & Perf] - [Status Mon.] >
[WBS Status].

G Contents viewer A T — ox

Real Poct Status  Virtual Port Status 1P Phone Status  WBS Status

o_| Target  MNewOfficeSers/New0S7400 ]
9 Mwe e Combo ® Dualap
IpAddress period 0

Total Count : 57 176 B
TveE INDEX 1PAddress Machddress Status
Dusiap 2= 0000 ] Hone
Dusap 3 0000 AR Hone
Dusap 7 0000 A Hone
Dusap = 1000 A Hone
Dusa? 2 0000 A Hone
6— Dusiae 1 1000 SE RS Hone
Dusa? E 0000 A Hone
Dusa? 2 0000 AL Hone
Dusa? S 0000 AL Hone
Dusa? ! 0000 A Hone
1 sis)slis] O

Figure 7.5 WBS Status Management Window

The parameters displayed in the ‘WBS Status’ window are described as

follows:
Parameter Description
Target Location of Monitoring Target
WBS Type WBS Type (Combo/Basic Type)
Index Index
IpAddress Monitor of IP addresses configured by ports
MacAddress MacAddress
Status Status
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Monitoring WBS Status.

1. Selectthe target IP from the Tree viewer.
The selected IP is displayed in the ‘Target’ field (@).

2. Select the target virtual port from the parameter window (@) and
click the [Get] button (@).

3. Then, the WBS status is displayed in the result table (@)).
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Performance Statistics

Real Card

‘Performance Statistics’ is used to search alarm statistics saved in the
database of OfficeServ NMS server through various setup cases.

This function is performed in order of [Mon & Perf] - [Statistics] >
[Real Card].

& Contents Viewer T TSRS Wy B BR

Real Card  Vetual Card

...... Siin
CardType Trunk stafistics v Carfiype v Penod 201001061705 &
e (oo e |
13 TOTRLPORT ERELE_FOR TCORLOT TWCAL S0 TRG_THE TSETORE_THE TOT_SEQURE AT
o-
q )

Figure 7.6 Performance Statistics RealCard Window

© SAMSUNG Electronics Co., Ltd. 109



CHAPTER 7. Performance Management

Selected Target /pa/patesti1 25.119)
Service Type
TRUNK_CARDTYPE
Card Type

Ne Type
057x
Select Statistic flem

¥ perfStatTotPortCrt

] perfStatusablePoriCnt
] perfStatinCailTotCat

] perfStatinCaiSuccessCnt

¥] pertStatinRingTime

! perfStatinSeizureTime

] pertStatOut SeizureTryCnt
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perfStatOutWaitTime

perfStatOutSeizureTime

Figure 7.7 Performance Statistics RealCard Graph Window

The parameters displayed in the ‘Performance Statistics RealCard’

window are described as follows:

Parameter Description
Target Location of Monitoring Target
Type Type (Hourly Summary, Daily Summary, Monthly Summary,
Hourly, Daily, Monthly, 5 Min)
Service Type Service Type (Trunk Statistics/CardType/Trunk Statistics)
CardType Card Type (briTrunk/hTrunk/loopTrunk/mgiTrunk/tepriTrunk)
Period Period
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Searching Performance Statistics
1_ Select the target NE from the Tree viewer. The NE is displayed in the
‘Target’ field (D).

Z. Select the target statistics from ‘Service Type, Card Type’ in the setup
table (@).

3. Selectthe target period from ‘Period’ in the setup table ().
4. Click the [Search] button (@) to search performance statistics.

5. The performance statistics result is displayed in the result table (€)).
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Virtual Card

‘Performance Statistics’ is used to search alarm statistics saved in the
database of OfficeServ NMS server through various setup cases.

This function is performed in order of [Mon & Perf] - [Statistics] >
[Virtual Card].

ST cotents viewer TR B

RealCard Virtwal Card

o 7 S v
Senice Type Trenk satistics v Feind 01041040951 [
(0] [ G ey
No | Cutipe SENTTE TOTAL PORT USKBLE PORT PLCAL O PCAL_SUGC_CNT NGTHE W SETURE THE OUT_SETURE ATT ]

Figure 7.8 Performance Statistics VirtualCard Window
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e ----- V) perfStatinRingTime I H
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s 3 3 3 z
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Figure 7.9 Performance Statistics VirtualCard Graph Window
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The parameters displayed in the ‘Performance Statistics VirtualCard’
window are described as follows:

Parameter Description
Target Location of Monitoring Target
Type Type (Hourly Summary, Daily Summary, Monthly Summary,
Hourly, Daily, Monthly, 5 Min)
Service Type Service Type (Trunk Statistics/CardType/Trunk Statistics)
CardType Card Type (spnetTrunk/sipTrunk/h323Trunk)
Period Period

Searching Performance Statistics
1. Select the target NE from the Tree viewer. The NE is displayed in the
‘Target’ field (€).

Z. Select the target statistics from ‘Service Type, Card Type’ in the setup
table (@).

3. Selectthe target period from ‘Period’ in the setup table ().
4. Click the [Search] button (@) to search performance statistics.

5. The performance statistics result is displayed in the result table (€)).
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Threshold Management

Threshold Set

‘Threshold Set’ menu is used to set the overload threshold of an OfficeServ
system. CPU threshold and trunk usage ratio threshold of each node can be set.
Categorize the threshold range into Critical, Major, Minor, and Normal and
report the current status to an operator regularly.

This function is performed in order of [Mon & Perf] - [Threshold Set].

7 M
Ji Contents Viewer ST I Threshold 5o
Q—— s 1
Status Type o Al [ Normal |
No.  Select val Critical  Major M Direction
1 00 00 00 00 w
2 00 00 00 00 w
3 0 00
4 00 00 00 02 w
s 00 00 00 00 P
s 00 00 00 00 w
y 0 00 »
3 00 0.0 00 00 »
ServiceType TrunkSeizureRatio -] CardType all [~
Minor Direction up 3
(6 e

Figure 7.10 Threshold Set Window

The parameters displayed in the ‘Threshold Set’ menu are described as

follows:
Parameter Description

Target Location of Monitoring Target

Status Type All/Critical/Magor/Miner/Normal

Location Location

Service Type Performance parameter type that can set threshold
(TrunkSeizueRatio/Cpu Load)

Card Type Card type for data of each card if Service is set to
TrunkSeizrueRatio
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(Continued)

Parameter Description
Status Status
Value Value
Critical Threshold of Critical
Major Threshold of Major
Minor Threshold of Minor
Direction Threshold violation direction (Up/Down)

Retrieving, Add Threshold

ﬁ When retrieving, retrieving to whole managing in EMS without Target
NOTE division. When add, use Target value.

Retrieving Threshold
1. Selectthe target threshold from the Tree viewer.
The threshold is displayed in the ‘Target’ field ().
7. Select the target resource type from resource selection area (@).

3. Click the [Get] button (©).

4. The retrieval result is displayed in the result table (€)).

Adding Threshold

1. Retrieve the threshold currently being set.

2. Mark the check box of the target node from the result displayed in the
result table (@).

3. Select the parameter in the setup table (@).

4. Click the [Add] button (@). The threshold is displayed in the result table
(@) and printed

© SAMSUNG Electronics Co., Ltd. 115



CHAPTER 7. Performance Management

Setting Threshold

1.

2.

Retrieve the threshold currently being set.

Mark the check box of the target node from the result displayed in the
result table (@9).

Select the parameter in the setup table (@).

Click the [Modify] button (@). The threshold is displayed in the result
table (@) and printed.

Deleting Threshold

1.

2.

Retrieve the threshold currently being set.

Mark the check box of the target node from the result displayed in the
result table (@)).

Click the [Delete] button (@). The threshold is displayed in the result
table (@) and printed.
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Performance Monitoring

RealCard

‘Perf Mon.” menu is used to monitor the current value of Performance
Indicator (PI) set in Threshold Management.

This function is performed in order of [Mon&Perf] - [Perf Mon.] >

[Real Card].
Oy T | e T
RealCard Vel Cord
[
1] {
9 _________ | Senice T Cardlype Trank statistcs v mgCard
(3] [

Figure 7.11 Perf Mon. RealCard Window
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B8 Monitoring Graph = =— =
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Figure 7.12 Perf Mon. RealCard Graph Window

The parameters displayed in the ‘Perf Mon. RealCard’ menu are described

as follows:

Parameter Description

Target Location that threshold can set

Service Performance parameter type that can set threshold

Type (Trunk Statisticd/Card Type Trunk Statistics)

Card Type Card type for data of each card if Service is set to Trunk
(loopTrunk/hTrunk/briTrunk/tepriTrunk/mgiCard)

5 Min. Data | Value = ((IN_SEIZURE_TIME + OUT_SEIZURE_TIME)/
60*5)/TOTAL_PORT*100 = Port average use pulse duration factor

1 Hour Data | Value = ((IN_SEIZURE_TIME + OUT_SEIZURE_TIME)/

60*60)/TOTAL_PORT*100 = Port average use pulse duration factor
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Monitoring Performance

1_ Select the target NE from the Tree viewer. The NE is displayed in the
‘Target’ field (D).

2. Select the target resource ‘Service Type’ from monitoring area (@).
3. Click the [Search] button (©).

4. 3-hour history of 5-minute data and 24-hour history of 1-hour data are
displayed in the result table (€)) in a graphical format and as a chart.

5. The current value is displayed in the table (@) and in a graphical format
every period.
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I VirtualCard

‘Perf Mon.” menu is used to monitor the current value of Performance
Indicator (PI) set in Threshold Management.

This function is performed in order of [Mon & Perf] - [Perf Mon.] >
[Real Card].

Y 7 =1

Rew Card Virtsal Card

———-——-—-I Seice Type Trusk statistics - Cardlipe

o0

Figure 7.13 Perf Mon. VirtualCard Window

B Monitoring Graph = E=— i
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Figure 7.14 Perf Mon. VirtualCard Graph Window
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The parameters displayed in the ‘Perf Mon. VirtualCard’ menu are
described as follows:

Parameter Description

Target Location that threshold can set

Service Type Performance parameter type that can set threshold
(Trunk Statisticd/Card Type Trunk Statistics)

Card Type Card type for data of each card if Service is set to Trunk
(spnetTrunk/sipTrunk/h323Trunk)

5 Min. Data Value = ((IN_SEIZURE_TIME + OUT_SEIZURE_TIME)/
60*5)/TOTAL_PORT*100 = Port average use pulse duration
factor

1 Hour Data Value = ((IN_SEIZURE_TIME + OUT_SEIZURE_TIME)/

60*60)/TOTAL_PORT*100 = Port average use pulse duration
factor

Monitoring Performance

1. Select the target NE from the Tree viewer. The NE is displayed in the
‘Target' field (@).

2. Selectthe target resource ‘Service Type’ from monitoring area (@).

3. Click the [Search] button (€)).

4. 3-hour history of 5-minute data and 24-hour history of 1-hour data are
displayed in the result table (@) in a graphical format and as a chart.

5. The current value is displayed in the table (@) and in a graphical format

every period.

© SAMSUNG Electronics Co., Ltd.
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Auto Report Management

‘Report Set’ menu is used to display the target data information regularly at
the corresponding display time when an operator registers the report display
information and display time.
This function is performed in order of [Mon & Perf] > [Report Set].

G Contents Viewer ST —

set

[ Scheduler ]

o

Service Type  Report Type Query Start Time Query End Time Interval ReportTime Last Report Time

02:02:02 03:03:03 daiy 05:05:05
17:19:03 17:19:04 monthly  17:19:06  2008-05-18 17:19

03:01 oL:01 hourly 02:02 WA

02:02 21:33 hourly 21:33

o_| Target

[Add Reporter]

Report Type SMin Report

Interval

190 o0 B

25

3
3

Query End Time =] 13

|
{
EHE

3
3

Report Time =] 19

Service Type
Query Start Time

Figure 7.15 Report Set Window

The parameters displayed in the ‘Auto Report’ menu are described as

follows:
Parameter Description

Target Auto report target location

Location Location

Service Type Performance data type of auto report target
(TrunkSeizueRatio/CardTrunkSeizueRatio)

Report Type Display report type of auto report (5 minute/hour/day/month)

Query Start Time Search start time

Query End Time Search end time

Interval Auto report cycle (hourly/daily/monthly)

Report Time Auto report display time

Last Report Time Auto report display Last time
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Report Type

@ 5 Min - Interval is valid hourly and daily only.

NOTE Hourly - Interval is valid daily and monthly only.
Daily - Interval is valid Monthly and yearly only.
Monthly = Interval is valid yearly only.

Searching Report Set
1. Select the target value from the Tree viewer. The selected target is
displayed in the ‘Target’ field (€).

2. Select the auto report information from auto report selection area (@).

Refreshing Report Set
1. Select the target value from the Tree viewer. The selected target is
displayed in the ‘Target’ field (€).

2. Click the [Refresh] button (@).

3. The setup result is displayed in the result table (€).

Adding Report Set

1. Select the target value from the Tree viewer. The selected target is
displayed in the ‘Target’ field (€)).

2. Select the parameter in the setup table (@).

3. Click the [Add] button ().

4. The setup result is displayed in the result table (@)).
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Setting Report Set

1. Select the target value from the Tree viewer. The selected target is
displayed in the ‘Target’ field (€)).

7. Select the auto report information from auto report selection area (@).

3. Select the parameter in the setup table (@).

4. Click the [Modify] button (€)).

5. The setup result is displayed in the result table (€)).

Deleting Report Set

1. Selectthe target value from the Tree viewer. The selected target is
displayed in the ‘Target’ field (D).

2. Select the auto report information from auto report selection area (@).

3. Click the [Delete] button ().

4. The setup result is displayed in the result table (€).
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()1 B [

CHAPTER 8. Security
Management

This chapter describes user security management window and function of OfficeServ NMS.

‘Security Management’ menu enables to register, change, search, and
delete a user to make it possible for a user who can only access to the
system for security in the security management. In addition, this menu
enables to set to limit a usage authorization of a user’s, and retrieve various
histories of the user.

uter  Fault  Mon&Per! | Security

Data

7400
7200

Condition Loc:/_Type:alt T )
Severty Code Group. Locaton Probable Cause Time |
18 %012 008 TTAGONeWOBT 400 epTrunK TRUNK RESOURCE ALARM (15395=00%) 20060604 167517 _|a|
183 9012 008 400N EwOST4D0-tepriTrunk TRUNK RESOURCE ALARM (4$390=0.0%) 20060604 161517
182 012 005 T7400Mew0S7400-spnefTrunk TRUNK RESOURCE ALARM (153ge=0 0%) 20080604 161517
181 812 08 JT400NEWOSTA00-sprnefTrunk TRUNK RESOURCE ALARM (u5age=0 0%) 20060604 161817
180 012 008 T7400New0S7400-sipTrurik TRUNK RESOURCE ALARM (u53g8=0 0%) 20080604 161517
O Cout 179 9012 008 TT400NEWOST400-sipTrurk TRUNK RESOURCE ALARM (4$336=0 0%) 20060604 161517
178 %012 003 ITA00NEwOST400-mgiCard TRUNK RESOURCE ALARM (u539e=0.0%) 20060604 161517
Mamlevel  CRITICAL 17 %012 008 TTA00NEWOS7400-mgiCard TRUNK RESOURCE ALARM (u539e=0 0%) 2008-06:04 161517
176 %012 008 TT400NEWOSTAOS TRUNK RESOURCE ALARM (45399=0 0%) 20060604 161517
myz2e 4 4 0 |75 1 S T | 7400NEwOS7400-IoopTrunk TRUNK RESOURCE ALARM (u539¢=0.0%) 20080604 161517 |w]

General Sys Config Telephony VoIP Switch Router Fault Mong&Perf Security

User Manager  Network Group  IP Manager Login History  Operation History

Figure 8.1 Security Management Window
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User Management

User Manager

The User Manager function allows you to set, view, modify, and delete the
operator ID, operator information, privilege, and command range for each

operator.

This function is performed in order of [Security Management] >
[User Management] - [User Manager].

o Contents Viewer T TR

History g

UserManager  Change Password  Inbafize Password  Network Group  Command Manager

Tatal Count: 22

Select User 10 Privilege

¢ Hang Admicistrator

a|ala| s

Status
Enable
Ensdle
Ensble
Enable

Enable

4TI

User Profile A

User 1D
Privilege
Status

Login Type
Group
E-dail

Last Login 1P
Last Logia Time : 201
Description

Nanaging Node

LEES BN 5 £

Figure 8.2 User Manager Window

7

NOTE

Enter user ID and password

The user ID can be entered up to five to twenty letters, and the
passwords can be entered up to eight to twelve letters with a
combination of letter (English as Standard) and number.

7

NOTE

Password alteration restriction item

Password can be change once a day and recently used password

can not be reusable.
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Searching User Information

1. If clicking the ‘User Manager’ menu, the whole user information (@) and
detailed information of the user who logged (@) in can be searched and

displayed.

2. Ifclicking the [Search] button (@) among the window buttons, the user
information can be changed into the updated information and be

displayed.

Registering a User

| od Contents Viewer g LTTH \ ) \ User Mgmt History [ =}
[ User Mgmt ] Total count : 12 172 B3 [Register User]

No. select A User ID & Privilege & Status A Group User ID

1 Q agent Adrninistrator Enable group0l Password

2 (@) Alexander Administrator Enable group01 Re-Password

3 O bkehoi Adrninistratar Enable aroup0l Privilege \ndmimstramr

4 (@) esles Administratar Enable group01 @ Default group

5 [e) jkpark Adrinistrator Enable group0t

) choose specific group

3 (@) Jwbum Administratar Enable groupdl Group

7 [e) kwoniy Administrator Enable group0t

8 (@) minky Administrator Enable group0l

9 [e) sclee Administrator Enable group0t

. @ single
10 (0] Sernun Administrator Enable group0l Login Type o
Multiple
EHED 112 00
00— T T T ] Eamel
Figure 8.3 User Registration Window
Parameter Description

User ID User ID
Password User password

Re-Password

Confirms the user password

Privilege As a user level, it is classified into Administrator,
Operator, and Guest

Group Sets NE group that can be managed by a user.
The highest level user should select default group.

Login Type Set if it is possible to connect simultaneously with a same ID,
and enter the connectable session counts that are when
possible to connect simultaneously.

E-mail E-mail address
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1. Ifclicking the [Add] button (€)) on the window, the user registration
window is displayed on the setting table (@).

2. Click the [Add] button (@) in the Register User window to display a
message that confirms the registration.

3. Ifclicking the [OK] button, the execution result is reflected and displayed
on the result table.

Changing User Information

| Jil Contents viewer i IUFTH L L L User Mgmt History [ =]
[ User Mgmt 1 Total count : 12 142 G [ change Password]
No.  select a user 1D a privilege & status & Group User ID Fkpark
1 le] agent Administrator Enable groupl 0ld Passward
2 (@] Alexander Administrator Enable group0l Password
3 (@] bkchai Adrministrator Enable group0l Re-Password
o 4 (@] esles Adrministratar Enable group01l
5 ® jkpark Adrministrator Enable group0l :J
& * jwburn Adrministratar Enable group0l
7 [e) kwonjy Adrministrator Enable aroup0l [Change User Information]
B o minky Adrministrator Enable groupdl privilege  [Administrator B
a (@] sclee Administrator Enable group0l @  Default group
10 (@] scrmun Adrministrator Enable group0l ) Choose specific aroup
Lafle] 12 Dol Group
0 I i |
@® Enable
Status O Dpisable
O Lockout
O single
Login Type
e @ Multiple 5 Count
E-mail

Figure 8.4 User Information Modification Window

1. Click the target user name from the result table (@) of the User Manager
window.

2. Click the [Modify] button (@) in the window to display the user
information previously set in the setup table (@).

3. Chang the user information and click the [Modify] button (@).

4. The changed user information is displayed in the result table (€)).
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User Password Information

e — v R
User Manager ] Total Count: 15 2/2 G
No. Select A User ID A Status A Group

(1 s ER oot LoainTrpe

Changes yescnc’s password!

old Password

Password

Re-Password

S )

© cautions for setting passwords

® Passwords must consist of 8~12

characters.
® Be composed of a combination of letters
9 I I and numbers.
|- — = i ® Not contain the user ID.

® Not contain more than three consecutive
repeating characters.
® Can not reuse old password.

Figure 8.5 User Password Window

1. Click the target user name from the result table (@) of the User Manager
window.

2. Click the [Password] button (@) to display the password input window (@).

3. Write the old password, Password, Re-Password and click the [OK]
button. Then, the execution result is displayed in the result table (€)).
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Deleting User Information

"~ Map.

[ User Mgmt ]

Total count: 12

1s2 (G

" user Mgmt |

History [ =]

[ Change Password]

User ID jkpark

No. | select a user ID a privilege a status  Group
i o sgent Administrator Enable aroup0 odpassword |
o 2 O alexander Administrator Enable groupol password [ ]
3 o bikchoi administrator Enable aroupot Re-password | |
4 O esles Administrator Enable groupdl
5 ) ikpark Adrministrator Enable aroup0l :]
[ O jwbum Admini
B o [— adrmini .. inge User Information]
8 [9) minky Admini privilege
-
El © sclee admini "Q @ Default group
v Q SEXIUM (b ) ©  Choose specific group
(A3 1121 when remove 1D that is being log, client screen of Group
—I—t removed ID is closed automatically.
e Login
3] . S O oo
Status O Dpisable
O Lockout
QO single
Login Type
@ Multiple Count
e E—

=S

Figure 8.6 User Deletion Window

window.

Click the target user name from the result table (€)) of the User Mgmt.

Click the [Delete] button (@) to display the password input window ().

Enter the user password and click the [OK] button.

Then, the execution result is displayed in the result table ().
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Change Password

‘Change Password’ menu is used to change the user password.
This function is performed in order of [Security Management] >
[User Management] - [Change Password].

User‘lanaqer sy B BX
UserManager  Change Password  Intiaize Password  Network Greep  Command Manager
T
TRange password Tor jeangmon.
oA_A 0ld Password |
Password [
Re-Password [
Cautions for setting password
Figure 8.7 Change Password Manager Window
Enter user ID and password
s The user ID can be entered up to five to twenty letters, and the
NOTE passwords can be entered up to eight to twelve letters with a
combination of letter (English as Standard) and number.
Password alteration restriction item
Q ) Password can be change once a day and recently used password
NOTE can not be reusable.

Changing Change Password

1. Type the current password and a new password on the text fields (€)) of
the window.

2. Click the [OK] button (@). Then, the password will be changed.
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Initialize Password

‘Initialize Password’ menu provides Security Administrator can initialize a
user password.

When a user logged in with initialized password, the password must be
changed after login.

This function is performed in order of [Security Management] >
[User Management] - [Initialize Password].

R i Mop. User Manager tey B DX

User Manager  Change Password  Initialize Password  Network Group  Command Manager
& Initializing Password A%

User 10 Tehkang 2]

Password [

Re-Password [

? Cautions for Initializing Password,
Auseris provided an iniial passwaed, this password must be changed the frst e the user logs into & ENS.

9 Ohiikiey il

Figure 8.8 Initialize Password Manager Window

Enter user ID and password

7

The user ID can be entered up to five to twenty letters, and the
passwords can be entered up to eight to twelve letters with a
combination of letter (English as Standard) and number.

NOTE

Password Changing Restriction

7

Password can be change once a day and recently used password
NOTE can not be reusable.
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Initializing Password

1. Choose User ID and type the new password on the text fields (€)) of the
window.

2. Click the [OK] button (@). Then, the password will be initialized.
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Network Group Management

‘Network Group’ menu is used to allow or inhibit login of each client IP.
This function is performed in order of [Security Management] >
[User Management] - [Network Group].

o1 Contents Viewer Y= I | I

_—
Network Group |

Netmork Group History

TOetan Tatormation T
Group Name
Configuration I

No. Select Configuration Info.

faul
o 2 o groupt2

3 groupl3

Figure 8.9 Network Group Management Window

The parameters displayed in the ‘Network Group’ menu are described as
follows:

Item Description

Group Name

Network Group Name

Configuration Info

Configuration Info

All ltems Network components list of the NE, to be possible for
registering

Selected ltems Network components list of the NE, which is registered
already

Comment Comment

Retrieving Network Group

1. Clicking the ‘Network Group’ menu retrieves network information and
displays the information in the result table (@).

2. Click the [Search] button (@) to update the network group information
and display the updated network group information.
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Adding a Network Group

[ Register Group ]
Group Name

Available Elements Selected Elements

ol nMs

HFis:

E E

Comment

If the group is configured with subnetworks, the
associated user can manage subnetworks' all NEs.
If the group is configured with specific NEs, the
associated user can manage only the selected NEs.

Figure 8.10 Network Group Add Management Window

1. [Ifclicking the [Add] button (€) on the window, the network group
registration window is displayed on the setting table (@).

The information to enter is described as follows:

Input Item Description
Group Name Network group name
Available Elements The network configuration elements that can be

registered are displayed as tree format.

Selected Elements Configuration item allocated to the network group
among all items.

2. [If clicking the [OK] button (@) on ‘Register Group’ of the window, the
message to confirm registration is displayed.

3. Ifclicking the [OK] button (@), the execution result is reflected and
displayed on the result table (@).
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Changing a Network Group

[ Change Group Information ]
Group Name group02
Available Elements Selected Elements

5 o= -/7200/057200

Bl Rk NMS -/Datasglimp
-/Datafgsim
«/Data/aplimt
«/Data/gsimt
-/Datafgwimt
*/7400/NewOS7400
=/7400/057400

=

14

Comment

If the group is configured with subnetworks, the
associated user can manage subnetworks' all NEs.
If the group is configured with specific NEs, the
associated user can manage only the selected NEs.

Figure 8.11 Network Group Change Management Window

1. Click a group name to change the information from the result table of the
Network group window (@).

2. [If clicking the [Modify] button (@) among the window buttons, the group
information that is originally set in the setting table is displayed.

3. Change the group information on the setting window and click the [OK]
button (@).

4. The changed group information is reflected and displayed on the result

table (@).
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Deleting a Network Group

D

Do you want to rermnove group?

Figure 8.12 Network Group Deletion Management Window

1. Click a group name to delete the information from the result table (€) of
the Network group window.

2. The confirm window will be displayed if clicking the [Delete] button ()
among the buttons in Network group window.

3. Click the [OK] button (@), the execution result is reflected and displayed
on the result table (@).
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Command Manger

The Command Manager function allows you to view a list of the commands
that an EMS operator can perform and set the privilege to access to menu
and command for each operator.

This function is performed in order of [Security Management] >
[User Management] - [Command Manager].

3 Contents Viewer T SuT— Hstory 1 DX

Ussr Hansger  Change Passmord  Infise Passward  Network Growp  Command Manager

{ user 0: jowguon - |

9 l
t i Genera

Figure 8.13 Command Manager Window

Viewing the Command List

1. Ifyou click the Command Manager menu, a list of the commands which
are configured for each operator is displayed on the Command Manager
window ().

2. You can view the commands allowed to each operator using the User ID
combo box (@).

Saving the Command List

1. From the User ID combo box (@), select the ID of the operator for which
you want to change the commands he can execute.

2. Click Search (@) on Command Manager window.

3. Change the commands that the selected operator can execute and then
click [Save] button to save the changes.
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IP Management

‘IP Manager’ menu is used to allow or inhibit login of each client IP.
This function is performed in order of [Security Management] >
[IP Manager].

o_| Login Allowance @ Al_O allow O Deny 1P Address ]| JLoctait 1nformation 1
1P Address 102541635
9 u Login Allowance Allow
Sessions 39
TP Manager 1 Description  vescic
No. Select A 1P Address Login Allowance A Sessions.
1 B 102541834 Alow %
2 10.254.164.* Allow 99
3 108914 Hlow as
s 1089255 Hlon s
10.89.29.* Allow 9
108930+ Alon 35
o — — ]

Figure 8.14 IP Manager Window

The parameters displayed in the ‘IP Manager’ menu are described as
follows:

Item Description

IP Address Client IP information

Login Allowance | Login Allowance

Description Description of the IP to be registered

Type Sets whether to allow login. If Allowed is selected, login is
possible with the registered IP. If Denied, login is not possible.

Sessions The number of sessions that simultaneous login is possible if
login is allowed.
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Retrieving IP Address

1. Ifclicking the ‘IP Manager’ menu, the whole IP address information and
detailed information of the first item can be searched and displayed (@).

2. Setthe ‘Login Allowance’ field (€)) of the setting table. If choosing ‘All’,
all the IP address information can be retrieved. If choosing ‘Allow’,
allowed IP address information can be retrieved. If choosing ‘Deny’,
denied IP address information can be retrieved.

3. Enter the IP address on the ‘IP address’ field of the setting table.

4. If clicking the [Search] button (@) among the window buttons, the IP
address information can be changed into the updated information and
be displayed (@)).
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Adding an IP Address

[ Add IP address ]
IP Address
Login Allowance @ allow ) Deny
Sessions A

Description

="

Comment

Login Allowance: If the login is allowed, the
login is possible through a registered IP. If the
login is denied, the login is not possible through
a registered IP.

Sessions: If the login is allowed, this indicates

the number of the sessions that can be logged in
simultaneously.

Figure 8.15 IP Manager Add Window

Input Item Description
IP Address Client IP address
Login Allowance Sets whether to allow the login. If allow, the login through the

registered IP is available. If deny, the login through the
registered IP is not available.

Sessions The number of simultaneously sessions.

Description IP description.

1. [Ifclicking the [Add] button (@) on the window, the IP address
registration window is displayed on the setting table (@).

The information to enter is described as follows:

2. [If clicking the [OK] button (@) on ‘Add IP Address’ of the window,
the message to confirm registration is displayed.

3. Ifclicking the [OK] button (@), the execution result is reflected and
displayed on the result table (@).
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Changing an IP Address

[ Modify IP Address ]

IP Address 10.254.163.*%
Login Allowance @ allow ) Deny
Sessions 99
Description YesCNC
T
Comment

Login Allowance: If the login is allowed, the
login is possible through a registered IP. If the
login is denied, the login is not possible through
a reqgistered IP.

Sessions: If the login is allowed, this indicates
the number of the sessions that can be logged in
simultaneously.

Figure 8.16 IP Manager Change Window

1. Click aIP address to change the information from the result table (@) of
the IP address window.

2. Ifclicking the [Modify] button (€)) among the window buttons, the IP
address information that is originally set in the setting table is displayed (@).

3. Change the group information on the setting window and click the [OK]
button (@).

4. The changed group information is reflected and displayed on the result

table (@).
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Deleting an IP Address

:Q
When attermpting to remove IP address thatis

currently logged in, client screen will be closed
autornatically. Do you want to continue?

("o W Cancel |

Figure 8.17 IP Manager Deletion Window

1. Click a group name to delete the information from the result table (@) of
the Network group window.

2. The confirm window will be displayed if clicking the [Delete] button (€))
among the buttons in Network group window.

3. Click the [OK] button, the execution result is reflected and displayed on
the result table (@).
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Login History

History

The ‘History’ menu allows searching information on an operator who
accesses to the system and operates the system on database of the
OfficeServ NMS server, and information on an operator to whom the current
session is set up. This function is performed in the order of

[Security Management] = [Login History] - [History].

[ od ContentSiswer g LTS Login History | L L L History 7 =]

History Lagen Session

o User ID Al B 1P Address Result @ al O success O Fail
Period z005-01-01 | [7[o_ ]~ [2006-01-16 | [E[13 7]

[ Login History ] Total count : 162 1717 [
No. & User ID 4 IP Address ¥ Login Time Result Login Fail Reason Logout Status
1 bkchoi 165.213.118.112 2006-01-16 11:29:16 Success
2 blkchai 165.213.118.112 Z006-01-16 11:29:0% Fail Password is not correct,
3 sclee 165.213.115.104 2006-01-16 09:56:0% Success

9_ 4 sclee 165.213.118.104 2006-01-16 093:44:02 Success User Logout
& Jwbum 165.213.118.107 2006-01-16 D8:56:26  —-----mmommmemee- Success
) Jwbum 165.213.115.107 2006-01-16 08:56:21 2006-01-16 08:56:21 Fail This user 1D is already used.
7 Alexander 165.213.118.106 2006-01-16 05:29:09 2006-01-16 10:48:19 Success User Logout
& sclee 165.213.118.104 2006-01-14 15:45:41 2006-01-14 16:31:50 Success User Logout
9 eslee 165.213.87.35 2006-01-13 19:31:41 2006-01-13 21:00:58 Success User Logout
10 sclee 165.213.119.172 2006-01-13 16:28:04 2006-01-13 18:04:53 Success User Logout
[0 1 2034117 eN00] (2] (6]

Figure 8.18 History Window

Parameters displayed on the ‘History’ menu are described as follows:

Iltem Description
User ID User Account logged in
Period Period
IP Address Client IP Information
Login Time Time when an operator logged in
Logout Time Time when an operator logged out
Result Result for Operator’s Access
Login Fail Reason Reason for Login Failure
Logout Status Logout Status
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Searching History

1_ Set whether to retrieve only the specific user information or all the users’
information in the ‘User ID’ field of the setting table ().

7. Enterthe IP address of the client that logged in on the ‘IP address’ field (€).
of the setting table.

3. Set the mode of the access result history in the ‘Result’ field (@) of the
setting table. If choosing ‘All’, all the history that was logged in can be
retrieved. If choosing ‘Success’, the login success history can be
retrieved. If choosing ‘Fail’, the login failure history can be retrieved.

4. Setthe time duration to retrieve from the ‘Period’ field (@) of the setting
table.

5. If clicking the [Search] button (@) among the window buttons, a user
can retrieve the login history.

6. The retrieval result of the login history is displayed on the result table (€)).

Saving/Printing
1. Search the login history on the Login History window (@).

7. Click Search (@) on the Login History window. The displayed data is
saved as an Excel file.

3. If you want to print the displayed data, first save it as an Excel file and
then print that Excel file using the printing function of Excel.
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Logon Session

The ‘Logon Session’ menu enables to provide the functions of retrieving
the user information that is being logged on in the OfficeServ NMS server,
and stopping it compulsorily if necessary. This function is performed in the
order of [Security Management] = [Login History] = [Logon Session].

MRS W Map. o gin History | L L L History [ a
History  Logen Session
[ Logon Session ]

O No. user ID Privilege IP address Login Time
o1 esles Administrator 165.213,67.35 Z005-01-09 12:55:29

o ol z Juburn Adrinistrator 165.213.118.107 2005-D1-16 08156126
ol s sclee Administrator 165.213.118.104 2008-01-16 09:56:05
0 a bkchoi Administrator 165.213.118.112 2006-01-16 11129116
o s scrmun Administrator 165.213.118.110 2005-12-27 16:59116

e (S &)

Figure 8.19 Logon Session Window

Item Description
User ID User Account logged in
Privilege Privilege
IP Address Client IP Information
Login Time Time when an operator logged in

Searching Login Session

1. Ifyou click the Logon Session menu item, the currently logged-in sessions
are displayed in the Results table.

2. Ifyou click Search on the Logon Session window, the currently logged-in
sessions are searched and displayed again.
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Ending Login Session Compulsorily

1. The session that is currently being logged in is displayed on the result

table (@).

2. Select the checkbox corresponding to the user ID that is compulsorily
stopped in the ‘User ID’ field of the result table (@).

3. i clicking the [Delete] button (@) among the window buttons,
the session of the corresponding user is ended.
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Operation History

The ‘Operation History’ enables to provide a function of retrieving various
operation histories in the database of the OfficeServ NMS server.

A user can enter the user ID, function, message, command, and retrieval
duration with the retrieval condition.

This function is performed in the order of [Security Management] -
[Operation History].

|_du Contents Viewer g ILETH Operation History | L L L History [ o
Target (& EME Operation History () /SubNetwork/OfficeSery
o =] userid Al [ Function Type Al [T Message Type [all M command
Period 2006-01-01 |[El[o |~ 2006-01-16 | [{][13 )
[ Operation History ] Total count: 295 1 /30 (G
No. & UserID Target Function  Message ¥ Ewecute Time & 1P Address Command
Type Type
1 Alexander | /EMS | Genersl Set 2006-01-16 10042:53 | 165.213.118.106  SET-LOG-PERIOD; :pm_d_check=1;
z Alexander  /EMS | General Set 2006-01-16 10:42:47  165.213118106  SET-LOG-FERIOD; ifm_base_check=1;
3 Alexander  /EMS  General Create 2006-01-16 10:33:28 165213118106 CREATE-BACKLP; Obj=TABLE:Exec=AUTC:Loc=DISK:File=
4 Alexander  /EMS | General Create 2006-01-16 10:33:13 | 165213118106 CREATE-BACKUP; Obj=TABLE:Exec=AUTO:Loc=DISK:File=
9 -_ Alexander | /EMS | General Create 2006-01-16 10:32:55 | 165213118106 CREATE-BACKUP; Obj=entireDB:Exec=AUTO:Loc=DISK Fild
6 jwburn JEMS Fault Get 2006-01-16 09:25:13 | 165.213118.107  RTRU-EMAIL-HIS
7 jwhurn JEMS Fault Get 2006-01-16 09:13:20 165.213.118.107 RTRUY-EMAIL-CONF
8 jwburm /EMS Fault Set 2006-01-16 09:10:42  165.213118.107 ADD-EMAIL-INF
g jwburm /EMs Fault Get 2006-01-16 09:10:42 | 165.213118.107  RTRV-EMAIL-INF
10 jwhurn JEMS Fault Set 2006-01-16 09:10:19 165.213.118.107 RMU-EMAIL-TMF
(@) 1 [2)alalsTslzielelo] O 0x
< >

Figure 8.20 Operation History Window

Parameters displayed on the ‘Operation History’ menu are described as

follows:
Item Description
User ID The logged-in user account
Target Target that performed the command
Function Division of EMS block that used the corresponding command
Message Division of the command type
Request Time Time that requested the command
Response Time | Time that completed the command execution
IP Address The client IP address that performed the command
Command Performed commands
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(Continued)

Item Description
Result Results that performed the commands
Fail Reason Failing reason when the command fails
Additional Info The parameter information that is used when the command is
executed

Retrieving Operation History

1. Selectthe system to retrieve the operation history from Tree Viewer.
The selected system is displayed on the ‘Target’ field of the setting table

(@)

2_ Enter the time duration, user ID, function, message, and command that
a user wants to retrieve in the setting table (@).

3. i clicking the [Search] button (@) among the window buttons, the
operation history is retrieved.

4. The retrieval result of the operation history is displayed on the result

table (@).

Saving/Printing
1. Search the login history on the Login History window (@).

7. Click Search (@) on the Login History window. The displayed data is
saved as an Excel file.

3. If you want to print the displayed data, first save it as an Excel file and
then print that Excel file using the printing function of Excel.
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ANNEX A. OfficeServ NMS Q & A

How many clients can be accessed simultaneously to the
OfficeServ NMS server in order to operate the server?

The number of the accessible clients is theoretically limitless because the
OfficeServ NMS is made of Web structure. However, in case of the
simultaneous operation of the several clients, there can occur the delay of
the working processing in the OfficeServ NMS.

Therefore, it is desirable that the number of clients be limited into about 10.

Can be the access to the server made in spite that the IP network
groups of the server and the client are different from each other?

The client can access the server in spite that the IP Address network group
between two are different from each other. The easiest way to know whether
to be the access available or not is to perform the ping test from the client
into the server. If the ping test result is shown as normal, the access to the
server can be made. (It is because the client and the server perform their
communication between themselves by using the TCP-based HTTP
protocol.)

Can the client access the server by using DSU?

As explained before, DSU interface function is not currently supported
because the server and the client perform the TCP/IP communication.
The access to the server in the DSU mode cannot be made because the
application program has no function to process the X.25 protocol in spite
that the LAN card installed at the client server and the workstation for the
server is removed and the X.25-supporting card is installed.
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What is the SNMP protocol?

The Simple Network Management Protocol (SNMP) has become the
industrial standard in the network management since it had developed in
1988. SNMP has many strong points. SNMP has relatively little number of
codes necessary for its execution. Therefore, it makes the SNMP agent fast
commercialized. And it has a excellent extensibility by which the network
management functions can be easily added. Furthermore, SNMP has
separated the management system from the hardware device system, and
therefore it has the wider supporting range for several companies.

The most important thing to be mattered is that the SNMP, unlike other
standards, is the widely usable protocol today, not the simple specification of
the document.

The features of SNMP can be described as follows:
« UDP/IP-based network management protocol

« Communication protocol between the manager and the agent (Between
server and client).

» Description into ASN 1 (Abstract Syntax Notation 1).

« The interface between the manager and the agent is configured with
MIB-I and MIB-II.

« General messages: #161 port used.

« Trap message: #162 port used.

- Defined firstly at the RFC 1067.

+ Complemented at RFC 1098.

« The overall standards are regulated at RFC 1157.

» The overall standards of MIB-I are regulated into RFC 1066 > RFC 1156
» The standard of MIB-Il is regulated into RFC 1158 -> RFC 1231.

The SNMP protocol is composed of five simple commands.
+ Get-Request: Collects the information on NE.

+ Get-Next-Request: Repeats the collection of NE. (Collects many messages
in a lump.)

« Set-Request: Modifies the information on NE.
« Get-Response: Produces the result message for the command of Get or Set

« Trap: Used in case that the NE reports urgently the information, such as
the failure information, to the OfficeServ NMS.
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What should be done if the database contents are to be backuped
into the external media?

OfficeServ NMS client window does not support the backup function into the
external storage device.

Only the backup data saved at the specific directory of the OfficeServ NMS
server can be saved into the external storage media using the Unix
command or the FTP.

If trying to recover the file saved at the external media, move the backuped
file to a specific directory by using the UNIX command or the FPT, and
recover the database contents into the external media by using the
‘database management’ function on the ‘general management’ menu.

The data recovery should be performed only after the existing data should
be moved to a specific directory in the server. If the backuped data is
recovered, the data used in the previous is all cleared. Therefore, if the
backuped data is not perfect, the existing data can be deleted.

We have many unnecessary failure messages received. We want
those messages not produced on the window because we know
well about the messages. What should we do for the problem?
OfficeServ NMS provides the failure-filtering function by the unit.

The use of the failure-filtering function can make the failure messages not

produced although a failure message occurs. In addition, the TCA
information can be filtered by setting the parameter at the alarm profile as ‘0’.

The OfficeServ is installed, but is not displayed on the OfficeServ
NMS window.

OfficeServ NMS automatically searches for the newly installed OfficeServ to
display its result on the window. For this process, if the power is supplied
after the OfficeServ is installed, the message about it is notified to the
OfficeServ NMS. If the IP address of OfficeServ NMS is not set at the
OfficeSery, or if there occurs a trouble in the network when the message is
transmitted, the OfficeServ NMS cannot recognize whether to occur or not
the new OfficeServ.
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The OfficeServ NMS does not operate properly after the java plug-
inis installed.

If the java plug-in is not installed to the client PC that is to access the
OfficeServ NMS server, the window requesting the plug-in installation is
executed. In general, it is enough to execute the OfficeServ NMS right after
the java plug-in is installed. But there are the case sometimes that the
OfficeServ NMS does not operate properly because the system resources
run short, or the Java Virtual Machine (JVM) cannot recognize the plug-in.
In such a case, it is desirable for the stable execution to terminate the
browser after the plug-in installation, and to access the OfficeServ NMS by
executing the browser again.

OfficeServ NMS Web pages are not properly viewed.

OfficeServ NMS can be optimized in the mode of the browser of the internet
explorer 5.0+, the resolution of 1280*1024. If a browser other than the
internet explorer 5.0+ is used or if its resolution is not set as 1280*1024
mode, some GUI window of the OfficeServ NMS cannot be properly
displayed.

In such a case, the trouble can be settled by the use of the internet explorer
5.0+ and the set of its resolution as the 1280*1024 mode.

The download of the Jar file stops during its execution when
logging in the OfficeServ NMS.

The downloading of the Jar files necessary for the execution of the server
can stop if the usable resources in the client PC run short.

In this case, terminate the program by force, and then execute it again,

If the same trouble occur again, reboot the PC to initialize the resources,
and execute the program again.

RMI server is blocked out by the firewall, and does not perform its
operation.

RMI operates in the TCP/IP protocol. Therefore, if the TCP/IP
communication cannot be performed because the RMI server is blocked out
by the firewall, the proper service by the OfficeServ NMS cannot be
executed. The 1099 port, which is the RMI port in the server’s side, should
be set so that the communication can be performed outside as well.
Request the external access permission for the 1099 port in the RMI server
equipment.
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ANNEX B. Open Source
Announcement

Some software components of this product incorporate source code covered under the GNU General Public
License (GPL), Apache License etc.

Acknowledgement:
This product includes software developed by the Apache Software Foundation (http://www.apache.org/).
This product includes software developed by the JDOM Project (http://www.jdom.org/)

The software included in this product contains copyrighted software that is licensed under the GPL/LGPL. You
may obtain the complete Corresponding Source code from us for a period of three years after our last shipment
of this product by sending email to: nwswmanager@samsung.com

If you want to obtain the complete Corresponding Source code in the physical medium such as CD-ROM, the
cost of physically performing source distribution may be charged. This offer is valid to anyone in receipt of this
information.

Below is the list of components covered under GNU General Public License (GPL), Apache License etc.

Component Licesne Component Licesne
Apache Jakarta Commons BeanUtils Apache 1.1 Apache Xerces Java XML Parser Apache 2.0
Apache Jakarta Commons Digester Apache 1.1 Apache XML Xalan-Java Apache 2.0
Apache Jakarta Slide Apache 1.1 Apache XML-Commons Resolver Apache 2.0
Apache Struts Apache 1.1 Jakarta Commons-10 Apache 2.0
Apache Xerces Java XML Parser Apache 1.1 Jakarta Commons-Logging Apache 2.0
Apache XML Crimson Apache 1.1 xalan Apache 2.0
Apache - XMLBeans Apache 2.0 ISPConfig Hosting Control Panel BSD 2.0
Apache Ant Apache 2.0 JavaMail CDDL 1.0
Apache Axis2/Java Apache 2.0 JAXB 2.0 Project CDDL 1.0
Apache Jackrabbit Apache 2.0 backport-util-concurrent Creative Commons
Public Domain Dedication
Apache Jakarta Commons Codec Apache 2.0 Cryptix JCE Cryptix General License
Apache Jakarta Commons Email Apache 2.0 JFTP GPL2.0
Apache Jakarta Commons FileUpload Apache 2.0 jaxen Jaxen License
Apache Jakarta HTTP Client Apache 2.0 JDOM Jdom License
Apache Jakarta Log4j Apache 2.0 SACK License for SACK
Apache Struts Apache 2.0 Java Tar Public Domain
Apache Tomcat Apache 2.0 - -
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ANNEX B. Open Source Announcement

GNU GENERAL PUBLIC LICENSE

Version 2, June 1991

Copyright (C) 1989, 1991 Free Software Foundation, Inc.
51 Franklin St, Fifth Floor, Boston, MA 02110-1301 USA

Everyone is permitted to copy and distribute verbatim copies of this license document, but changing it is not
allowed.

Preamble

The licenses for most software are designed to take away your freedom to share and change it. By contrast, the
GNU General Public License is intended to guarantee your freedom to share and change free software--to
make sure the software is free for all its users. This General Public License applies to most of the Free Software
Foundation's software and to any other program whose authors commit to using it. (Some other Free Software
Foundation software is covered by the GNU Library General Public License instead.) You can apply it to your
programs, too.

When we speak of free software, we are referring to freedom, not price. Our General Public Licenses are
designed to make sure that you have the freedom to distribute copies of free software (and charge for this
service if you wish), that you receive source code or can get it if you want it, that you can change the software or
use pieces of it in new free programs; and that you know you can do these things.

To protect your rights, we need to make restrictions that forbid anyone to deny you these rights or to ask you to
surrender the rights. These restrictions translate to certain responsibilities for you if you distribute copies of the
software, or if you modify it. For example, if you distribute copies of such a program, whether gratis or for a fee,
you must give the recipients all the rights that you have. You must make sure that they, too, receive or can get
the source code. And you must show them these terms so they know their rights.

We protect your rights with two steps:

(1) copyright the software, and (2) offer you this license which gives you legal permission to copy, distribute
and/or modify the software. Also, for each author's protection and ours, we want to make certain that everyone
understands that there is no warranty for this free software.

If the software is modified by someone else and passed on, we want its recipients to know that what they have
is not the original, so that any problems introduced by others will not reflect on the original authors' reputations.

Finally, any free program is threatened constantly by software patents.

We wish to avoid the danger that redistributors of a free program will individually obtain patent licenses, in effect
making the program proprietary. To prevent this, we have made it clear that any patent must be licensed for
everyone's free use or not licensed at all.

The precise terms and conditions for copying, distribution and modification follow.

TERMS AND CONDITIONS FOR COPYING, DISTRIBUTION AND MODIFICATION
0) This License applies to any program or other work which contains a notice placed by the copyright holder
saying it may be distributed under the terms of this General Public License. The “Program”, below, refers to
any such program or work, and a “work based on the Program” means either the Program or any derivative
work under copyright law: that is to say, a work containing the Program or a portion of it, either verbatim or
with modifications and/or translated into another language. (Hereinafter, translation is included without
limitation in the term “modification”.) Each licensee is addressed as “you”. Activities other than copying,
distribution and modification are not covered by this License; they are outside its scope. The act of running
the Program is not restricted, and the output from the Program is covered only if its contents constitute a
work based on the Program (independent of having been made by running the Program). Whether that is
true depends on what the Program does.
You may copy and distribute verbatim copies of the Program’s source code as you receive it, in any medium,
provided that you conspicuously and appropriately publish on each copy an appropriate copyright notice and
disclaimer of warranty; keep intact all the notices that refer to this License and to the absence of any
warranty; and give any other recipients of the Program a copy of this License along with the Program. You
may charge a fee for the physical act of transferring a copy, and you may at your option offer warranty
protection in exchange for a fee.
You may modify your copy or copies of the Program or any portion of it, thus forming a work based on the
Program, and copy and distribute such modifications or work under the terms of Section 1 above, provided
that you also meet all of these conditions:
a) You must cause the modified files to carry prominent notices stating that you changed the files and the
date of any change.
b) You must cause any work that you distribute or publish, that in whole or in part contains or is derived
from the Program or any part thereof, to be licensed as a whole at no charge to all third parties under the
terms of this License.

1

-

2

-
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c) If the modified program normally reads commands interactively when run, you must cause it, when
started running for such interactive use in the most ordinary way, to print or display an announcement
including an appropriate copyright notice and a notice that there is no warranty (or else, saying that you
provide a warranty) and that users may redistribute the program under these conditions, and telling the
user how to view a copy of this License. (Exception: if the Program itself is interactive but does not
normally print such an announcement, your work based on the Program is not required to print an
announcement.)
These requirements apply to the modified work as a whole.
If identifiable sections of that work are not derived from the Program, and can be reasonably considered
independent and separate works in themselves, then this License, and its terms, do not apply to those
sections when you distribute them as separate works.
But when you distribute the same sections as part of a whole which is a work based on the Program, the
distribution of the whole must be on the terms of this License, whose permissions for other licensees
extend to the entire whole, and thus to each and every part regardless of who wrote it.
Thus, it is not the intent of this section to claim rights or contest your rights to work written entirely by you;
rather, the intent is to exercise the right to control the distribution of derivative or collective works based
on the Program.
In addition, mere aggregation of another work not based on the Program with the Program (or with a
work based on the Program) on a volume of a storage or distribution medium does not bring the other
work under the scope of this License.

3) You may copy and distribute the Program (or a work based on it, under Section 2) in object code or

executable form under the terms of Sections 1 and 2 above provided that you also do one of the following:

a) Accompany it with the complete corresponding machine-readable source code, which must be distributed
under the terms of Sections 1 and 2 above on a medium customarily used for software interchange; or,

b) Accompany it with a written offer, valid for at least three years, to give any third party, for a charge no

more than your cost of physically performing source distribution, a complete machine-readable copy of
the corresponding source code, to be distributed under the terms of Sections 1 and 2 above on a medium
customarily used for software interchange; or,

Accompany it with the information you received as to the offer to distribute corresponding source code.
(This alternative is allowed only for noncommercial distribution and only if you received the program in
object code or executable form with such an offer, in accord with Subsection b above.)

The source code for a work means the preferred form of the work for making modifications to it. For an
executable work, complete source code means all the source code for all modules it contains, plus any
associated interface definition files, plus the scripts used to control compilation and installation of the
executable. However, as a special exception, the source code distributed need not include anything that
is normally distributed (in either source or binary form) with the major components (compiler, kernel, and
so on) of the operating system on which the executable runs, unless that component itself accompanies
the executable.

If distribution of executable or object code is made by offering access to copy from a designated place,
then offering equivalent access to copy the source code from the same place counts as distribution of the
source code, even though third parties are not compelled to copy the source along with the object code.
You may not copy, modify, sublicense, or distribute the Program except as expressly provided under this
License. Any attempt otherwise to copy, modify, sublicense or distribute the Program is void, and will
automatically terminate your rights under this License. However, parties who have received copies, or rights,
from you under this License will not have their licenses terminated so long as such parties remain in full
compliance.

You are not required to accept this License, since you have not signed it. However, nothing else grants you
permission to modify or distribute the Program or its derivative works. These actions are prohibited by law if
you do not accept this License. Therefore, by modifying or distributing the Program (or any work based on
the Program), you indicate your acceptance of this License to do so, and all its terms and conditions for
copying, distributing or modifying the Program or works based on it.

Each time you redistribute the Program (or any work based on the Program), the recipient automatically
receives a license from the original licensor to copy, distribute or modify the Program subject to these terms
and conditions. You may not impose any further restrictions on the recipients’ exercise of the rights granted
herein. You are not responsible for enforcing compliance by third parties to this License.

If, as a consequence of a court judgment or allegation of patent infringement or for any other reason (not
limited to patent issues), conditions are imposed on you (whether by court order, agreement or otherwise)
that contradict the conditions of this License, they do not excuse you from the conditions of this License.

If you cannot distribute so as to satisfy simultaneously your obligations under this License and any other
pertinent obligations, then as a consequence you may not distribute the Program at all. For example, if a
patent license would not permit royalty-free redistribution of the Program by all those who receive copies
directly or indirectly through you, then the only way you could satisfy both it and this License would be to
refrain entirely from distribution of the Program.

If any portion of this section is held invalid or unenforceable under any particular circumstance, the balance
of the section is intended to apply and the section as a whole is intended to apply in other circumstances. It
is not the purpose of this section to induce you to infringe any patents or other property right claims or to
contest validity of any such claims; this section has the sole purpose of protecting the integrity of the free
software distribution system, which is implemented by public license practices. Many people have made
generous contributions to the wide range of software distributed through that system in reliance on
consistent application of that system; it is up to the author/donor to decide if he or she is willing to distribute
software through any other system and a licensee cannot impose that choice.

This section is intended to make thoroughly clear what is believed to be a consequence of the rest of this
License.
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8) If the distribution and/or use of the Program is restricted in certain countries either by patents or by

copyrighted interfaces, the original copyright holder who places the Program under this License may add an

explicit geographical distribution limitation excluding those countries, so that distribution is permitted only in

or among countries not thus excluded. In such case, this License incorporates the limitation as if written in

the body of this License.

The Free Software Foundation may publish revised and/or new versions of the General Public License from

time to time. Such new versions will be similar in spirit to the present version, but may differ in detail to

address new problems or concerns.

Each version is given a distinguishing version number. If the Program specifies a version number of this

License which applies to it and “any later version”, you have the option of following the terms and conditions

either of that version or of any later version published by the Free Software Foundation.

If the Program does not specify a version number of this License, you may choose any version ever

published by the Free Software Foundation.

10)If you wish to incorporate parts of the Program into other free programs whose distribution conditions are
different, write to the author to ask for permission. For software which is copyrighted by the Free Software
Foundation, write to the Free Software Foundation; we sometimes make exceptions for this. Our decision
will be guided by the two goals of preserving the free status of all derivatives of our free software and of
promoting the sharing and reuse of software generally.

9

-

NO WARRANTY

11) BECAUSE THE PROGRAM IS LICENSED FREE OF CHARGE, THERE IS NO WARRANTY FOR THE
PROGRAM, TO THE EXTENT PERMITTED BY APPLICABLE LAW. EXCEPT WHEN OTHERWISE
STATED IN WRITING THE COPYRIGHT HOLDERS AND/OR OTHER PARTIES PROVIDE THE
PROGRAM “AS IS” WITHOUT WARRANTY OF ANY KIND, EITHER EXPRESSED OR IMPLIED,
INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND
FITNESS FOR A PARTICULAR PURPOSE. THE ENTIRE RISK AS TO THE QUALITY AND
PERFORMANCE OF THE PROGRAM IS WITH YOU. SHOULD THE PROGRAM PROVE DEFECTIVE,
YOU ASSUME THE COST OF ALL NECESSARY SERVICING, REPAIR OR CORRECTION.

IN NO EVENT UNLESS REQUIRED BY APPLICABLE LAW OR AGREED TO IN WRITING WILL ANY
COPYRIGHT HOLDER, OR ANY OTHER PARTY WHO MAY MODIFY AND/OR REDISTRIBUTE THE
PROGRAM AS PERMITTED ABOVE, BE LIABLE TO YOU FOR DAMAGES, INCLUDING ANY GENERAL,
SPECIAL, INCIDENTAL OR CONSEQUENTIAL DAMAGES ARISING OUT OF THE USE OR INABILITY
TO USE THE PROGRAM (INCLUDING BUT NOT LIMITED TO LOSS OF DATA OR DATA BEING
RENDERED INACCURATE OR LOSSES SUSTAINED BY YOU OR THIRD PARTIES OR A FAILURE OF
THE PROGRAM TO OPERATE WITH ANY OTHER PROGRAMS), EVEN IF SUCH HOLDER OR OTHER
PARTY HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES.

END OF TERMS AND CONDITIONS

12

-

How to Apply These Terms to Your New Programs
If you develop a new program, and you want it to be of the greatest possible use to the public, the best way to
achieve this is to make it free software which everyone can redistribute and change under these terms.

To do so, attach the following notices to the program. It is safest to attach them to the start of each source file to
most effectively convey the exclusion of warranty; and each file should have at least the “copyright” line and a
pointer to where the full notice is found.

<one line to give the program's name and a brief idea of what it does.>
Copyright (C) <year> <name of author>

This program is free software; you can redistribute it and/or modify it under the terms of the GNU General
Public License as published by the Free Software Foundation; either version 2 of the License, or(at your
option) any later version.

This program is distributed in the hope that it will be useful, but WITHOUT ANY WARRANTY; without even
the implied warranty of MERCHANTABILITY or FITNESS FOR A PARTICULAR PURPOSE.
See the GNU General Public License for more details.

You should have received a copy of the GNU General Public License along with this program; if not, write to
the Free Software Foundation, Inc., 51 Franklin St, Fifth Floor, Boston, MA 02110-1301 USA.

Also add information on how to contact you by electronic and paper mail.

If the program is interactive, make it output a short notice like this when it starts in an interactive mode:

Gnomovision version 69, Copyright (C) year name of author Gnomovision comes with ABSOLUTELY NO
WARRANTY; for details type ‘show w'.

This is free software, and you are welcome to redistribute it under certain conditions; type ‘show c’ for
details.

The hypothetical commands ‘show w’ and ‘show ¢’ should show the appropriate parts of the General Public
License. Of course, the commands you use may be called something other than ‘show w’ and ‘show c’; they
could even be mouse-clicks or menu items--whatever suits your program.
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You should also get your employer (if you work as a programmer) or your school, if any, to sign a “copyright
disclaimer” for the program, if necessary. Here is a sample; alter the names:

Yoyodyne, Inc., hereby disclaims all copyright interest in the program ‘Gnomovision’ (which makes passes at
compilers) written by James Hacker.

<signature of Ty Coon>, 1 April 1989

Ty Coon, President of Vice

This General Public License does not permit incorporating your program into proprietary programs.

If your program is a subroutine library, you may consider it more useful to permit linking proprietary applications
with the library. If this is what you want to do, use the GNU Lesser General Public License instead of this
License

Apache Software License
Version 1.1

Copyright (c) 2000 The Apache Software Foundation. All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted provided that the
following conditions are met:

1

-

Redistributions of source code must retain the above copyright notice, this list of conditions and the following

disclaimer.

Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the

following disclaimer in the documentation and/or other materials provided with the distribution.

3) The end-user documentation included with the redistribution, if any, must include the following
acknowledgment: “This product includes software developed by the Apache Software Foundation
(http://www.apache.org/).”

Alternately, this acknowledgment may appear in the software itself, if and wherever such third-party
acknowledgments normally appear.

4) The names “Apache” and “Apache Software Foundation” must not be used to endorse or promote products

derived from this software without prior written permission. For written permission, please contact

apache@apache.org.

Products derived from this software may not be called “Apache”, nor may “Apache” appear in their name,

without prior written permission of the Apache Software Foundation.

2

-

5

-

THIS SOFTWARE IS PROVIDED “AS IS” AND ANY EXPRESSED OR IMPLIED WARRANTIES, INCLUDING,
BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A
PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE APACHE SOFTWARE
FOUNDATION OR ITS CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL,
EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF
SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; OR BUSINESS
INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN CONTRACT,
STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF
THE USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

This software consists of voluntary contributions made by many individuals on behalf of the Apache Software
Foundation. For more information on the Apache Software Foundation, please see <http://www.apache.org/>.

Portions of this software are based upon public domain software originally written at the National Center for
Supercomputing Applications, University of lllinois, Urbana-Champaign.

Apache License
Version 2.0, January 2004
http://www.apache.org/licenses/

TERMS AND CONDITIONS FOR USE, REPRODUCTION, AND DISTRIBUTION

1. Definitions.
“License” shall mean the terms and conditions for use, reproduction, and distribution as defined by Sections 1
through 9 of this document.

“Licensor” shall mean the copyright owner or entity authorized by the copyright owner that is granting the
License.

“Legal Entity” shall mean the union of the acting entity and all other entities that control, are controlled by, or are
under common control with that entity. For the purposes of this definition, “control” means (i) the power, direct or
indirect, to cause the direction or management of such entity, whether by contract or

otherwise, or (ii) ownership of fifty percent (50%) or more of the outstanding shares, or (iii) beneficial ownership
of such entity. “You” (or “Your”) shall mean an individual or Legal Entity exercising permissions granted by this
License. “Source” form shall mean the preferred form for making modifications, including but not limited to
software source code, documentation source, and configuration files.
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“Object” form shall mean any form resulting from mechanical transformation or translation of a Source form,
including but not limited to compiled object code, generated documentation, and conversions to other media

types.

“Work” shall mean the work of authorship, whether in Source or Object form, made available under the License,
as indicated by a copyright notice that is included in or attached to the work (an example is provided in the
Appendix below).

“Derivative Works” shall mean any work, whether in Source or Object form, that is based on (or derived from)
the Work and for which the editorial revisions, annotations, elaborations, or other modifications represent, as a
whole, an original work of authorship. For the purposes of this License, Derivative Works shall not include works
that remain separable from, or merely link (or bind by name) to the interfaces of, the Work and Derivative Works
thereof.

“Contribution” shall mean any work of authorship, including the original version of the Work and any
modifications or additions to that Work or Derivative Works thereof, that is intentionally submitted to Licensor for
inclusion in the Work by the copyright owner or by an individual or Legal Entity authorized to submit on behalf of
the copyright owner. For the purposes of this definition, “submitted” means any form of electronic, verbal, or
written communication sent to the Licensor or its representatives, including but not limited to communication on
electronic mailing lists, source code control systems, and issue tracking systems that are managed by, or on
behalf of, the Licensor for the purpose of discussing and improving the Work, but excluding communication that
is conspicuously marked or otherwise designated in writing by the copyright owner as “Not a Contribution.”

“Contributor” shall mean Licensor and any individual or Legal Entity on behalf of whom a Contribution has been
received by Licensor and subsequently incorporated within the Work.

2. Grant of Copyright License.

Subject to the terms and conditions of this License, each Contributor hereby grants to You a perpetual,
worldwide, non-exclusive, no-charge, royalty-free, irrevocable copyright license to reproduce, prepare Derivative
Works of, publicly display, publicly perform, sublicense, and distribute the Work and such Derivative Works in
Source or Object form.

3. Grant of Patent License.

Subject to the terms and conditions of this License, each Contributor hereby grants to You a perpetual,
worldwide, non-exclusive, no-charge, royalty-free, irrevocable (except as stated in this section) patent license to
make, have made, use, offer to sell, sell, import, and otherwise transfer the Work, where such license applies
only to those patent claims licensable by such Contributor that are necessarily infringed by their Contribution(s)
alone or by combination of their Contribution(s) with the Work to which such Contribution(s) was submitted. If
You institute patent litigation against any entity (including a cross-claim or counterclaim in a lawsuit) alleging
that the Work or a Contribution incorporated within the Work constitutes direct or contributory patent
infringement, then any patent licenses granted to You under this License for that Work shall terminate as of the
date such litigation is filed.

4. Redistribution.
You may reproduce and distribute copies of the Work or Derivative Works thereof in any medium, with or
without modifications, and in Source or Object form, provided that You meet the following conditions:

(a) You must give any other recipients of the Work or Derivative Works a copy of this License; and
(b) You must cause any modified files to carry prominent notices stating that You changed the files; and

(c) You must retain, in the Source form of any Derivative Works that You distribute, all copyright, patent,
trademark, and attribution notices from the Source form of the Work, excluding those notices that do not pertain
to any part of the Derivative Works; and

(d) If the Work includes a “NOTICE” text file as part of its distribution, then any Derivative Works that You
distribute must include a readable copy of the attribution notices contained within such NOTICE file, excluding
those notices that do not pertain to any part of the Derivative Works, in at least one of the following places:
within a NOTICE text file distributed as part of the Derivative Works; within the Source form or documentation, if
provided along with the Derivative Works; or, within a display generated by the Derivative Works, if and
wherever such third-party notices normally appear. The contents of the NOTICE file are for informational
purposes only and do not modify the License. You may add Your own attribution notices within Derivative Works
that You distribute, alongside or as an addendum to the NOTICE text from the Work, provided that such
additional attribution notices cannot be construed as modifying the License.

You may add Your own copyright statement to Your modifications and provide additional or different license
terms and conditions use, reproduction, or distribution of Your modifications, or any such Derivative Works as a
whole, provided Your use,roduction, and distribution of the Work otherwise complies with the conditions stated
in this License.

160

© SAMSUNG Electronics Co., Ltd.



OfficeServ NMS User Guide

5. Submission of Contributions.

Unless You explicitly state otherwise, Contribution intentionally submitted for inclusion in the Work by You to the
Licensor shall be under the terms and conditions of this License, without any additional terms or conditions.
Notwithstanding the above, nothing herein shall supersede or modify the terms of any separate license
agreement you may have executed with Licensor regarding such Contributions.

6. Trademarks.

This License does not grant permission to use the trade names, trademarks, service marks, or product names
of the Licensor, except as required for reasonable and customary use in describing the origin of the Work and
reproducing the content of the NOTICE file.

7. Disclaimer of Warranty.

Unless required by applicable law or agreed to in writing, Licensor provides the Work (and each Contributor
provides its Contributions) on an “AS I1S” BASIS, WITHOUT WARRANTIES OR CONDITIONS OF ANY KIND,
either express or implied, including, without limitation, any warranties or conditions of TITLE, NON-
INFRINGEMENT, MERCHANTABILITY, or FITNESS FOR A PARTICULAR PURPOSE. You are solely
responsible for determining the appropriateness of using or redistributing the Work and assume any risks
associated with Your exercise of permissions under this License.

8. Limitation of Liability.

In no event and under no legal theory, whether in tort (including negligence), contract, or otherwise, unless
required by applicable law (such as deliberate and grossly negligent acts) or agreed to in writing, shall any
Contributor be liable to You for damages, including any direct, indirect, special, incidental, or consequential
damages of any character arising as a result of this License or out of the use or inability to use the Work
(including but not limited to damages for loss of goodwill, work stoppage, computer failure or malfunction, or any
and all other commercial damages or losses), even if such Contributor has been advised of the possibility of
such damages.

9. Accepting Warranty or Additional Liability.

While redistributing the Work or Derivative Works thereof, You may choose to offer, and charge a fee for,
acceptance of support, warranty, indemnity, or other liability obligations and/or rights consistent with this
License. However, in accepting such obligations, You may act only on Your own behalf and on Your sole
responsibility, not on behalf of any other Contributor, and only if You agree to indemnify, defend, and hold each
Contributor harmless for any liability incurred by, or claims asserted against, such Contributor by reason of your
accepting any such warranty or additional liability.

END OF TERMS AND CONDITIONS
APPENDIX: How to apply the Apache License to your work.

To apply the Apache License to your work, attach the following boilerplate notice, with the fields enclosed by
brackets “[ ]” replaced with your own identifying information. (Don't include the brackets!) The text should be
enclosed in the appropriate comment syntax for the file format. We also recommend that a file or class name
and description of purpose be included on the same “printed page” as the copyright notice for easier
identification within third-party archives.

Copyright [yyyy] [name of copyright owner]

Licensed under the Apache License, Version 2.0 (the “License”); you may not use this file except in
compliance with the License. You may obtain a copy of the License at

http://www.apache.org/licenses/LICENSE-2.0

Unless required by applicable law or agreed to in writing, software distributed under the License is
distributed on an “AS IS” BASIS, WITHOUT WARRANTIES OR CONDITIONS OF ANY KIND, either
express or implied. See the License for the specific language governing permissions and limitations under
the License.

BSD License
Copyright (c) <YEAR>, <OWNER>
All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted provided that the
following conditions are met:

- Redistributions of source code must retain the above copyright notice, this list of conditions and the following

disclaimer.

- Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the
following disclaimer in the documentation and/or other materials provided with the distribution.

- Neither the name of the <ORGANIZATION> nor the names of its contributors may be used to endorse or
promote products derived from this software without specific prior written permission.
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THIS SOFTWARE IS PROVIDED BY THE COPYRIGHT HOLDERS AND CONTRIBUTORS “AS IS” AND ANY
EXPRESS OR IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES
OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT
SHALL THE COPYRIGHT OWNER OR CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT,
INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT NOT LIMITED
TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; OR
BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN
CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY
WAY OUT OF THE USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH
DAMAGE.

COMMON DEVELOPMENT AND DISTRIBUTION LICENSE (CDDL) Version 1.0
Definitions.

1.1. “Contributor” means each individual or entity that creates or contributes to the creation of Modifications.
1.2. “Contributor Version” means the combination of the Original Software, prior Modifications used by a
Contributor (if any), and the Modifications made by that particular Contributor.

1.3. “Covered Software” means (a) the Original Software, or (b) Modifications, or (c) the combination of files
containing Original Software with files containing Modifications, in each case including portions thereof.

1.4. “Executable” means the Covered Software in any form other than Source Code.

1.5. “Initial Developer” means the individual or entity that first makes Original Software available under this
License.

1.6. “Larger Work” means a work which combines Covered Software or portions thereof with code not governed
by the terms of this License.

1.7. “License” means this document.

1.8. “Licensable” means having the right to grant, to the maximum extent possible, whether at the time of the
initial grant or subsequently acquired, any and all of the rights conveyed herein.

1.9. “Modifications” means the Source Code and Executable form of any of the following:

A. Any file that results from an addition to, deletion from or modification of the contents of a file containing
Original Software or previous Modifications;

B. Any new file that contains any part of the Original Software or previous Modification; or

C. Any new file that is contributed or otherwise made available under the terms of this License.

1.10. “Original Software” means the Source Code and Executable form of computer software code that is
originally released under this License.

1.11. “Patent Claims” means any patent claim(s), now owned or hereafter acquired, including without limitation,
method, process, and apparatus claims, in any patent Licensable by grantor.

1.12. “Source Code” means (a) the common form of computer software code in which modifications are made
and (b) associated documentation included in or with such code.

1.13. “You” (or “Your”) means an individual or a legal entity exercising rights under, and complying with all of the
terms of, this License. For legal entities, “You” includes any entity which controls, is controlled by, or is under
common control with You. For purposes of this definition, “control” means (a) the power, direct or indirect, to
cause the direction or management of such entity, whether by contract or otherwise, or (b) ownership of more
than fifty percent (50%) of the outstanding shares or beneficial ownership of such entity.

License Grants.

2.1. The Initial Developer Grant.

Conditioned upon Your compliance with Section 3.1 below and subject to third party intellectual property claims,
the Initial Developer hereby grants You a world-wide, royalty-free, non-exclusive license:

(a) under intellectual property rights (other than patent or trademark) Licensable by Initial Developer, to use,
reproduce, modify, display, perform, sublicense and distribute the Original Software (or portions thereof), with or
without Modifications, and/or as part of a Larger Work; and

(b) under Patent Claims infringed by the making, using or selling of Original Software, to make, have made, use,
practice, sell, and offer for sale, and/or otherwise dispose of the Original Software (or portions thereof).

(c) The licenses granted in Sections 2.1(a) and (b) are effective on the date Initial Developer first distributes or
otherwise makes the Original Software available to a third party under the terms of this License.

(d) Notwithstanding Section 2.1(b) above, no patent license is granted: (1) for code that You delete from the
Original Software, or (2) for infringements caused by: (i) the modification of the Original Software, or (ii) the
combination of the Original Software with other software or devices.

2.2. Contributor Grant.

Conditioned upon Your compliance with Section 3.1 below and subject to third party intellectual property claims,
each Contributor hereby grants You a world-wide, royalty-free, non-exclusive license:

(a) under intellectual property rights (other than patent or trademark) Licensable by Contributor to use,
reproduce, modify, display, perform, sublicense and distribute the Modifications created by such Contributor (or
portions thereof), either on an unmodified basis, with other Modifications, as Covered Software and/or as part of
a Larger Work; and

(b) under Patent Claims infringed by the making, using, or selling of Modifications made by that Contributor
either alone and/or in combination with its Contributor Version (or portions of such combination), to make, use,
sell, offer for sale, have made, and/or otherwise dispose of: (1) Modifications made by that Contributor (or
portions thereof); and (2) the combination of Modifications made by that Contributor with its Contributor Version
(or portions of such combination).
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(c) The licenses granted in Sections 2.2(a) and 2.2(b) are effective on the date Contributor first distributes or
otherwise makes the Modifications available to a third party.

(d) Notwithstanding Section 2.2(b) above, no patent license is granted: (1) for any code that Contributor has
deleted from the Contributor Version; (2) for infringements caused by: (i) third party modifications of Contributor
Version, or (ii) the combination of Modifications made by that Contributor with other software (except as part of
the Contributor Version) or other devices; or (3) under Patent Claims infringed by Covered Software in the
absence of Modifications made by that Contributor.

Distribution Obligations.

3.1. Availability of Source Code.

Any Covered Software that You distribute or otherwise make available in Executable form must also be made
available in Source Code form and that Source Code form must be distributed only under the terms of this
License. You must include a copy of this License with every copy of the Source Code form of the Covered
Software You distribute or otherwise make available. You must inform recipients of any such Covered Software
in Executable form as to how they can obtain such Covered Software in Source Code form in a reasonable
manner on or through a medium customarily used for software exchange.

3.2. Modifications.

The Modifications that You create or to which You contribute are governed by the terms of this License. You
represent that You believe Your Modifications are Your original creation(s) and/or You have sufficient rights to
grant the rights conveyed by this License.

3.3. Required Notices.

You must include a notice in each of Your Modifications that identifies You as the Contributor of the Modification.
You may not remove or alter any copyright, patent or trademark notices contained within the Covered Software,
or any notices of licensing or any descriptive text giving attribution to any Contributor or the Initial Developer.
3.4. Application of Additional Terms.

You may not offer or impose any terms on any Covered Software in Source Code form that alters or restricts the
applicable version of this License or the recipients rights hereunder. You may choose to offer, and to charge a
fee for, warranty, support, indemnity or liability obligations to one or more recipients of Covered Software.
However, you may do so only on Your own behalf, and not on behalf of the Initial Developer or any Contributor.
You must make it absolutely clear that any such warranty, support, indemnity or liability obligation is offered by
You alone, and You hereby agree to indemnify the Initial Developer and every Contributor for any liability
incurred by the Initial Developer or such Contributor as a result of warranty, support, indemnity or liability terms
You offer.

3.5. Distribution of Executable Versions.

You may distribute the Executable form of the Covered Software under the terms of this License or under the
terms of a license of Your choice, which may contain terms different from this License, provided that You are in
compliance with the terms of this License and that the license for the Executable form does not attempt to limit
or alter the recipient's rights in the Source Code form from the rights set forth in this License. If You distribute
the Covered Software in Executable form under a different license, You must make it absolutely clear that any
terms which differ from this License are offered by You alone, not by the Initial Developer or Contributor. You
hereby agree to indemnify the Initial Developer and every Contributor for any liability incurred by the Initial
Developer or such Contributor as a result of any such terms You offer.

3.6. Larger Works.

You may create a Larger Work by combining Covered Software with other code not governed by the terms of
this License and distribute the Larger Work as a single product. In such a case, You must make sure the
requirements of this License are fulfilled for the Covered Software.

Versions of the License.

4.1. New Versions.

Sun Microsystems, Inc. is the initial license steward and may publish revised and/or new versions of this
License from time to time. Each version will be given a distinguishing version number. Except as provided in
Section 4.3, no one other than the license steward has the right to modify this License.

4.2. Effect of New Versions.

You may always continue to use, distribute or otherwise make the Covered Software available under the terms
of the version of the License under which You originally received the Covered Software. If the Initial Developer
includes a notice in the Original Software prohibiting it from being distributed or otherwise made available under
any subsequent version of the License, You must distribute and make the Covered Software available under the
terms of the version of the License under which You originally received the Covered Software. Otherwise, You
may also choose to use, distribute or otherwise make the Covered Software available under the terms of any
subsequent version of the License published by the license steward.

4.3. Modified Versions.

When You are an Initial Developer and You want to create a new license for Your Original Software, You may
create and use a modified version of this License if You: (a) rename the license and remove any references to
the name of the license steward (except to note that the license differs from this License); and (b) otherwise
make it clear that the license contains terms which differ from this License.
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DISCLAIMER OF WARRANTY.

COVERED SOFTWARE IS PROVIDED UNDER THIS LICENSE ON AN “AS IS” BASIS, WITHOUT
WARRANTY OF ANY KIND, EITHER EXPRESSED OR IMPLIED, INCLUDING, WITHOUT LIMITATION,
WARRANTIES THAT THE COVERED SOFTWARE IS FREE OF DEFECTS, MERCHANTABLE, FIT FOR A
PARTICULAR PURPOSE OR NON-INFRINGING. THE ENTIRE RISK AS TO THE QUALITY AND
PERFORMANCE OF THE COVERED SOFTWARE IS WITH YOU. SHOULD ANY COVERED SOFTWARE
PROVE DEFECTIVE IN ANY RESPECT, YOU (NOT THE INITIAL DEVELOPER OR ANY OTHER
CONTRIBUTOR) ASSUME THE COST OF ANY NECESSARY SERVICING, REPAIR OR CORRECTION.
THIS DISCLAIMER OF WARRANTY CONSTITUTES AN ESSENTIAL PART OF THIS LICENSE. NO USE OF
ANY COVERED SOFTWARE IS AUTHORIZED HEREUNDER EXCEPT UNDER THIS DISCLAIMER.

TERMINATION.

6.1. This License and the rights granted hereunder will terminate automatically if You fail to comply with terms
herein and fail to cure such breach within 30 days of becoming aware of the breach. Provisions which, by their
nature, must remain in effect beyond the termination of this License shall survive.

6.2. If You assert a patent infringement claim (excluding declaratory judgment actions) against Initial Developer
or a Contributor (the Initial Developer or Contributor against whom You assert such claim is referred to as
“Participant”) alleging that the Participant Software (meaning the Contributor Version where the Participant is a
Contributor or the Original Software where the Participant is the Initial Developer) directly or indirectly infringes
any patent, then any and all rights granted directly or indirectly to You by such Participant, the Initial Developer
(if the Initial Developer is not the Participant) and all Contributors under Sections 2.1 and/or 2.2 of this License
shall, upon 60 days notice from Participant terminate prospectively and automatically at the expiration of such
60 day notice period, unless if within such 60 day period You withdraw Your claim with respect to the Participant
Software against such Participant either unilaterally or pursuant to a written agreement with Participant.

6.3. In the event of termination under Sections 6.1 or 6.2 above, all end user licenses that have been validly
granted by You or any distributor hereunder prior to termination (excluding licenses granted to You by any
distributor) shall survive termination.

LIMITATION OF LIABILITY.

UNDER NO CIRCUMSTANCES AND UNDER NO LEGAL THEORY, WHETHER TORT (INCLUDING
NEGLIGENCE), CONTRACT, OR OTHERWISE, SHALL YOU, THE INITIAL DEVELOPER, ANY OTHER
CONTRIBUTOR, OR ANY DISTRIBUTOR OF COVERED SOFTWARE, OR ANY SUPPLIER OF ANY OF
SUCH PARTIES, BE LIABLE TO ANY PERSON FOR ANY INDIRECT, SPECIAL, INCIDENTAL, OR
CONSEQUENTIAL DAMAGES OF ANY CHARACTER INCLUDING, WITHOUT LIMITATION, DAMAGES FOR
LOST PROFITS, LOSS OF GOODWILL, WORK STOPPAGE, COMPUTER FAILURE OR MALFUNCTION, OR
ANY AND ALL OTHER COMMERCIAL DAMAGES OR LOSSES, EVEN IF SUCH PARTY SHALL HAVE BEEN
INFORMED OF THE POSSIBILITY OF SUCH DAMAGES. THIS LIMITATION OF LIABILITY SHALL NOT
APPLY TO LIABILITY FOR DEATH OR PERSONAL INJURY RESULTING FROM SUCH PARTY'S
NEGLIGENCE TO THE EXTENT APPLICABLE LAW PROHIBITS SUCH LIMITATION. SOME
JURISDICTIONS DO NOT ALLOW THE EXCLUSION OR LIMITATION OF INCIDENTAL OR
CONSEQUENTIAL DAMAGES, SO THIS EXCLUSION AND LIMITATION MAY NOT APPLY TO YOU.

U.S. GOVERNMENT END USERS.

The Covered Software is a “commercial item,” as that term is defined in 48 C.F.R. 2.101 (Oct. 1995), consisting
of “commercial computer software” (as that term is defined at 48 C.F.R. 252.227-7014(a)(1)) and “commercial
computer software documentation” as such terms are used in 48 C.F.R. 12.212 (Sept. 1995). Consistent with 48
C.F.R. 12.212 and 48 C.F.R. 227.7202-1 through 227.7202-4 (June 1995), all U.S. Government End Users
acquire Covered Software with only those rights set forth herein. This U.S. Government Rights clause is in lieu
of, and supersedes, any other FAR, DFAR, or other clause or provision that addresses Government rights in
computer software under this License.

MISCELLANEOUS.

This License represents the complete agreement concerning subject matter hereof. If any provision of this
License is held to be unenforceable, such provision shall be reformed only to the extent necessary to make it
enforceable. This License shall be governed by the law of the jurisdiction specified in a notice contained within
the Original Software (except to the extent applicable law, if any, provides otherwise), excluding such
jurisdiction's conflict-of-law provisions. Any litigation relating to this License shall be subject to the jurisdiction of
the courts located in the jurisdiction and venue specified in a notice contained within the Original Software, with
the losing party responsible for costs, including, without limitation, court costs and reasonable attorneys' fees
and expenses. The application of the United Nations Convention on Contracts for the International Sale of
Goods is expressly excluded. Any law or regulation which provides that the language of a contract shall be
construed against the drafter shall not apply to this License. You agree that You alone are responsible for
compliance with the United States export administration regulations (and the export control laws and regulation
of any other countries) when You use, distribute or otherwise make available any Covered Software.

164

© SAMSUNG Electronics Co., Ltd.



OfficeServ NMS User Guide

RESPONSIBILITY FOR CLAIMS.

As between Initial Developer and the Contributors, each party is responsible for claims and damages arising,
directly or indirectly, out of its utilization of rights under this License and You agree to work with Initial Developer
and Contributors to distribute such responsibility on an equitable basis. Nothing herein is intended or shall be
deemed to constitute any admission of liability.

Creative Commons Public Domain Dedication

Copyright-Only Dedication (based on United States law) or Public Domain Certification

The person or persons who have associated work with this document (the “Dedicator” or “Certifier”) hereby
either

certifies that, to the best of his knowledge, the work of authorship identified is in the public domain of the country
from which the work is published, or

hereby dedicates whatever copyright the dedicators holds in the work of authorship identified below (the “Work”)
to the public domain.

A certifier, moreover, dedicates any copyright interest he may have in the associated work, and for these
purposes, is described as a “dedicator” below.

A certifier has taken reasonable steps to verify the copyright status of this work. Certifier recognizes that his
good faith efforts may not shield him from liability if in fact the work certified is not in the public domain.
Dedicator makes this dedication for the benefit of the public at large and to the detriment of the Dedicator's heirs
and successors. Dedicator intends this dedication to be an overt act of relinquishment in perpetuity of all present
and future rights under copyright law, whether vested or contingent, in the Work. Dedicator understands that
such relinquishment of all rights includes the relinquishment of all rights to enforce (by lawsuit or otherwise)
those copyrights in the Work.

Dedicator recognizes that, once placed in the public domain, the Work may be freely reproduced, distributed,
transmitted, used, modified, built upon, or otherwise exploited by anyone for any purpose, commercial or non-
commercial, and in any way, including by methods that have not yet been invented or conceived.

Cryptix General License

Copyright (c) 1995-2004 The Cryptix Foundation Limited. All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted provided that the
following conditions are met:

Redistributions of source code must retain the copyright notice, this list of conditions and the following
disclaimer.

Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the following
disclaimer in the documentation and/or other materials provided with the distribution.

THIS SOFTWARE IS PROVIDED BY THE CRYPTIX FOUNDATION LIMITED AND CONTRIBUTORS “AS IS"
AND ANY EXPRESS OR IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED
WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED.
IN NO EVENT SHALL THE CRYPTIX FOUNDATION LIMITED OR CONTRIBUTORS BE LIABLE FOR ANY
DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING,
BUT NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA,
OR PROFITS; OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY,
WHETHER IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE)
ARISING IN ANY WAY OUT OF THE USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY
OF SUCH DAMAGE.

jaxen License

Copyright 2003 (C) The Werken Company. All Rights Reserved.

Redistribution and use of this software and associated documentation (“Software”), with or without modification,
are permitted provided that the following conditions are met:

Redistributions of source code must retain copyright statements and notices. Redistributions must also contain
a copy of this document.

Redistributions in binary form must reproduce the above copyright notice, this list of conditions and the following
disclaimer in the documentation and/or other materials provided with the distribution.

The name “jaxen” must not be used to endorse or promote products derived from this Software without prior
written permission of The Werken Company. For written permission, please contact bob@werken.com.
Products derived from this Software may not be called “jaxen” nor may “jaxen” appear in their names without
prior written permission of The Werken Company. “jaxen” is a registered trademark of The Werken Company.
Due credit should be given to The Werken Company. (http://jaxen.werken.com/).

THIS SOFTWARE IS PROVIDED BY THE WERKEN COMPANY AND CONTRIBUTORS “AS IS” AND ANY
EXPRESSED OR IMPLIED WARRANTIES, INCLUDING, BUT NOT LIMITED TO, THE IMPLIED
WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE ARE DISCLAIMED.
IN NO EVENT SHALL THE WERKEN COMPANY OR ITS CONTRIBUTORS BE LIABLE FOR ANY DIRECT,
INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT
NOT LIMITED TO, PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR
PROFITS; OR BUSINESS INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY,
WHETHER IN CONTRACT, STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE)
ARISING IN ANY WAY OUT OF THE USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY
OF SUCH DAMAGE.
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jdom License

Copyright (C) 2000-2004 Jason Hunter & Brett McLaughlin.

All rights reserved.

Redistribution and use in source and binary forms, with or without modification, are permitted provided that the
following conditions are met:

Redistributions of source code must retain the above copyright notice, this list of conditions, and the following
disclaimer.

Redistributions in binary form must reproduce the above copyright notice, this list of conditions, and the
disclaimer that follows these conditions in the documentation and/or other materials provided with the
distribution.

The name “JDOM” must not be used to endorse or promote products derived from this software without prior
written permission. For written permission, please contact {request_AT_jdom_DOT_org}.

Products derived from this software may not be called “JDOM”, nor may “JDOM” appear in their name, without
prior written permission from the JDOM Project Management {request_AT_jdom_DOT_org}.

In addition, we request (but do not require) that you include in the end-user documentation provided with the
redistribution and/or in the software itself an acknowledgement equivalent to the following:

“This product includes software developed by the JDOM Project (http://www.jdom.org/).”

Alternatively, the acknowledgment may be graphical using the logos available at
http://www.jdom.org/images/logos.

THIS SOFTWARE IS PROVIDED “AS IS” AND ANY EXPRESSED OR IMPLIED WARRANTIES, INCLUDING,
BUT NOT LIMITED TO, THE IMPLIED WARRANTIES OF MERCHANTABILITY AND FITNESS FOR A
PARTICULAR PURPOSE ARE DISCLAIMED. IN NO EVENT SHALL THE JDOM AUTHORS OR THE
PROJECT CONTRIBUTORS BE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL,
EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING, BUT NOT LIMITED TO, PROCUREMENT OF
SUBSTITUTE GOODS OR SERVICES; LOSS OF USE, DATA, OR PROFITS; OR BUSINESS
INTERRUPTION) HOWEVER CAUSED AND ON ANY THEORY OF LIABILITY, WHETHER IN CONTRACT,
STRICT LIABILITY, OR TORT (INCLUDING NEGLIGENCE OR OTHERWISE) ARISING IN ANY WAY OUT OF
THE USE OF THIS SOFTWARE, EVEN IF ADVISED OF THE POSSIBILITY OF SUCH DAMAGE.

License of SACK

COPYRIGHT AND PERMISSION NOTICE for Simple AJAX Code Kit (SACK).
Copyright © 2005 Gregory Wild-Smith

Authors Website: http://www.twilightuniverse.com/

All rights reserved.

Permission is hereby granted, free of charge, to any person obtaining a copy of this software and associated
documentation files (the “Software”), to deal in the Software without restriction, including without limitation the
rights to use, copy, modify, merge, publish, distribute, and/or sell copies of the Software, and to permit persons
to whom the Software is furnished to do so, provided that the above copyright notice(s), authors website url, and
this permission notice appear in all copies of the Software and that the above copyright notice(s), authors url,
and this permission notice appear in supporting documentation.

THE SOFTWARE IS PROVIDED “AS IS”, WITHOUT WARRANTY OF ANY KIND, EXPRESS OR IMPLIED,
INCLUDING BUT NOT LIMITED TO THE WARRANTIES OF MERCHANTABILITY, FITNESS FOR A
PARTICULAR PURPOSE AND NONINFRINGEMENT OF THIRD PARTY RIGHTS. IN NO EVENT SHALL THE
COPYRIGHT HOLDER OR HOLDERS INCLUDED IN THIS NOTICE BE LIABLE FOR ANY CLAIM, OR ANY
SPECIAL INDIRECT OR CONSEQUENTIAL DAMAGES, OR ANY DAMAGES WHATSOEVER RESULTING
FROM LOSS OF USE, DATA OR PROFITS, WHETHER IN AN ACTION OF CONTRACT, NEGLIGENCE OR
OTHER TORTIOUS ACTION, ARISING OUT OF OR IN CONNECTION WITH THE USE OR PERFORMANCE
OF THIS SOFTWARE.

Except as contained in this notice, the name of a copyright holder shall not be used in advertising or otherwise
to promote the sale, use or other dealings in this Software without prior written authorization of the copyright
holder.
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ABBREVIATION

AP
B

BRI
C

CPU
D

DID

DISA

DSP
E

EMS
F

FTP
G

GUI

Access Point

Basic Rate Interface

Control Processing Unit

Direct Inward Dialing
Direct Inward System Access
Digital Sinal Processing

Element Management System

File Transfer Protocol

Graphic User Interface
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H

HTTP Hypertext Transfer Protocol
I
ID IDentifier
IMS Internet Multimedia Subsystem
IP Internet Protocol
ISDN Integrated Services Digital Network
ITU-T International Telecommunications Union-Telecommunication

Standardization Sector

LAN Local Area Network

LCR Least Cost Routing

MB Mega Bytes

MGI Media gateway Interface module
MIB Management Information base
MSN Multiple Subscriber Number

NE Network Element

NMS Network Management System
ODD Optical Disc Drive

QoS Quality of Service

SIP Session Initiation Protocol
SNMP Simple Network Management Protocol
SPNet Samsung Private Network
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TCP Transmission Control Protocol
TEPRI T1, E1 and PRI

UDP User Datagram Protocol
VLAN Virtual LAN

\VolP Voice over Internet Protocol

VoWLAN Voice over Wireless LAN

WAN Wide Area Network
WBS Wireless Base Station
WLI Wireless LAN Interface module
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