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Basic Mobile Configuration (1)
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Basic Mobile Configuration (2)
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License Configuration

P

& [DIALOG]License - Detail = @ ==
License kKey Type [SCM Express - Users [~ License Key [-NC W NFF Q- 1ULEGIT -SG5 5G X0E-SUECHYZT)

MAC Address |D00C2aCCECES | License Status [oF (]

Samsung 5IP Phanes |2IZIIII | Samsung Soft Phones |2IIIIII |
ISamsung kobile Phones |2EIIZ| l| Samsung PC Attendants |2EIIZ| |

3rd Party SIP Phones 200 | Analog Phones{Gateway) (200 |

&4 tvailabilitylMaster/Slave) [ves [=] High availabilityActive/Standby) Mo [~]]
Meet-Me Conference Channels | | UMS Channels | |

Total C5TA Applications | | Samsung Operatars | |
Embeded ACD Agent Links | | Communicators{Dezktop) | |
Other CSTA Applications | | | |

SIF Application Channels

1 To use WE VolP, the Samsung Mobile Phones license is required.
©» The license key is set in [CONFIGURATION > Miscellaneous > License] menu.



User Configuration

& IDIALOG! Single Phans User - Changs
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Applicaton User ID i ': ( Extansion Name &0
Aophculion Password e PW anber e
Authentcason User ID 010 Fhone Venticasasy ) .
Authentication Fassword - MALC Agdress [ -
® Address Provate 1P Addinssy |
Profile Login © uG! I Phooe Type [Samzung-i ; 1
Profie Logio Pasccode s Language = .|
I Moblie Phone Numbes 010 ] Uxw Mobile Phone Nunmear " -1
Frosecol Uil - Media 7 -]
LS Connechon e - Pina Aing Typs [ oo -1
A=A Plinay Noge A=A Dusl Registration Enable _-|
YMS Extension Number Moke Maibox Ve <]
URI Type ) DIMF ‘ur‘ f :_!
RECZ833 DTMF Payload 1 Time 2o0e (oM + <]
Department -1 Posisen -1
Send CU Mukbat Service Group Local LI Kumber 1| )
Service Group Local Number Reatriction Pakcy ¥ _:|
Class of Service |* Gatamay Name = -]
Extanision Lock N 2 LDAP DN Numbet { |
account Code Use = Auto Answer by Cliet to Deal Enoble -]
Accept Logn Overside Déznble » Extemnaé Aingback Tone Uss v 0|
HOH Annguncemant 1D _-_ Dizplay Ophon " " vl
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Catee Ring Type Norrve i ON Hook Alarm [ ;_'
Check Regsiration Frotocol Dizable [+] UOM S Media Mode <]

Creating a user for WE VolIP is similar to creating an IP Phone User.
[CONFIGURATION > User > Single Phone User/Multi-Extension Phone]
Phone Type must be set to “Samsung-Mobile-Phone”.

Either Mobile Phone Number or MAC Address must be set.

Mobile Phone Number or MAC Address is used to make the user profile




Mobile Service Options

& [DIALOG]Mabile Service Options - Change = ® =)
User Group [uz1 [~ | 331D SCMETEST
Remote Dial Public IP Address | | Remote Dial Public Port |
Mobile DIS& Number | | Mobile DISA Code | |
Mobile YMS DIS& Number | |
WE Wark Server IP Address | | WE Wark Server Port |8E| |
WE Work Server Public IP Address | | WE Work Server Public Port EX |
WE VolP CID Server IP Address | | WE VolP CID Server Port g0 |
WE WolP CID Server Public 1P | WE wolP CID Server Fublic Port g |
WE Work Server Protocol HTTF IE“ WE WolP CID Server Protocol HTTF IE“
WE aolP CID Server Public Pratocal [HTTP -]
Wwait Call, Later Call [Falze ] WiFi Band [#uta -]
Auto Answer CLI Nomber | | Auto Answer Profile Number | |
Use 3G Call Only [o ] 3G Call Prefix | |
Logo File Path | |
r24G Channel List
Wl cH 1 OcHez dcH 3 [OcH4
W CHS OcHE OecH T OcH &
W] CcH 3 [JcH 10 [JcH 11 [JcH1z
W] CH 13
[ selected &0
r5G Channel List
W] CH 36 ¥ CH a0 W CH a4 W cH as
W] CH 149 [¥] CH 153 ¥ CH 157 ¥ cH 161
[ cH 185
[ selected &0
Change Apply Closze

' Input the SSID in the following menu.
[CONFIGURATION > Wireless Enterprise > Mobile Service Options]
i+ This SSID must be same to the SSID of Access Point using WE VolP.



User Configuration Option(1/2)

Create a user for WE VoIP service in [CONFIGURATION > User > Single Phone User] menu.
Change the [Phone Type] to “Samsung-Mobile-Phone”.

Enter [Mobile Phone Number] which is used for the User Profile Key.
Select [Use Mobile Phone Number] option.

— None: Do not use the [Mobile Phone Number]. Ring to extension only.

— Ring Only: Provides a simultaneous ring to extension and mobile phone number.

— Dial Only: Provides a DISA(Direct Inward System Access) for a user out of WiFi zone.
— Both: Supports both “Ring Only” and “Dial Only”.

= [DIALOG] Single Phone User - Change

Uzer Group |UG1 E|
Location [UG1-LoCt -]
Application User 1D |‘IDDD@U91,Scm,cnm |
Application Passwaord |H-1-1+1-1-!-H-!-!+1-H |
Authentication User |D [1000 |
Authentication Pazsword |*‘“‘* |
IP Address [10251,191,53 |
Frofile Lagin ID [uG11000 |
Frofile Login Passcode A
I Maobile Phone Humber 01012341000
Pratocal UDP [~]
TLES Connection |Fleuse B|
A-f Primary Mode [MODE O =]
Whs Extension Mumber | |
URI Type HR -]
AFC2833 DTMF Payload [1m |
MNanartrmant [ =1

e & S
Service Group |UG1—SG1 ElJ
Extenzion Humber |‘IEIDEI |
Extension Name |‘IDDD |
FIN Number e |
Phane Werification |N|:une El
MAC Address | |
Private IP Address 10,251,151,53
I Fhaone Type Samsung-kobile-Phone E
Language Kaorean E
|Llse kobile Phone Humber Hone -
hedia
Ping Ring Type gionngEOnly
A—& Dual Registration Dial Qnly
tdake Mailbox Bath
DTHF RFCZ2E33 [~]
Time Zone GMT +02:00 Asia/Seoul Bl
Drritinm [ =1




User Configuration Option(2/2)

- Additional WE VolIP user configurations are as follows. These options are not mandatory.
©»  Desk Phone Simultaneous Ring Delay

— This option has meaning when a WE VolIP user configured [Use Mobile Phone Number] option to “Ring

Only” or “Both”. SCM has a delay to ring a desk phone so that the user can answer the call with the WE
VolIP client.

©» Mobile Number Auto Update

— In case WE VolIP user change USIM , WE VolIP client lets SCM know the changed mobile number. SCM
updates the number in the Single Phone User Configuration.

o e e | Ly e e ’ .
U=zer Type | |:|| Error Announcerent | E“
Dezk Phone Simultaneous Ring Delay Disable E CLI for Forwarded Call | E“
Use m%olP No Resume after Tranzfer-Cancel |ND E"
Telnet Access |Disah|e |E|| WiFi Access |Enah|e E“
SIP-PRACK optian Disable [=] Camfort Noise [No -]
| Mobile Mumber Auto Update Yes ﬂ Send RTCP on Hold [No ]
hd|
Change Apply Close

= If multiple devices are used for the WE VolIP user, [Phone Type] is configured in [CONFIGURATION > User >
Multi-Extension Phone] and other configuration is done in [CONFIGURATION > User > Multi-Phone User].
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1 SCM provides separate configuration method (COS) of call restriction when WE VolP Users are registered in
Hot Spot zone or mVoIlP mode.

1 Toll Restriction according to the user’s location (Hot Spot Zone or mVolP mode)
= Restriction of Receiving Call in Hot Spot Zone or mVolP mode

When administrator checks [Receiving Call in Hot Spot Zone], WE VolIP users registered at Hot Spot zone can receive call.
When administrator checks [Receiving Call in mVolP Zone], WE VolP users registered at mVolP zone can receive call.

"% (DiALOGIClass of Service - change T N TR | e

User Group |uz1 =] Hame |UG1 _default IZI|_‘
Override Level [Lever s Iﬂ Privacy Level Level 3 E|
Call Limitation Level Level O E Second Service Class E|
Restriction Policy Call Forward Restriction Policy E
‘ I Hot Spot Restriction Policy E I m*%olP Restriction Policy E
IF Zone & Restriction Policy IP Zone B Restriction Policy
Call Tranzfer Restriction Palicy E| Smart Handowver Type E|
rEervice Permission
W] Call Farward Al [ Call Forward Busy [ Call Forward Mo Answer [ Call Forward Unreachable
W] Preset Call Farward &l W] Preset Call Forward Busy [¥] Preset Call Forward No snswer W] Prezet Call Forward Unreachable
W] Prezet Call Forward DND W] thzence [ W ake-Up Call [ DHD
[¥] Hot Line W] outhound Call Lock [w] &uto Retry W] Callback
W] Remate Office [ kduilti-ring [¥] Caller 1D Block [%] Group Call Forward
] Mo Ring W] &pE [ Call Waiting W] &uto Answer
W] Auto Recaord W] Hot Desking W Individual Speed Dial W] Incoming Call Logging
] Second Service Class W Fallow ke W] Caller ID Display W] Call Recording
W] Add-on Conference W] One-Step Conference ¥ tusic on Hald W] Call Park Extenzion
W] Call Park Orbit W] Call Transfer W] Barge-In with Tone W] Barge-In without Tane —
[] oND Override [ Restricted Call Forward W] Tempaorary CID Restriction W] Station Paging
W] Ring Plan Override W] Paging on &nswer [] Remaote Extenszion Set [JHotel Inter-Room Call Lock
W] Preminum CID Service [ Mo Ring Owverride ¥ Meet-me Conference [ tulti-Device Conference
W] BELF Key Create W] operatar Call [¥] Mo Use Transferee Restriction Policy W] Direct Trunk Selection
[¥] Call Bridge [¥] tove To Maobile [ Mobile Auto Answer W] NFC Service
W] Smart Routing &ctivate [¥] Smart Routing including &ccess Co,  [] Smart Routing Call Reject W] Service After Smart Routing
lZI Receiving Call in Hot Spot Zonel I W] Receiving Call in mYalP Zone I [ Urregistred BLF On [W] NFC Service for &ny Mohbile
||Z| MFC kMove to WE %olP First [ Different Group Call Forward [¥] change User Hame [ talicious Call Trace =
Change Apply Close
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»All Phone uses identical Register Expire Timer.
»Register Expire Timer has 3 value
* Minimum(sec) is used to check a minimum time that Register is expired.
* Maximum(sec) is used to check a maximum time that Register is expired.
* Remote Phone Register Expire(sec) is used to remote user send register with identical interval.
*These timer is set in following menu.
[Configuration > User Group > Change User Group > Timers]

I

& [DIALOG]Timers - Change o] @ [
Uzer Graup [UG1 [~] callback Ring No Answer Time(sec) |ED |
Callback Service Duratianiminy |EIZI | Auto Retry No Answer Time{sec) |30 |
Auto Retry Intervalizec) |EI:I | Alto Retry Service Durationgmin |ED |
Fark Recall Time{zec) |3|:||:| | Transfer Recall Timelzeac) |30 |
Operator Recall Time{=zec) |3IZI | Operator Recall Wait Timelzec) |IZI |
Recall Disconnect Time(zec) |1ED | Long Duration Call Criterion{hour) |2 |
Internal Call No Answer Cleansec) |3IZI | External Call No Answer Cleanzec) |30 |
Register Expire Deviation{sec) 300 Register Expire Minimumizec) 3E| |
IFlegister Expire Maximumizec) EEDD—‘ Femote Phone Register Expirelsec) |60 |
Service Mo aAnzwer Timelzec) 10 Wiake-Up Announcement Interval{zec) |3 |
Wake-Up Retry Intervalizec) |3IZI | Pioa Mo Anzwer Clearzec) |ED |
Internal Call Ho Fesponze Time (zec) |1El | External Call No Rezponse Time (zec) |‘ID |
Pause Delay Time (sec) E | DTMF Duration Time (100ms) |1 |

Ping Ring Time {sec) 15 |

Change Apply Close




Register Expire Timer for mVoIP (Hot Spot)

»All Phone uses identical Register Expire Timer.
»Register Expire Timer has 3 value
* Minimum(sec) is used to check a minimum time that Register is expired.
* Maximum(sec) is used to check a maximum time that Register is expired.
* Remote Phone Register Expire(sec) is used to remote user send register with identical interval.
*These timer is set in following menu.
[Configuration > User Group > Change User Group > Timers]

"B [DIALOG]Timers - Change (= = |E|‘
User Group (UG [~] callback Ring Mo Answer Timefzec) |EIZI
Callback Service Duration{min} |BD Auto Retry Mo Answer Time{zec) |3IZI
Auto Retry Interval{sec) |50 Auto Retry Service Duration(min} |80
Park Recall Time{sec) 300 Tranzfer Recall Time{sec) |z0
Cperator Recall Time{sec) |3D Operator Recall Wait Time(zec) |IZ|
Recall Disconnect Time{sec) |1BD Long Duration Call Criterionthour) |2

Internal Call Mo Answer Cleansec) |1D External Call Mo Anzwer Cleanzec) |3IZI

Regizter Expire Deviation{zec) |1D Regizter Expire Minimum{zec) |3IZI

Regizter Expire Maximumizec) |SBIZIIZI Femote Phone Register Expirelzec) |EIZI

Service Ho Answer Timelzec) |1D Wake-Up Announcement Intervalisec) |3
Wake-LUp Retry Intervalizec) |30 FiOA Mo Answer Clearzec) |50
Internal Call Mo Response Time (sec) |1D External Call No Rezponze Time (sec) |1E|
Pausze Delay Time {sec) |3 DThF Curation Time ¢100m=} 1
Fing Ring Time {zec) 5 FMC Regizter Expire Minimumizec) |30

IFMC Regizter Expire Maximumizec) |3600 Regizter Auth Yalid Intervalizec) 15 I

Change Apply Cloze
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Call Move

Call Move service moves the conversation on one phone to another without holding the call.
Call Move service is provided with Soft Menu, Programmable Button, Move Key and NFC Tagging.

Call Move service provides followings.
- Move To Mobile
- Move To Number
- Move To Multi-Device
- Moved Call Pickup

15



Configuration for Call Move (1/2)

i+ Required Configuration in [CONFIGURATION > User Group > Change User Group > Information]
- Service Call Access Code
X If Service Call Access Code is not configured, SCM does not provide outbound call.

©» Required Configuration in [CONFIGURATION > Service > Feature Service > Class of Service]
- Move To Mobile - Mobile Auto Answer
- NFC Service - NFC Service for Any Mobile
- NFC Move to WE VolIP First

CONFIGURATION

CONFIGURATION

Location =~ Location -
[l User Group # User Group
Create User Group User

&

=] khange User Group Trunk Routing

Information Time Schedule

Options - = Service

Timers ] Feature Service

Detailed Event Logging Opt Service Activation

mySingle User Number Pref lCIass of Service

Number Translation Feature Code o

Activated Service List

Service Permission



| =]

Configuration for Call Move (2/2)

Required Configuration in [CONFIGURATION > Service > Feature Service > Feature Code]

- Move To Mobile - Move To Multi-Device
- NFC Pickup - NFC Move To Desk
- NFC Move To Mobile - Moved Call Pickup

- Move Cancel

Required Configuration in [CONFIGURATION > Wireless Enterprise > Mobile Service Options]

- Auto Answer CLI Number - Auto Answer Profile Number
CONFIGURATION CONFIGURATION

Location | Location J

User Group Udser Group

[f User Uszer

&3]
|

Trunk Routing Trunk Routing

Time Schedule

&

Time Schedule

3|

[F] Service Service
[Z] Feature Service El Wireless Enterprize
Service Activation Upgrade Maobile Software
Class of Service kobile Phone Profile
— M:ul:uile Service Options
Activated Service List Fobile Configuration
Service Permission FMS Zane

Wifi Agent Canfiguration

APC List

17
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The ‘Move to Mobile’ soft menu will be displayed on the phone which is on conversation.

If a user selects the soft menu, the conversation will be continued through the mobile phone.

User needs to have mobile phone number.

Service Call Access Code should be configured.
The ‘Move to Mobile’ Service should be permitted in [CONFIGUARTION > Service > Class of Service] menu.

Location

User Group

User

Trunk Routing
Time Schedule
Service

[£] Feature Service

Service Activation

}Class of Service

Feature Code
Activated Service List

Service Permission

| = [DIALOG]Class of Service - Change

User Group
Override Level
Call Limitation Lewvel
Restriction Policy
Hot Spot Restriction Policy
IP Zone & Restriction Policy

Call Transfer Restriction Paolicy

K1) K | K [N

[4]

[ [-] Mame 1G1_default
[Level 5 | Privacy Level Lewvel 3
Level O Second Service Class

Call Forward Restriction Policy

m%olP Restriction Policy

IP Zone B Restriction Policy

Smart Handover Type

K3

rService Permizsion

W] Call Forward &l

W] Preset Call Forward &ll

¥ Preset Call Forward DND
[¥] Hot Line

V] Remote Office

[¥] No Ring

W] Auto Recaord

] Second Service Class

W] Add-0n Conference

W] Call Park Orbit

[] OND Override

¥ Ring Plan Owverride

W] Preminum CID Service

V] ELF Key Create

[¥] Call Bridge

W] Smart Routing Activate

V] Receiving Call in Hot Spot Zone
W] NFC Move to WE “alP First

W] Call Forward Busy

W] Preset Call Forward Busy
W] sbzence

W] outbound Call Lock

[¥#] kulti-ring

W] AME

¥ Hot Desking

W] Fallow ke

W] One-Step Conference
W] Call Transfer

[] Restricted Call Forward
W] Paging On Answer

[] Na Ring Dwverride

W] Operatar Call

] taove To Mobile

|Z| Smart Routing including Access Co,,

] Receiving Call in m%olP Zone
[¥] Different Group Call Forward

W] Call Forward No Answer

W] Preset Call Farward Mo Answer
W] Wake-Up Call

W] Auto Retry

[¥] Caller ID Block

W] Call waiting

W] Individual Speed Dial

W] Caller ID Dizplay

Music on Hold

[¥] Barge-In with Tone

W] Tempaorary CID Restriction

[ Remote Extension Set

W] teet-me Conference

¥ No Use Transferee Restriction Policy
[¥] tobile Auto Answer

[] Smart Routing Call Reject

W] Unregistred BLF On

¥ Change User Name

W] Call Forward Unreachable
W] Preset Call Forward Unreachable
¥ DND

W] Callback

] Group Call Farward

W] Auto Answer

W] Inzoming Call Logging

] Call Recording

W] Call Park Extenzion

[¥] Barge-In without Tone

W] Station Paging

[] Hatel Inter-Room Call Lock
] tMulti-Device Conference
[¥] Direct Trunk Selection

W] NFC Service

W] Service After Smart Routing
W] NFC Service for Any Mobile

W] Malicious Call Trace

Change

Apply Close

®
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Move To Mobile / Move To Number(2/3)

*  When a user selects the ‘Move to Number’ soft menu, the destination number for Call Move should be entered.
Then the call is moved to the designated destination.

© The ‘Move to Mobile’ feature code should be defined in [CONFIGURATION > Service > Feature Service > Feature
Code] menu.

Feature Code [ Class of Service Log Setting | Call Trace kMulti-ring List Service Activation

CONFIGURATION
Uzer Group ley E“
[¥] Location Search Clear Reset
F User Group Service Type | Feature Code Digit | Minimum Digit Length | Maximum Digit Length |
[# User Malicious Call Trace *2h 1 30 Al
Trunk Routing Meet Me Conference Join +8Z 1 30
F Time Schedule kobile Pickup +14 1 30
£l Service *13 ! 30
Move to Multi-Device +489 1 30
=] Feature Service -
Moved Call Pickup +455 1 30
EaidcE Sutizatal kulti-Device Conference
Class of Service Multi-Device Service for Mobile +487 1 30
| kMulti-Ring Enable - Cancel +460 1 a0
Activated Service Lisi Multi-Ring Enable - Set *461 1 30
Semvics:Permission kulti-Ring Member - Delete *470 1 30
Multi-Ring Member - Inzert *471 1 30
HMFC Mowve to Desk
HFC howe to kobile
MFC Pickup
Mo Ring - Cancel *440 1 30
CIEIREEESI A Y Detail || Change || Excel | Detach || cClose |




Move To Mobile / Move To Number(3/3)

CONFIGURATION

0 B EHEHEH EH

If the move service fails, the phone shows “Fail To Move”.

When moving the conversation to mobile, the call can be auto-answered. The Auto Answer Service is provided

only for devices in which WE VolIP is installed.

For auto answering, Auto Answer Number should be defined in [CONFIGURATION > Wireless Enterprise >
Mobile Service Options] menu.

Location

Uzer Group

=er

Trunk Routing

Time Schedule

Service

Wirelezs Enterprize
Upgrade Mobile Software
kMobile Phone Profile

Maobile Service Options

kMabile Configuration
Fis £one

Wifi Agent Configuration
APC List

Al

= [DIALOG]Mobile Service Options - Change = @ |23
User Group [0z =] SSID SCME_&P |
Remote Dial Public IP Address | Remote Dial Public Port |
Mobile DIS4 Number | Mobile DIS4 Code |

tobile %ME DISA Number |
WE Wark Server IP Address | WE Waork Server Port a0 |
WE Wark Server Public P Address | WE Waork Server Public Port a0 |
WE WolP CID Server IP Address | WE YalP CID Server Paort a0 |
WE “olP CID Server Public IP | WE “alP CID Server Public Port a0 |
WE Wark Server Protocol HTTF ﬂ WE “WolP CID Server Protocal HTTF E“

WE WalP CID Server Public Protocal |HTTR E‘
Wwiait Call, Later Call Falze E‘ WiFi Band Auto E

|Aut0 Answer CLI Num_ber 07043450000 _]l |Auto Answer Profile Number U?D4345000d
Use 3G Call Snly No E‘ 3G Call Prefix
Loga File Path |
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Move to Multi-Device(1/2)

1 If a multi-device is on conversation, the ‘Move to Multi-Device’ soft menu will be displayed on the phone.

1 ‘Move To Multi-Device’ Soft Menu is displayed on Desk Phone.

& The ‘Move to Multi-Device’ feature code should be defined in [CONFIGARITON > Service > Feature Service >
Feature Code] menu.

\' Feature Code [ Class of Service Log Setting | Call Trace KMulti-ring List Service Activation

User Group UG =]
Location Search Clear Reset
Service Type | Feature Code Digit | Minimum Digit Length | Maximum Digit Length|
User Group
talicious Call Trace +Z6 1 30
[# User Meet Me Conference Jain *B2 1 30
Trunk Routing KMobile Pickop +14 1 30
tove to Mobile +19 1 30
Time Schedule Move to Multi-Device 450 1 a0 |
[ Service towved Call Pickup *435 1 30
. tulti-Device Conference
ElzBoRture; service tulti-Device Service for Mobile =457 1 30
Service Activation Multi-Ring Enable - Cancel +450 1 30
Class-of Service Multi-Ring Enable - Set +4E1 1 30
tMulti-Ring Member - Delete +470 1 30
Feature Code — Multi-Ring Member - Inzert +471 1 a0
Activated Service List NFC Move to Desk J
HFC Mowe to Maobile
Service Permission NFC Pickup
Mo Ring — Cancel +440 1 30
BIRIRFEXSENNT Detail || Change |[ Excel |[ Detsch |[ Close |




Move to Multi-Device(2/2)

+ When user selects the destination devices, SCM moves the call to specific device.
o The destination device index is located in [CONFIGURATION > User > Multi-Extension Phone > Call Appearance]

Menu.
= (& [DIALOG] Mulb-Extension Phone - Detad = @ )
CDMFIGUH!“TIGM User Group E Phone Name A0 obile -
Phone ¥esiication WAL Addness E MALC Address 1EI:5A8543 T
LDCE‘.tiDI’I J P Address Privaie IP Address:
Profile Login [D LI 19001 User Type =it ] o
IJzer GTI:IUFI Profiis Legin Passcode = Phone Twpe Semsung-Mobile-Phone ~|
Langusags English E LR Type P z ;
O User Protocol I -] DTMF RFC -]
Single Phone User eee il = FTCEES AT Fasioed =
Time Zone CMT +0200 AzigfSeou | Accept Login Ovemide Dizgable |
ulti-Extension Phone Di=play Option -] Send CLI Humber
0ff Hook Alarm Disable ] Check Regisiration Profocaol Disahle -
Multi-Phone User TLE Connection Reuse -] HOH SIP Media Mode Send/Receive -]
. FPhone Tx Gain TLS Key Decrypiion Password Type ]
USET F'rl:lf”E TLS Eey Decryplion Direct Passwaond TLS Key Decrypfion Device |D 5
AOM TLE Key DecrypSon Sali TLE Key Decrypiaon IC 512
TLS Key Decrypion DE il HFC MHobile Phone Kams -
Attendant Conzole Lirie Skipping -] Pfiorie Call History -]
Primary Extension Mumber E Mext Exfension Humber Selection Disable z
Phone key Programming REC Auto Login Disable ] HFC &usto Login Phone Mame -]
. Usze InferProxy Dizable -] PROXYE Index
ADM KE"‘"I ngrammmg - Inpui Bumber Display E Temporany NFC Mobile Humber
Attendant Conzole BLF Setting Hee maE b Fesume sfter fransierCancel ha B
Telnet Access Dis=ble ] WiFi Access Erieibds -
Multi-Extention Phone Setting SIP-PRALK, option Dis=ble - Camfort Baise -
Z&nd ATCP on Hold Hi E I Call Appearance o000k 1 I
User zervice Timers User Count




Move Cancel / Moved Call Pickup

1 When a user starts move service, the ‘Move Cancel’ soft menu will be displayed on the phone.
& ‘Move Cancel’ Soft Menu is displayed on Desk Phone.

©» The ‘Move Cancel’ feature code should be defined in [CONFIGARITON > Service > Feature Service > Feature
Code] menu.

©» After moving the conversation to mobile, the desk phone can pick up the moved-out call through ‘Moved Call
Pickup’ soft menu.

© The ‘Moved Call Pickup’ feature codes should be set in [CONFIGURATION > Service > Feature Service > Feature
Codel].

CONFIGURATION Feature Code [ Class of Service | Log Setting | Call Trace | hMulti-ring List | Service Activation |_

e iitn | Uzer Group UG E“
User Group Search Clear Reszet
] Liser Service Type | Feature Code Digit | Minimum Digit Length | Maximum Digit Length |
Trunk Routing O T T T e
& Time Schedule Cancel Move +43 1 30
[ Service -
El Feature Service Feature Code [ Class of Service Log Setting | Call Trace hMulti-ring List Service Activation
Service Activation Uzer Group Ui E“
Class of Servie
3 Search Clear Reset
Feature Code N
Activated Service List Service Type | Feature Code Digit | Minimum Digit Length | Maximum Digit Length

koved Call Pickup *4535 1 30 _HJ

Service Permission




Call Move Using Move Button (1/3)

«+ The SMT-i5343 phone has ‘Move’ button.

©» The conversation through the desk phone can be moved to the other phone by pushing Move button.

¢ The paring between a desk phone and a mobile should be configured for Call Move service.

o If the mobile name is assigned in [CONFIGURATION > User > Single Phone User (or Multi-Extension Phone) > NFC
Mobile Phone Name], the conversation of the desk phone can always be moved to the mobile.

B [DIALOG] Single Phone User - Change
H Clazs of Sarvice
Exten=ion Lack
Location J

U=zer Group
[ Uszer

| Single Phone Uzer |
| Multi-Extension Phone |
Multi-Phone User

Uzer Profile

A TLES Eey Dacryplion [

attendant Conzole
Fhone Dizplay Nams

Phone Key Programming PROYYE Index

Change to Multl Type

ADM Key Programming —
Attendant Console BLF Setting

User Type
Desk Phone Simultansaus Aing Delay
Usa myvalFP
Multi-Extention Phone Setting Talnat Accass
SIFP-FRACE aptlan

Moblile Number Auto Update

Uzer Service Timers

|L'A'ton&|0n Mumbiesr
|1

|

|

[Dizable

||-|||

[Dizable

|I'l|*'>nhlr~

|Vr\o

]
[Mone (=]
Acoount Code Use [ (=]
Acoept Login Ovarride [Dizable (=]
MOH Announcement |0 | |-||
Send OLI Name [ |
Send Extanalan Number | |
Caller Ring Type |None |-||
Check Reglztration Frotocol |I'Ilﬂnhlr~ |;||
Application Server Service Group | |;||
FMS Zone Hmme | |v||
Call Racording Mathad | =
TLS Key Decryplion Pagsword Type  [Direcl |ﬂ|
TLE Eay Decryplion Device |0 | |
BB
| NFC Mabils Phons Nams | [*
NFE Auto Login [Dizable E

Gateway Nams
LO&R DN Numbsr
Auto answer by Click to Dial
External Ringback Tone Use
Cizplay Sptlon
Call Monltaring
Use Wirtual Ringback
Ot Hook Alarm
MOH SIF Madia Maode
CME Manitaring
Uszer Account Code
Phang T Gain
TLS Rey Dacryplion Direct Pagsward
TLES Kay Dacryplion Salt
TLS Kay Decivplion DR
Fhone Call Histary
Allow Selective Call
Use IntsrProxy
Input Numbar Dizplay
Call &ppmarancs
Errar Announcemeant
CLI for Forwarded Call
Resume after Transter-Canoal
WIFI Access
Comtart Nolze
Send RTCR an Hald

[tnable
|N0ne
|Norma|
[Dizable
[Dizable

|

|f-r~nr| only

[Pizable

|:z||

[on

[Ho
[Enable
[no
m
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it The ‘NFC Service’ should be permitted in [CONFIGURATION > Service > Feature Service > Class of Service] menu.

0 EH 3 B B @F

COMFIGURATION

Location

User Group

User

Trunk Routing
Time Schedule
Service

[l Feature Service

Service Activation

Class of Service "

Feature Code
Activated Service List

Service Permission

i -5 [DIALOG]Class of Service - Change

@_‘
i

Change

Apply

Close

User Group =X [-] Name [UG1_default [
Override Level Level 3 |ﬂ Privacy Level Level 3 ﬂ
N Call Limitation Level Lewvel 0 E| Second Service Class E|
Restriction Policy E| Call Forward Restriction Palicy E|
Hot Spot Restriction Policy ﬂ m¥% olP Restriction Palicy ﬂ
IP Zone A Restriction Policy E| IP Zone B Restriction Policy E|
Call Transfer Restriction Palicy E|| Smart Handover Type | E||
rservice Permizsion
W] zall Forward All W] Call Forward Busy W] Call Forward No Answer [ call Forward Unreachable
W] Preset Call Farward All W] Presat Call Farward Busy ] Prezat Call Farward Mo Answer ] Prezet Call Farward Unreachable
W] Preset Call Forward DND W] sb=ence W] wake-Up Call W] DND
W] Hot Line W] outhound Call Lock W] &uto Retry W] callback
W] Remote Office [] kulti-ring [ Caller ID Block ] Group Call Farward
W] Mo Ring W] &mE W] call waiting W] suto snswer
W] Auto Recaord [ Hot Desking [ Individual Speed Dial ] Incoming Call Logging
W] second Service Class W] Fallow Me W] Caller I Display W] Call Recording
W] &dd-0n Conference W] One-Step Conference W] tuzic an Hold W] Call Park Extension
W] Call Park Orbit W] Call Transfer ] Barge-In with Tone ] Barge-In without Tone —
] DND Qwerride [ Restricted Call Forward W] Temporary CID Restriction W] Station Paging
W] Ring Plan Owverride W] Paging On Answer [] Remote Extension Set [JHotel Inter-Room Call Lock
W] Preminum CID Service [ Mo Ring Override ] teet-me Conference ] Multi-Device Conference
W] BLF Key Create W] operator Call W] Mo Use Transferee Restriction Policy lection
W] Call Bridge [ towe To Mobile W] Maobile Auto Answer W] NFC Service
W] Smart Routing Activate W] Smart Routing including Access Co, [ Smart Bouting Call Reject ] Service After Smart Routing
W] Receiving Call in Hot Spot Zone W] Receiving Call in myolP Zone W] Unregistred BLF On W] NFC Service for Any Mobile
W] NFC Move to WE “olP First W] Different Group Call Forward ] Change User Name [ Malicious Call Trace =
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Call Move Using Move Button (3/3)

The ‘NFC Move to Desk’, ‘'NFC Move to Mobile’ and ‘NFC Pickup’ feature codes should be set in
[CONFIGURATION > Service > Feature Service > Feature Code].

CONFIGURATION | Feature Code [ Class of Service | Log Setting | Call Trace | KMulti-ring List | Service Activation
fenere J User Group H]eh! E||
User Group Search Clear Reset
User Service Type | Feature Code Digit | Minimum Digit Length | Maximum Digit Length |
Trunk Routing — J
Time Schedule kulti-Ring Enable - Cancel *+460 1 30
Sarvice kMulti-Ring Enable - Set *461 1 30
[l Feature Service kMulti-Ring Member - Delete +470 1 a0
Service Activation Multi-Ring Member - Inzert +471 1 30
Class of Service NFC Maove to Desk
—| HWFC Mowve to Mabile
Activated Service List NFC Pickup
Service Permission

Move to Mobile

If a desk phone is on conversation, the call can be moved to the mobile phone by using Move button.

Move to Desk

If a mobile is on conversation or is ringing, the call can be moved to the desk phone by using Move button.

The 3G call on the mobile is not moved.
Mobile Pickup Desk Call

If a desk phone is ringing, the mobile phone can answer the call by using Move button.
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0 H B B

Location

User Group

User

Trunk Routing
Time Schedule
Service

[Z] Feature Service

Service Activation

|Class of Service

Feature Code
Activated Service List

Service Permission

| & [DIALOG]Class of Service - Change

Uszer Group
Owerride Level
Call Limitation Lewel
Resztriction Policy
Hot Spot Restriction Policy
IP Zone & Restriction Policy
Call Transfer Restriction Palicy
rService Permizsion

The call which is ringing or is on conversation can be moved by touching SDM’s menu.
The paring between a desk phone and a mobile should be configured.
The ‘NFC Service’ should be permitted in [CONFIGURATION > Service > Feature Service > Class of Service] menu.

SCM supports NFC services through the NFC phone (such as SMT-i5343) and the mobile in which SDM (A
Samsung Mobile App) is installed.

[+]

M= [~ Name [UG1 _default
|Level 3 [~ Privacy Level Level 3
Level O Second Service Class

Call Forward Restriction Policy

m%aolP Restriction Paolicy

IP Zone B Restriction Policy

K0

Smart Handover Type

K00 | K

W] Call Farward 11

W] Preset Call Farward All

¥ Preset Call Farward DHD
W] Hot Line

W] Remate Office

[¥] No Ring

] Auto Record

W] Second Service Class

W] Add-on Conference

W] Call Park Orbit

[ oD owverride

] Ring Plan Override

W] Preminum CID Service

V] ELF Key Create

[¥] Call Bridge

] Smart Routing Activate

¥ Receiving Call in Hot Spot Zone
W] NFC Move to WE “aolP First

W] Call Farward Busy

[¥] Preset Call Farward Busy
W] bzence

W] outbound Call Lock

[ Kulti-ring

W] AME

[¥] Hot Desking

[ Faollow ke

W] One-Step Conference
W] Call Transfer

[ Restricted Call Forward
W] Faging On Answer

[I Mo Ring Override

W] Operatar Call

W] Mowe To Mobile

W] Smart Routing including Access Ca,,

W] Receiving Call in m%alP Zone
[ Different Group Call Forward

W] Call Forward No Answer

W] Preset Call Forward No &nswer
W] Wake-Up Call

W] Auto Retry

[W Caller ID Block

W] Call waiting

W Individual Speed Dial

[¥] Caller ID Dizplay

Music on Hold

W] Barge—In with Tone

W] Tempaorary CID Restriction

[] Remote Extension Set

W] Meet-me Conference

W] Mo Use Transferee Restriction Paolicy
W] Mobile Auto Answer

[] Smart Routing Call Reject

W] Unregistred ELF On

W] Change User Name

W] Call Forward Unreachable
W] Preset Call Forward Unreachable
¥ DND

W] Callback

W] Group Call Farward

W] 2uto Answer

W] Incoming Call Lagging

[w] Call Recording

W] Call Park Extension

W] Barge-In without Tone

[¥] Station Paging

[] Hotel Inter-Roam Call Lock
W] tulti-Device Conference

v Dire pkoelection

W] NFC Service

W] Service After Smart Routing
W] NFC Service for &Any Mobile
W] talicious Call Trace

Change

Apply Close
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If the ‘NFC Service for Any Mobile’ is permitted in [CONFIGURATION > Service > Feature Service > Class of
Service] menu, user can use NFC Service using temporary pairing.

NFC Move To Mobile

0 2 @3 @3 @B &

& If a desk phone is on conversation, the call can be moved to the mobile phone by touching NFC interface

between them.

o If The ‘NFC Move To WE VolIP First’ should be permitted in [CONFIGURATION > Service > Feature Service >
Class of Service] menu, change the destination to WE-VolIP.

| & [DIALOGIClass of Service - Change

Location

User Group

User

Trunk Routing
Time Schedule
Service

[] Feature Service

Service Activation

Class of Service

Feature Code

Activated Service List

Service Permission

User Group
Owerride Level
Call Limitation Lewel
Restriction Policy
Hot Spaot Restriction Palicy
IP Zone & Restriction Policy

Call Transfer Restriction Policy

UGt

K

[Level 5

Level O

K1) &) )

=)o &=

HName

(UG _default

K

Frivacy Lewvel

Level 3

Second Service Class

Call Forward Restriction Paolicy

m%'olP Restriction Policy

IP Zone B Restriction Policy

Smart Handover Type

rService Permizsion

W] Call Farward 11

] Preset Call Farward All

W] Preset Call Forward DND

W] Hot Line

¥ Remote Office

[¥] Mo Ring

] Auto Record

W] Second Service Class

W] &dd-0n Conference

W] Call Park Orbit

[] OND Override

W] Ring Flan Override

W] Preminum CID Service

V] ELF Key Create

[¥] Call Bridge

] Smart Routing Activate

¥ Receiving Call in Hot Spot Zone
W] NFC Move to WE “aolP First I

W] Call Farward Busy

[¥] Preset Call Forward Busy

¥ sbsence

W] outbound Call Lock

[W] kulti-ring

V] AME

[¥] Hot Desking

W] Follow ke

[ one-Step Conference

W] Call Transfer

[ Restricted Call Farward

[¥] Paging On Answer

[I Mo Ring Override

W] Operatar Call

W] Mowe To Mobile

W] Smart Routing including Access Ca,,
W] Receiving Call in m%alP Zone
[ Different Group Call Forward

W] Call Forward No Answer

W] Pre=et Call Forward No Answer
W] wake-Up Call

W] Auto Retry

W] Caller ID Block

W Call waiting

W Individual Speed Dial

W] Caller ID Dizplay

Music on Hold

W] Barge—In with Tone

W] Temparary CID Restriction

[ Remote Extension Set

W] Meet-me Conference

W] Mo Use Transferee Restriction Paolicy
W] Mobile Auto Answer

[] Smart Routing Call Reject

W] Unregistred ELF On

W] Change User Name

W] Call Forward Unreachable
W] Preset Call Farward Unreachahble
¥ DD

W] Callback

W] Group Call Forward

W] &uto Answer

W] Incoming Call Lagging

W] Call Recording

[w] Call Park Extension

W] Barge-In without Tone

W] Station Paging

[ Hotel Inter-Room Call Lock
W] tulti-Device Conference
W] Direct Trunk Selection

W] NFC Service

W] Service After Smart Routing

I|Z| NFC Service for &ny Mobile I

W balicious Call Trace

Change

Apply

Close

EIEIEIEIEIEH'
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Call Move Using NFC Tagging

v NFC Move To Desk

If a mobile is on conversation, the call can be moved to the desk phone by touching NFC interface between
them.

©» NFC Pickup
If a desk phone is ringing, the mobile phone can answer the call by touching NFC interface between them.

CONFIGURATION | Feature Code [ Class of Service | Log Settling | Call Trace | KMulti-ring List | Service Activation
T = Uszer Group UG E“
User Group Search Clear Rezet
paah Service Type | Feature Code Digit | Minimum Digit Length | Maximum Digit Length|
Trunk Routing — J
& Time Schedule kMulti-Ring Enable - Cancel +460 1 a0
O Service Multi-Ring Enable - Set *161 1 30
E] Feature Service kulti-Ring Member — Delete +470 1 a0

Service Activation kulti-Ring Member - Inzert +471 1 30

Class of Service NFC Move to Desk

—| HFC Mowve to Mabile

Activated Service List NFC Pickup

Service Permission







Smart Routing

»>Extension subscribers when dialing a mobile phone number of WeVolP subscriber, smart routing
service is a service that analyzes the number and to call the extension number of WeVolP subscriber
without sending it to the outgoing trunk.

»Smart Routing services are provided if the subscriber is registered and if the “Samsung-Mobile-Phone”

User, and user have Mobile Phone Number.

» Configuration > User > Single Phone User]

H Configuration > User > Multi-Extension Phone]
¥ Configuration > User > Multi-Phone User]

& [DIALOG] Single Phone User - Change
User Group
Location
Application User ID
Application Password
Authentication User ID
Authentication Password
IP Address
Profile Login ID

nde

i?’j]'fwf =l

[UG1-LoCT |
|20El1@ug1.scm,com

E

[UG12001

bl

Mobile Phone Number

Protocol

UDP v

E=3 =l =X

Service Group [UG1-5G1 [+] !
Extension Number [2001 ]
Extension Name |20Cl1 '
PIN Number it |
Phone Verification [None [~]
MAC Address | |
Private IP Address [ |
Phone Type Samsung-Mobile-Phone [+]

Language English

Use Mobile Phone Number [None [~]
Media [pTR [~
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Smart Routing(cont.)

»To use the smart routing service, please set the following items.
> Configuration > User Group > Change User Group > Information]

& [SCM Administrator]

= <

File Tool

Tab Dialog Help

&8 Server10254165215 & Userroot B LeveliEngineer

scv Administrator B &

Information [ iain Monitor ]

E R

| CONFIGURATION

=l Change User Group
Options
Timers
Detailed Event Logging Opt
mySingle User Number Pref

Number Translation

Service Group —
Department
Position
User Profile Field Name
User
Trunk Routing

- User Group I E_]]
: & = ‘
Lacation | Search || Clear || Reset |
User G
2R User Group | Host |CDR Storage ..|Authenticatio..| MOH ID | MOH Ensble [Transfer Ring,|Use
Create User Group uG1 ugl,scmcom None Internal 1100 Enable 1115

| 2

(2]~

Time Schedule |

A | 2

< 1210

[ ][»)

Detail l Delete ]| Excel ]| Detach ” Close J
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Class of Service Setting 1

K& [DIALOG]Information - Change

(2] (%]

search [ |

-Service Permission

W] call Forward All

[V Preset Call Forward All
[¥] Preset Call Forward DND
[V Hot Line

V] Remote Office

[V No Ring

[V Auto Record

V] Second Service Class
V] 4dd-0On Conference
[V Call Park Orbit

[C] DND Override

[V Ring Plan Override

[V Preminum CID Service
[V BLF Key Create

[V Call Forward Busy

¥ Preset Call Forward Busy
V] Absence

W] cuthound Call Lock

V] Multi-ring

V] AME

[¥ Hot Desking

¥ Follow Me

[V One-Step Conference
] Call Transfer

[[] Restricted Call Forward
W] Paging On Answer

[[] No Ring Override

W] Operator Call

E Move To Mobile

W] call Forward No Answer
[V Preset Call Forward No Answer
V] Wake-Up Call

M| suta Retry

[V Caller ID Block

W] call Waiting

¥ Individual Speed Dial

(¥ Caller ID Display

W] Music on Hold

[V Barge-In with Tone
E]Temporary CID Restriction
[[] Remate Extension Set

V] Meet-me Conference

] call Transfer without Restriction Pol,,

E Mabile Auto Answer

¥ Call Forward Unreachable
¥ Preset Call Forward Unreachable
V] DND

V] Callback

W] Group Call Forward

[V Auto Answer

W Incoming Call Logging

[V call Recording

W] Call Park Extension

V] Barge-In without Tone

[V Station Paging

[] Hotel Inter-Room Call Lock
] Multi-Device Conference
[V Direct Trunk Selection

E NEC Service

Call Bridge
¥ Smart Routing Activate

[] Smart Routing including Access Co,

[[] Smart Routing Call Reject

[l Service After Smart Routing I

[V Receiving Call in Hot Spot Zone
[] NFC Move to WE YolP First

=
[Vl Receiving Call in m¥olP Zone

[] Malicious Call Trace

===
W Unregistred BLF On

=
W] NFC Service for Any Mobile

[] Selected All | —

Change

Apply Close

FTITT Ly o
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Class of Service Setting 2

Item

Description

Smart Routing Activate

Operator will be able to choose whether or not to use smart routing service.

Smart Routing including
Access Code

Operator will be able to choose whether to provide smart routing services to t
he number that contains the Access code.

Smart Routing Call Reject

It is the ability to choose to call directly to the mobile phone through the Trunk.

Subscribers that use this item will not be able to receive the smart routing ser
vice.

Service After Smart Routing

If there is a service the subscriber set, you will be able to choose whether to a
pply the smart routing.

The service that Operator set, Call Forward, Do Not Disturb, Absense, Follow
Me is belong.

Hf the WeVolP subscriber has no response when receiving a call to an extension
number of WeVolIP subscriber through a smart routing service, the system can
offers a redial service to mobile phone number of the subscriber.

>For use the recall service, Operator should set the [Service Call Access Code], in
[Configuration > User Group > Change User Group > Information] Menu.
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¥ Receiving Call in Hot Spot Zone] is used to Allow the WeVolIP subscribers can receive call in the Hot
Spot Zone.
> Hot Spot Zone] means that an external Wifi network.
>To use the [Receiving Call in Hot Spot Zone], need to set the following item in the menu.
[Configuration > User Group > Change User Group > Information]

& [DIALOG]Information - Change

(2] [=]

=a ==
=

rService Permission

WA Call Farward All

W Preset Call Farward Al

W Preset Call Forward DND
W] Hot Line

W] Remote Cffice

W] Mo Ring

W] Auto Record

W Second Service Class

W] #dd-on Conference

WA Call Park Crhit

[ oND Override

W Ring Plan Owverride

W Preminum CID Service

W BLF Eey Create

W] Call Bridge

W] Smart Routing Activate

@ Feceiving Call in Hot Spot Zone I
] NFC Mowve to WE %olP First

W Call Farward Busy

W] Pre=set Call Forward Busy
W sb=ence

W] Sutbound Call Lack

W] kulti-ring

W] AME

W] Hot Desking

Follow ke

W] one-Step Conference
W Call Transfer

[ Restricted Call Fomsard
W] Paging On Anzwer

[J Mo Ring Override

W operataor Call

W] Maove Tao kokile

[ smart Routing including Access Co.,

W] Receiving Call in m%olP Zone

[ Malicious Call Trace

W Call Farward No Answer
W] Preset Call Forward No Answer
W] Wwake-Up Call

M| &uto Retry

W] Caller ID Block

W] Call Waiting

M Individual Speed Dial

W] Caller ID Display

M Music on Hold

W] Barge—1n with Tone

W] Temparary CID Restriction
[ remaote Extenzion Set

M Meet-me Conference

|2| Call Transfer without Restriction Pal,,

M| Mobile Auto Answer
[] Smart Fouting Call Reject
W Unregistred ELF On

W Call Farward Unreachable
W Preset Call Farward Unreachable
¥ OND

M| Callback

W] Group Call Farward

W] Auto Answer

M Incoming Call Logging

W] Call Recording

] Call Park Extension

] Barge—In without Tone

W] Station Paging

[ Hatel Inter-Room Call Lock
] Multi-Device Conference
¥ Direct Trunk Selection

W] NFC Service

[ Service After Smart Routing
W] NFC Service for &Any Mobile

[ selected Al

Change

Apply Close

KN
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Receiving Call in mVolIP Zone

¥ Receiving Call in mVolP Zone] is used to Allow the WeVolP subscribers can receive call in the mVolP

Zone.

*mVolIP Zone] means that an external data network.

»To use the [Receiving Call in mVoIP Zone], need to set the following item in the menu.

[Configuration > User Group > Change User Group > Information]

& [DIALOGIInformation - Change

(2] (%]

=8OR =<
2]

rService Permission

M Call Forward All

M Preset Call Forward &l

W] Freset Call Forward DND
[#] Hot Line

W Remote Office

[#] Mo Ring

W 2uto Record

M Second Service Class

W £dd-0n Conference

W] Call Park Orbit

[J oD Cverride

M Ring Plan Override

W] Preminum CID Service

W] ELF Key Create

[#] Call Bridge

W Smart Routing Activate

M| Receiving Call in Hot Spot Zone
[INFC Maowve to WE “alP First

W Call Farward Busy

W Preset Call Forward Busy
M Absence

] outbound Call Lock

W] kulti-ring

] &HE

W Hot Desking

M Follow ke

W Cne-Step Conference
Call Transfer

[ Restricted Call Forward
W Faging On Answer

[ Ho Ring Cverride

W Cperator Call

] Move To Mobile

[] Sm%rt Floutlnq including Access Co,

I M| Receiving Call in m%olP Zone I

[ Malicious Call Trace

M Call Farward Mo Answer
M Preset Call Forward No &nswer
M Wake-Up Call

M 2uto Retry

W] Caller ID Block

] Call Waiting

[ Individual Speed Dial

M Caller I Dizplay

W tusic on Hold

W] Barge-In with Tane

M Temporary CID Restriction
[1 Remote Extenszion Set

W] teet-me Conference

W] Call Transfer without Restriction Pal,,

] Mohile Auto Answer
[ Smart Routing Call Reject
W Unregistred BLF On

W Call Farward Unreachable
W Preset Call Forward Unreachable
[¥] DHD

W] Callback

W Group Call Forward

W] &0t Anzwer

W Incoming Call Lagging

™ Call Recording

¥ Call Park Extension

W] Barge-In without Tane

¥ Station Paging

[1Hotel Inter-Room Call Lack
W] Multi-Cevice Conference
¥ Direct Trunk Selection

] HFC Service

[ service After Smart Routing
W] NFC Service for Any hMobile

[ selected Al

Change

Apply Close
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Smart Routing Statistics

»Smart Routing Statistics
[PERFORMANCE > Statistics > System Service > Smart Routing (Internal)

som Administrator B &8 &2 &= %

PERFORMANCE

Smart Routing{Iinternal) [ Smart Routing{External) J_Main Monitor I

Type l J
B Statistics = Period L i o &8s~ O &L O (3 ko)
System | Search || initial |
User Group

2}

Service Group

Route

H #

Hunt Group

User

o =

System Service
Mobile Remote Dial

IFmart Routing{Internal} | 07

Smart Routing{External)
Smart Handover

Mobile Call

=

Extension Statistics Groups

2}

Route Statistics Groups

Phone Usage by Type | ]EHZ| 141 ¢0) \IHE] Print || Draw || Excel || Detach |[ Help || Close |
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Inter SCM Smart Routing

(.} Specifications
— Mobile Number Sharing : Max. 1,000,000 number
— SCME Capacity : 100 System Inter SCME Smart Routing

Ve

Seoul
SCME
Gumi
R3 ) -
ScmE S— s
IP Network
R5 - 301 _ Suwon
SCME g = SCME

Master DB Sync.

SCME
R5 - 8062
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Inter SCM Smart Routing

» Inter SCM Smart Routing is auto-routing functionality when SCMs are connected

with peering.
»SCM automatically recognizes the mobile number when subscribers are dialing to trunk
»Route Configuration and Restriction of Inter SCM Smart Routing

1) SCM Peering have to be set before using Inter SCM Smart Routing
[Inbound Error Announcement]
- must be set to DISABLE to use rerouting when Inter SCM Smart Routing Call fails
- Option to Enable/Disable Smart Routing Service at individual User Group
[Configuration > User Group>Change User Group>Options] Smart Routing Service
- To restrict Inter SCM Smart Routing at specific access code.
[Configuration > Inter-SCM Setting>Inter SCM Routing]
delete value of SCM Access Code
- Functionality to restrict mobile number when Inter SCM Smart Routing
[Configuration >Trunk Routing>Smart Routing Restriction List] add mobile number
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Inter SCM Smart Routing

Normal Call

» Configuration

031-301-xxxx 031-8062-xxxx

SCIV! 1 SCM 3
(Active/Standalone) (Active)/Standalone

i «Q»

SCM 2 (Standby) Inter SCM Smart SCM 4 (Standby)
Routing Call

: N~— .,
E : h |
AP

Extension : 1000 AP
Mobile : 010-9000-4000 Extension : 1000

j Mobile : 010-3000-5000
Caller Dialing : 010-3000-5000
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Inter SCM Smart Routing

> Inbound Error Announcement Disable
[ CONFIGURATION > Trunk Routing > Route] press “Change” button
Select “Trunk Service” and check “Inbound Error Announcement

son Administrator

CONFIGURATION Route [ Timers l KMain Monitor ]
User Grou Route Name
User | P [ - = ] o " l =]
Al ‘ { ¥ :
5 Trunk Routing 1 Search : Clear | Reset ‘
m Route Type | User Group | Route Name | Locsation | Register Type | Proxy Server | Port
’ U§er Grqup UG‘! FlT:E_'I 42 UG1-LQC1 None 10,251,194,142 5060 N
& [DIALOG] Route - Change ol = (=4

Basic Configuration I SIP Registration ] Additional SIP || Trunk Service |l iInterworking | Number Translation |

Trunk Access Code | -] Default Access Code for Tendom [Disable -]
&vailable Route [Enable -] Route Lock [None -]
Trunk Restriction Palicy l =] Call Forward Block [Disable =]
Anonymous Call Reject INone E] Class of Service [ @
Maximum Call I _l Maximum Inbound Call I _|
Maximum Outbound Call I I Allow Reroute ReasonCode _]
Outbound Error Announcement [Disable EI I Inbound Error Announcement Disable
Call Forward Announcement Iteration ID | Caller Ring Type None %
Use Virtual Ringback [Disable -] Use Real Ringback [Disable -]
Change | 1 Apply || Close
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Inter SCM Smart Routing

» Option to Enable/Disable Smart Routing Service at individual User Group
[Configuration > User Group>Change User Group>Options] Smart Routing Service

CONFIG-UHATION Options [ Route | Timers | Main Monitor |
Location J Bl Gy | B'
O User Group Search Clear Reset
Create User Group | user Group [Transfer Ring. [Operator Recall Auto Answer ._JAuto Answer T.JChain Forward,_ JCall Authentid
UG MCOH Disable Bellcore 1 u] Firzt Callee Disable
[E Change User Group
Information
Cptions
& [DIALOG] Options - Change o] & ===
User Group |UG‘I |Z|| Transzfer RingBack Tane |MOH @
Operatar Recall |Disable E Auto Answer Attention Tone |Bellcore 1 E
Auto Answer Tone Count |D E| Chain Forwarding |First Callee E|
Call Authentication [Disable =] CSTA Port [so |
Maximum Call Forward Count |3 | Long Dwration Call Auto Release |Di3ab|e @
FPark Announcement D |1‘IDD ﬂ Puszh Service Announcement (O | E|
Wake-Up Announcement D |1D49 E| YWake-Up Announcement [teration |3 |
Wake-Up No Answer Retry Count |3 | Wake-Up Ring Type |None |E||
Callback Ring Type |N0ne ﬂ Recall Ring Type |N0ne @
FPaging On Answer Ring Type |None E Dizpatch Conf Ring Type |Siren 1 E‘
Fredefined Caonf Ring Type |Siren 1 E| Line Seize Qption |N0ne E|
Transfer Recall |Enab|e All |E” Application Server Service Group |UG‘I-APPGF!P‘I |E||
Nodel App Server Service Group [UG1-&PPGRPZ =] Mizsed Call by Multi-Device [Display Disable =]
Mizzed Call by Hunt Answer |Di3|:IaaL5.I Dizable ﬂ Mizzed Call by Multiring Answer |Di3|:|a;.I Dizable ﬂ
Mizzed Call for Pickup |Di3|:IaaL3.I Disable E Syetem Speed Dial Display |Speed Number E|
Transfer Target Dizplay for Recall |Enab|e Cperator Only E| CETA Node Code |IZI |
Mo Ring for Multi-Device |Disab|e |z” Minimum Number Translation Length |‘ID
Hunt Group Member Service |Di3ab|e ﬂ I Smart Routing Service Enable |Z|
Use Default Access Code Use List |No E| All Hot Desking Logout Dizable
&ll Hot Desking Logout Time |@||@|k@ Multi-ring Member Display |Mu|ti—ring E|
LDAP Server Update Option |N0t use |z” Dialing Mumber Display for Outgoing |Peer Info |E||
Mobile Phone Location Service |N0 |Z||
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Inter SCM Smart Routing for Central

(2) Synchronization of Mobile number between SCM
For synchronization work, Central system is necessary, the SCM of rest, must be set to
Normal system. Central system plays a role in collecting the mobile Number of Normal
System.
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Inter SCM Smart Routing for Central

» To synchronize the mobile phone number stored in other SCMs
Please set the following items in [Configuration > Inter-SCM Setting] menu.
[My SCM Configuration]

It is the item to be set in both the the Central system.

- 031-301 System

CONFIGURATION

My SCK Configuration [ Smart Houting Restriction List | Inter SCM Routing | Main Monitor |

WI=eT Search
Trunk Routing Cef::;tg:‘ls;g-lpe |1 SCHM ID |30-I SCH Name |Authentlcatlun ID|Authentlcatlun P__]Central System |
Time Schedule |
- [DIALOGIMy SCM Configuration - Change | B[]
Sy=stem Type lml SCM D 1
SO Name (301 | Authentication | [ |
Authentication Password | | Central Sy=stem Address | \ |
Central System TLS Part Numer  [11102 | central System HTTPS Port Mumer |43\ |
Change Apply Cloze
= ey
Active/active Redundancy _I \
H InterSCM Setting Central System set to “1”
I My SCM Configuration I
SCM List Configuration
Inter SCh Routing
Database Sync,
kobile Number Search — é = — | 2
| [#]l ] /101 | »f[m] | Detail || change || Excel || Detach || cClose |
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» Database sync. Time Setting

[+

User

]

Trunk Routing

Time Schedule

[

Service

H

Wireless Enterprize

]

Application

CONFIGURATION

Al

Database Sync, l Inter SCWM Routing

Schedule Type

SCHW List Configuration ] My SCHM Configuration

Smart Routi.,,

Weekday

Search

| Time

Day

0300

& [DIALOG]Database Sync. - Change

Schedule Type

Change

Apply

Weekday

Close

E Inter-SCH Setting
My SCHW Configuration
SCM List Configuration
Inter SCKW Routing

I Databaze Sync, I

tMobile Number Search

[#] 4]

141 413

[»]]»]

Detail

J| Change ”

Excel

J| Detach ”

Close

J
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» Check the Inter SCM List Configuration

COMFIG'I-_IHATIOM SCM List Configuration KMobile Number Search ] Database Sync. Inter SCW Routing ] My SCH Co..
SCK Name
U=zer J | E“
. Search Clear Reset
Trunk Raouting
) SCM ID | SCM Heme | Avthentication ID | Authentication Passw,_| SCM Address | scMm
Time Zchedule
1 {central}an -
EETHEE ‘ z BOEZ B0EZ e |
. rm B NN H 1 Cet
& [DIALOG]SCM List Configuration - Change o @ |3
S—
SCM D |2 SCh Mame a0RZ:
Authentication 1D S0ez Authentication Pazsward ek
SCK Address W Public Address
Change Apply Cloze
Tt o
[E Inter-SCH Setting 11
My SCKW Configuration 1z
[scM List configuration | 13
14
Inter SCK RBouting s
Database Sync, . J
Mobile Number Search — é — — | J
-] [#][«] 1/1 C1o0) [ » | m] Detail || Change || Excel | Detech || Close |
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Inter SCM Smart Routing for 2" System

» To synchronize the mobile phone number stored in other SCMs
Please set the following items in [Configuration > Inter-SCM Setting] menu.

[My SCM Configuration]
It is the item to be set in the Normal system

- 031-8062 System

CONFIGURATION

My SCHM Configuration I Main Monitor |

— J Search
User System Type | SCM ID | SCM Hame | Authentication ID|Authentication P_|Central System ., |
Trunk Routing Narmal 2 B062 G062 Ak 123341720
Time Schedule
=ervice 2nd System set to “Normal” weyn
Wirelesz Enterprize I / 2 SyStem Set tO 2
& [DIALOGIMy SCM Configuration - Change L/ | / l_l' = '@
System Type Narmal |E| I SCH D —V ||
SCH Name goge authentication (D G0Ez |
Authentication Passwoaord Ak I Central System Address 123341720
Central System TLS Port Numer |111I32 | Central System HTTRS Port Numer  |443

Change Apply Close \ \
T =T e =TTy L} N
I by SCh Configuration I
S5 sk ST Input The Central System IP Address
Inter SC Routing
Databaze Syvnc, J | J
Mobile Number Search | [w][«] 12101y [o]n] Detsil || change || Excel [ Detsch || cClose |
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» After Inter SCM Smart Routing Database Sync. , input the 24 System Access Code

[Configuration > Inter-SCM Setting>Inter SCM Routing] delete value of SCM Access Code

CONFIGURATION Inter SCM Routing | SCM List Configuration | My SCH Configuration | Main Monitor |
i Uzer Group | El SCh Hame | El
User J Search Clear Reset
Trunk Routing pup | SCHMID | SCW Hame | SCHM Address | SCM Public Address | SCM Access Code
Time Schedule ! iceniral)aot
o z 8062 00042
& [DIALOG]Inter 5CM Routing - Change =/ & '&“
User Group =X [~ SCM ID E |
SCH Hame |&06z | SCW Address |
SCM Public Address | | | SCM Access Code o004 |
Change Apply Close
L A
Active/sctive Redundancy
[ Inter-SCM Setting
My SCh Configuration
SCM List Configuration
| nter sCM Routing |
Databasze Sync, - J |J
Mobile Number Search | [w][«] 141 ¢2y [»][»] Detail || Change || Excel || Detach || cClose |
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» After Inter SCM Smart Routing Database Sync. , input the 24 System Access Code
[Configuration > Inter-SCM Setting>Inter SCM Routing] delete value of SCM Access Code

COMFIG'I:IHATIOM Inter SCHKM Routing My SCHM Configuration ] SCH List Configuration ] KMain Monitor |
Uzer Group | El SCH Wame | |Z||
Uzer Search Clear Reset
Trunk Routing qaup L oChiin | SCh bame | SChi Sddess L SChibublic bddress | SO
Time Schedule 1 {central )30 00041
Service ¢ B2
Wirelezs Enterprize
(= [DIALOGIInter SCM Routing - Change o] @ [
User Group (UG =] SCM D [1 |
SCM Name [(zentralizm | SCM Address |
SCHM Public Address | | | SCM Access Code 00| |
Change Apply Close
= Tnier-=CH =etting
Wy SCMW Configuration
ZCM List Configuration
| Inter SCM Routing |
Databasze Svnc, J |J
tobile Number Search - |E||I| 141 (27 |I”E| Detail || Change || Excel | Detach || cClose |
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Inter SCM Smart Routing Statistics

»Inter SCM Smart Routing Statistics
[PERFORMANCE > Statistics > System Service > Smart Routing (External)

PEHFOHM_:E-&;ICE - Smart Routing{internal) ] Smart Routing{External) thlain Monitor |
N Type

| ]
B Statistics N Period I I B N i R I 2 B e )

System | Search H Initial |
User Group

H H

Zervice Group

&)

Route

H

Hunt Group

&)

User

m

Syztem Service

kobile Remote Dial

Zmart Routing

Smart Routing({Internal)

ISmart Fouting(External)

Smart Handower
kobile Call
Extension Statistics Groups

Route Statiztics Groups

Phone Usage by Type ] |E||I| 1/1 {03 |I||E| Print ]| Draw ]| Excel ]| Detach ]| Help ]| Close ]
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Smart Handover

»When the We VolIP subscriber has moved out of the WIFI network during WIFI call,
this function is used to provide continuity of currency.

»Smart handover is divided into the ‘Handover-Out’ and ‘Handover-In’.
The Smart Handover-Out is that when WE VolP subscribers move out of WIFI network
during a call, WIFI call is switched to 3G by automatically before it goes out from the WIFI
network. The Smart Handover-In is that when WE VolIP subscribers move in of WIFI
network during on Smart Handover-Out, 3G call is switched to WIFI by automatically.

»The statistics of success/failure for Smart Handover services is provided through

the SCM Administrator. It is found in the [PERFORMANCE > Statistics > System Service >
Smart Handover] menu. =

& Smat Handovw
Y

¥ 4O I —— _....__.\.-4.‘.4

Faiod e e e f o = B Ems e e fins =4

||||||||

20130802 1000, 0

»The Smart Handover function is only available in WE VolP device.
So WE VolIP configurations must be required basically.
And Samsung AP/APC must be required.
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Interworking APC

»To use a Smart Handover function, TLS link should be established between SCM Express
and APC.

»Maximum 24 APC can be configured and can be confirmed the current connection status of
APC in the [CONFIGURATION > Wireless Enterprise > APC List] menu.

& [DIALOGJAPC List - Detail =N ™
Uszer Group [UG1 [~] Name [£PC |
IP Address 1,234 | Status [Dizconnected [~]
ltem Description

User Group Select a user group for which APC will be configured

Name Specify the APC name.

IP Address Specify the APC IP Address.

Status Confirm the current connection status of APC.
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Class of Service Setting 1

»To use a Smart Handover function, creating of Class of Service is needed.

»Class of Service can be set in the [CONFIGURATION > Service > Feature Service > Class

of Service] menu. When create a Class of Service, Smart Handover Type should be set.
Each type as follows.

= [DIALOG]Class of Service - Change

User Group (LG |
Owerride Lewvel |Leve| 8 |E||
Call Limitation Level [Level 0 -]
Restriction Policy | |E||

Hot Spot Restriction Policy |E|
| Srart Handover Type Handover Both 'll

Service Permission

[ Call Farward &ll [+ Call Forward Busy [ 1

[v] Preset Call Forward All [v] Preset Call Forward Busy [v] 1

[#] Pre=et Call Farward DHD [#] Abzence [+

[v] Hot Line [ Cutbound Call Lock [V .

Item Description

Blank Handover services are not allowed.
Handover Out Handover Out service is only allowed.
Handover Both Handover Out/In service is allowed.
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Class of Service Setting 2

»Class of Service created is allocated per user in the [CONFIGURATION > User > Single
Phone User/Multi-Phone User] menu.

& [DIALOG] Single Phone User - Change

Uzer Group
Lacation
Application User ID
Application Paszsward
Authentication User [D
Authentication Password
IP Address
Frafile Login ID
Frofile Login Passcode
kMobkile Phone Number
Protocal
TLE Connection
A=A Primary Node
Whis Extension Number
URI Type
RFCZ2535 DTMF Payload
Department

Send CLI Number

Service Group Lacal Number

(U1 =]
[UG1-LoC =]
|2I]D1@ug1.su:m.|:nm |

UG 12001

|

||:|1 095304000 |

[0 &
|F|euse E|
[MODE 0 [=]
| |
[sIP =]

[101 |

| ]

Class of Service

Extenzion Lock

Account Code Use

Service Group
Extenzion Mumber
Extension Mame
FIN Murmber
Fhone Yerification
MAC Address
Private |P Address
Fhone Type
Language
dze Maobile Phane Mumber
hedia
Ping Ring Type
A=2 Dual Regiztration
fake kailbox
DTHF
Time Zaone
Position
Service Group Local CLI Humber
Restriction Policy
Gateway Name
LOAP DN Mumber
Auto Anzwer by Click to Dial

o
ot
[
[
[
RTF

Yes

[
I
[
[
[
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»WE VolP subscriber’s available mobile number must be configured to each user. Mobile
number can be set in the [CONFIGURATION > User > Single Phone User/Multi-Phone

User] menu.

& [DIALOG] Single Phone User - Change

Uzer Group
Lacation
Application User ID
Application Paszsward
Authentication User [D
Authentication Password
IP Address
Frafile Login ID

Frofile Login Passcode

(U1

|LIG1—LOC1

|2I]D1@ug1.su:m.|:nm

UG 12001

[

Mobile Phone Nurmber

Protocal
TLE Connection
A=A Primary Node
Whis Extension Number
URI Type
RFCZ2535 DTMF Payload
Department

Send CLI Number

Service Group Lacal Number

Class of Service
Extenzion Lock

Account Code Use

01095304000

UDP [+]
|F|euse E|
[MODE 0 (=]l
| |
[sIP =]
[101 |
| -]
| |
| |
| -]
|N|:|ne E"
| =]

Service Group
Extenzion Mumber
Extension Mame
FIN Murmber
Fhone Yerification
MAC Address
Private |P Address
Fhone Type
Language
dze Maobile Phane Mumber
hedia
Ping Ring Type
A=2 Dual Regiztration
fake kailbox
DTHF
Time Zaone
Position
Service Group Local CLI Humber
Restriction Policy
Gateway Name
LOAP DN Mumber
Auto Anzwer by Click to Dial

o
ot
[
[
[
RTF

Yes



Other Settings 2

»When WE VolIP is moved in the WIFI network, Smart Handover-In is available function after
being WE VolIP registered with the SCM Express. There are needed a Service Guard Time
because registering with the SCM Express are needed a few seconds.

»S0, Smart Handover-In is working after Service Guard Time.
»Default Service Guard Time is 0 seconds and Service Guard Time can be changed in the

[CONFIGURATION > Miscellaneous > System Options > Smart Handover-In Waiting Time
(second)] menu.

System Options [ kMain Monitor |

Node Name [NODE 0 =]
Search Clear Rezet
Name | Yalue | Node Name
SIP TLS Eey Passward(0) ek WODE 0
SIP TLS Key Password{1)} bk WODE 0
SIP TL: key Password Change Used DI=AELE NODE 0
ZIP TL= Private kKey Decryption DI=SAELE NODE 0
SIP TLS Yersion 1,0 WODE 0
SIP Unreg Connection Timeout {mzec) 3600000 WODE 0

SIP Validate Any TLS Certificate DISAELE NODE 0
Smart Handower-In Waiting Time {second) n WODE 0
ZMDR Timer DI=AELE NODE 0
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Other Settings 3

»To use Smart Handover-Out, it is needed the access code for Smart Handover-Out.

»The access code can be configured in the [CONFIGURATION > User Group > Change
User Group > Information > Service Call Access Code] menu.

B [DIALOG]Information - Change (o] 3 |[=]
Uzer Group [UG1 [=] CDR Storage Options |N|:|ne E“J
Ho=st |ug1.scm.c0m | Authentication Method |Internal E“
MOH ID [1100 -] MOH Enable [Enable -]
Transzfer Ringback Tone |11‘|5 |E|| User Group Code | |
CLI Number | | QOP{Guality of Protection) [£uth -]
Realm |ug1.sc:m.u:0m | Algarithm |MD5 E“
LO&R Root Directory | | Restriction Policy | -
Default Access Code | |E|| Service Call Access Code | E|
Default Class of Service
Owerride Level |Leve| 3 |Z|| Frivacy Lewel |Leve| 3 E“
Call Limitation Level [Level O -] Second Service Class | -]




Other Settings 4

»When VolIP is moved out the WIFI network during external call, Smart Handover-Out is
working. In this case, route type must be set to TIE for Smart Handover-Out operation. That
configuration can be set in the [CONFIGURATION > Trunk Routing > Route > TIE Trunk]

menu.

'.E [DIALOG] Route - Change
Route Type
Faoute Name
Register Type
Fart
Damain Name
Authentication Pazsward
Outbound CLI Prefix
A=A Primary Node
Farced Send CLI Number
Send CLI Name far Inbound Call
Transfer Caller ID
Anonymous Call Reject
NAT Traverzal
URI Type

[User Graup =]
[FTE_245 |
[Send REGISTER =]
[s060 |
|ug1.scm.cu:um |
[1111 |
| |
[MODE O [~]
[None -]
|Nnne Bl
|Tran3fer FParty Mumber |E||
|N0ne |E||
[Disable -]
G o]

User Group [Uz1 [] 2l
Location [UG1-Loc [~]
Proxy Server [185.213177.248 |
User Name [zCHEZ05 |
Authentication User Name |1111 |
DNS | |
DTS Mode [Disable ]
A-A Dual Registration |Enab|e E“
Send CLI Mame for User | -]
CLI far Farwarded Call |Originatnr E“
Anonymous URI |Ananymau3 Invealid E“
Route Lock Hone E|
| TEE Trunk e =
Tandem Diverzion Humber | |
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Handover Service Limitations

»Smart Handover is only served basic internal/external call case. Hold call is not served the
Smart Handover.

»In Active-Active system case, WE VolP must be enabled a dual registration option for
Smart Handover operation. That configuration can be set in the [CONFIGURATION >
User > Single Phone User/Multi-Phone User] menu.

‘B [DIALOG] Single Phone User - Change o ® =

User Group |LIG1 |Z|| Service Group ||LIG1—SG1 ||z||_
Location [UG1-LOCT ] Extension Number [2001 |
Application Uszer D |2001@ug1.scm.com | Extenszion Mame |2I:ID1 |
Application Pazsword |4HHHHt-Jt-Jt-Jt-Jt-Jt-Jt-‘t-‘t-‘t-Jt-!r | PIN Number |""“*"r |
Authentication User ID (2001 | Phone Yerification [None -]
Authentication Password |*""‘* | MAC Address | |
IP &ddress | | Private IP Address | |
FProfile Login I (UG 12001 | Fhone Type |Samsung-Mohile-Phone -]
Profile Login Fazscode |*""‘* | Language |K0rean E“
Mobile Phone Number 01085304000 | Use Mobile Fhane Number [Nane =]
Protocal |uDP 7] Media |RTP =]

TLS Connection |Fleuse B| Fing Ring Type None E|
& A& Primary Node [NODE O [~] | #-A Dual Registration Enable : |
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B [DIALGG) Single Phone User - Change

Uger Group
Locmtion
Applloation Usar 1D
Application Pazzwar =l
Authantication Usar |0
Authentication Password
IF Address
Frafile Lagin 1D
Profile Login Pezzcods
Mobile Phone Mumber
Frotocaol
TLS Connection
A p Primar ¥ Noda
WS Extension Number
URI Type
HECEESS DTE Faylosd
Cepartmesnt
Sand CLI Number
Saryioe Group Local Humber
Clags of Service
Fxten=ion Lock
aocount Code Use
Accmpt Login Sverride
MOH announosmeant 10
Sand CL Naime
Send Cxtanslon Humber
Caller Aing Type
Check Regiztration Protosol

Applioation Server Servios Group

|I|||||
Illu.'\l N EEe
||||||:

|----
||||||'||||||| il
|ll|-|'
|N||II||.||

|||:|;'(-||||||:

Service Group
Extmnzion Humber
Extension Name
FPIN Numbss
Fhone Yerifioation
MAC Address
Frivate |IF Address
Fhone Type

Lmrigumsgs

I Use Moblile Phone Number

AT
Fing Ring Type
A= Dual Reglstration
takes Mallbos
CThF
Timm Zorm
Fosition
Service Group Locml CLI Numbar
Restriction Palloy
Cateway Name
LDAF DN Numbsr
Auta answer by Clok to Dial
Extarnml Hingbmck Tanms Uxze
Display Option
Call Manitoring
Uss Yirtuasl Ringback
aff Hook Alarm
MOH SIF kedis bMods
CE Monitoring

||.- t1002
|m
|N..|..-

|I|u-'\l nEEE

|'--'||| ung-Mobile-Fhong

[[Exiat ity

HNone

e

i._J

==

=]
[=]

|
|
|
|
|
|
[=]
(-]
=]

Cial Gnly

[T #0500 xS ol

|

|

|

|

|
[Enabie
[mens
|NHII||-I|
[Dizabie
[EEECE
|

| smrd Orly
|||| able

(=]
(=]
=]
[]
(=]
=]

|

[=]
=]
(=]
=]
[=]
[-]
[=]
[

»A WE VolIP client can make a call through SCM, even though the client is out of WIFI network. In this

case, a WE VolIP client can request the ‘Mobile Remote Dial’ service through a data channel.

»If SCM receives the request, SCM makes a 3G call to the WE VolP first,. And if the WE VoIP answers

the call, SCM makes a call to the destination which was requested before by the WE VolP, After the

destination answers the call. SCM lets them be connected.

»Remote Dial can be set in the [CONFIGURATION > User > Single
Phone User/Multi-Phone User] menu.

62



»Set port forwarding at Firewall Equip. (or SBC)
> Configuration->Wireless Enterprise->Mobile Service Options]
-Set Public IP address, Public Port to be used at Remote Dial.

- Auto Answer CLI Number and Auto Answer Profile Number are configured.
(If the WE VolIP client can answer the 3G call automatically)

»A We VolIP client receive the provision data from SCM.

B [DIALOG]Mcbile Service Options - Change = XS
User Group : - e} Lssdunabils
Remote Dial Public IP Address | | | Remote Dial Public Part | 1
Mabile DISA Number ; : SECHES - SN :
Mobile ¥MS DISA Number | |
WE Work Server I[P Address [ ] WE Work Server Port |80 ]
WE Wark Server Public IP Address | ] WE Work Server Public Port |60 ]
WE VolP CID Server IP Address | | WE VolP CID Server Port [so |
WE YolP CID Server Public IP | ] WE VolP CID Server Public Port IBD ]
WE Work Server Pratocol [HTTP =] WE VolP CID Server Protocal  [HTTP =]
WE VolP CID Server Public Protocol [H'ITP E]I
Wait Call, Later Call = s bt .
Auto Answer CLI Number [0312795555 | Auto Answer Profile Number 0312795555 3]]
Use 3G Call Only i = e e ¢
r24G Channel List
M cHA ClcH e CIcH 3 [JcH4
M cH S [JcHs CeH 7 [JcHs
MicHa JcH 10 O cH 11 ClcH12
MicH 13
[ selected 4l
rSG Channel List
W] CH 36 W] CH 40 [V CcH a4 W cH 48
W cH 138 V] CH 153 [V CH 157 V] cH 161
[]cH 185
[ selected All
f Change Vv Apply 7‘ f Close J
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Notes on using mVolP

[Usage minimization of battery]
= UDP is used as the SIP signal.

= UDP when using wireless from (4G) carrier's network, and after 45
seconds, in order to prevent a phenomenon that expire port
maintenance time of the wireless carrier network NAT, is set to 90
seconds or less the expiration date of the registration

- Not minimizing battery usage.

[Resolve]
» TLS is used as the SIP signal.
= FMC Registration Expires Time to 3600 seconds.
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mVolP Site Configuration

Configure the mVolP network, there is a Case of three
actual

(1) In the Private SCM, if use the SBC.

(2) In the Public SCM only.

(3) In the Private SCM, if use NAT.

(4) Change the Priority of the voice codec (G.729)
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Common Configuration

[Configuration in SCM]

Configuration > User > Single Phone User

Protocol TLS Protocol is applied in the same way internal WiFi, external WiFi, also

mVolP.
The Single phone user, phone type is the "Samsung-Mobile-Phone", tele-

workers to set the TLS

TLS connection Reuse

Use mVolP Yes Phone type may be a "Samsung-Mobile-Phone"

Configuration > User Group > Change User Group > Timer
Register Expire Deviation (sec) 0 Expiration of registration, common applied to the IP phone and FMC
FMC Register Expire Minimum (sec) 60 Expiration of registration, common applied to the IP phone and FMC
FMC Register Expire Maximum (sec) 300~600 Expiration of registration, common applied to the IP phone and FMC
FMC Phone Register Expire (sec) (Default 60) - forif it is mVolP, and set in 3600 to advance this value
3600 - The Single phone user, phone type is the "Samsung-Desktop-Phone",
tele-workers to set the TLS




(1) In the Private SCM, if use SBC

SOME Lieten port PUBLIC (4G)
HTTPIs) - 80 (143) Ro-c v 1 St
SCME| _._&__
g - 1 Rttt & et
. a— s8C
fficeServ 3 1 —
iBG 7 ,
7/
/
/
& m = ; =
oy / CP ﬁ

4 e L |
= = I
I

Q - I

!

G/W G/w N < /

o /

/

/

ARe: I B sssssa HTTP {TCP}
T T For Provision

[—: \-;’ - S|P (UDP/TCP)
Al M
@@ & g 8D

- mVoIP Provisioning through NAT : HTTP(80), HTTPS(443)
- mVoIP Media and SIP signaling through SBC
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(1) In the Private SCM, if use SBC

[Configuration in SCM]

Configuration > Miscellaneous> System Options

SIP Public TCP Port 20000 It is not being used (TCP / UDP = 5060, TLS = 5061) SIP Well Known
. Ports. Block by the carrier's network of Well Known port when using in
SIP Public TLS Port 20200 K
orea.
SIP Public UDP Port 20200
System Public IP For Call SBC Public IP

System Public IP For Phone Provision

NAT (Firewall)

Public IP
[others]
TLS Expire Time 3600 sec
Expire Time 3600 sec
Listening Public SIP port 20200 Set the SIP port the same ports as the SIP Public Port that you set in the

SCME

= SIP Public TLS port settings to the SBC must be matched the receive port of the Public

NAT(Firewall)

Port Forwarding

TCP 80/443

NAT for Provision
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(2) In the Public SCM only

7 e PUBLIC

SCME ‘

GOME Linten port
HITH® : 80 (49
)

6P (Public) : 5000 (Doatio

r REGISTER
Expire==3600 A
200 OK S

Privaie Expire==3600

REGISTER ——’ 200_ OK
Expire==3600 AP Expire==3600

Remote Phone Register Expire (sec)
LL
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(2) In the Public SCM only

[Configuration in SCM]

Configuration > Miscellaneous> System Options

SIP TCP Port 20000 It is not being used (TCP / UDP = 5060, TLS = 5061) SIP Well Known
SIP TLS Port 20200 Eg:tesa.LBlock by the carrier's network of Well Known port when using in
SIP UDP Port 20200

SIP Public TCP Port 20000

SIP Public TLS Port 20200

SIP Public UDP Port 20200

System Public IP For Call SCM IP

System Public IP For Phone Provision | SCM IP
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(3) In the Private SCM, if use NAT

GOME Lixtes port > PUBLIC{4G)

HITP(2 : 80 (4q0) | HESSEDNREE
ST IF 5000 | PSS

| REGISTER
Expire==3600
x&_\’ ’
% W 200 OK

Expire==3600
GAW GAW ®
Router Router
GAW G/W _ B zone
Router Router S ——
Vo i B ([—— HTTP (TCF)
T T For Provision
— il N | ——— SIP (UDP/TCP)
AP AP
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(3) In the Private SCM, if use NAT

[Configuration in SCM]

Configuration > Miscellaneous> System Options

SIP Public TCP Port 20000 It is not being used (TCP / UDP = 5060, TLS = 5061) SIP Well Known
. Ports. Block by the carrier's network of Well Known port when using in
SIP Public TLS Port 20200 K
orea.
SIP Public UDP Port 20200
System Public IP For Call SBC Public IP
System Public IP For Phone Provision | NAT(Firewall)2|
Public IP
System under NAT Enable

Configuration > Location > MPS Freezone

Add Private IP Zone IP, Subnet SCM and other Private routable IP phone (FMC) network interworking
additional. (Picture: A Zone , B Zone)

[others]

NAT (Firewall)

Port Forwarding TCP 80/443 For Provision port

Listening Public SIP port 20200 Set the SIP port the same ports as the SIP Public Port that you set in the

SCME

= Set the value of the SIP Public TLS port of the NAT Port Forwarding SCM
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(4) Change the priority of the voice codec(G.729')?";

[Configuration in SCM]

Configuration > Location > Location

Intra-Location Audio codec

1016

If the user is the same location, and selects the codec is not used.
It is to be a top priority the codec you want to use from the Device.

= Cases, such as SBC Trunk location and user location

[Concept]

» Selected as the highest priority codec function that turns.

= If mVoIP, WE VOIP (Client) using a G.729 has the highest priority of.
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Service TCP Port UDP Port Description
General 20, 21 - FTP Server
22 - Secure Shell
23 - Telnet
80, 443 - HTTP Web Server
389 LDAP Server
123 123 NTP
Provisioning 69 - TFTP Server
8088 - Gateway Provisioning
- 6000 Phone upgrade from Proprietary to SIP
NMS - 161 SNMP Agent
Personal 8080, 9500 - Personal Assistant
Management  |4002, 4003, 4004 - Single Sign-On, PWP for UMS/Conference
System 20001, 20002, - SCM Administrator
Management (20003, 20005,
20006
5432 - PostGRE DBMS connection
Call 5060, 5061 5060 SIP signaling
UMS 5080, 8624 5080 Call signaling for UMS
- 14002~14130 RTP Path for UMS
25, 143, 993 - Signaling for E-mail Server

3681, 3683, 2001, 2
2001

Signaling for Outlook client

2200

UMS File server
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(Annex) Port List for services

Service TCP Port UDP Port Description
Conference 3333 5090, 5098 Call signaling for Conference
- 44000~49998 RTP path for Conference
MOH - 35000~35999 RTP path for MOH/Announcement
MPS - 40000~40799 RTP path for MPS(Media Proxy Service)
Others 6000~6127 - CSTA link for each user group
9050, 9052 - PMS link

9090, 9092, 9094

Proprietary Application server link

9000, 9002, 5110

Voice Monitoring server link

9010, 9011 - MVS client link
18124, 18126 - mySingle link
10306, 2300 - CDR(Call Data Record)

1812, 1813

Radius Server
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Thank you
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