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Distribution 

English Ver.1.0 
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History 

Version Date Changes 

1.0 2016.12 Initial version for V6.1.0.x 
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| Account Number Modification of Trunk Route 
| User Name Display of Other Service group 
| FMC Login ID/Password 
| Dispatch Call Override 
| Short Message Service by peering 
| Busy Override though Second COS 
| Multi-Extension Phone Bridge 
| Analog Trunk Port Check and Release Feature 
| Call Waiting Transfer of PC Attendant (Korea only) 
| SIP ACL White List 
| Mobile SIP ACL Policy 
| Display Other User Group for Directory Service 
| Improved PROXYB for TLS Load balancing 
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V6.1.0.x Cautions 

< Upgrade Cautions! > 

 After upgrading to V6.1.0.x, the SSH and SFTP connection failure error can happen in PC 

which is storing old SCME's SSH and SFTP connection information (cache file).  

 Solution: Delete old SCME's SSH and SFTP connection information (cache file) in PC. 

 In V6.1.0, MOH IDs 1120 ~ 1129 are deleted and no longer available. If these MOH IDs are used 

in the current running version, change those MOH IDs to other IDs before upgrade. (Refer to 

the release note “MOH ID 1120~1129 are deleted” for details.) 

 In V6.1.0, when creating a new FMC user (i.e. its Phone Type is Samsung-Mobile-Phone), 

“Push Notification” is set to “Enable” as a default. The existing user’s “Push Notification” is 

not changed after upgrading. 

 In case push is used, interworking with push server is required. 

 In case push is not used, change “Push Notification” to “Disable”. 

(From the Android V6.0, periodic registration (REGISTER message) with short period 

can be blocked by Smart Manager and Doze Mode. This prevent a call from reaching 

to that FMC.) 
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Account number modification of trunk route 

 

 

The CDR representative number for trunk route is set to ‘CDR Representation Number’ in the 

[CONFIGURATION > Trunk Routing > Route] menu. 

To use the account number modification for the trunk route, you can set 'CDR Number Translation' 

in the [CONFIGURATION > Trunk Routing > Route] menu as Enable, and you create the 

conversion list in the [CONFIGURATION > Trunk Routing > CDR Number Translation] menu. 

※ If you set 'CDR Number Translation' to Enable, 'CDR Representation Number' item is processed with 
deactivation and you cannot input a value. 
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User Name Display of Other Service group 

 

 The opponent name and phone number is displayed if the service group is the same. 

 

When a user makes a call to the users in a different service group, name display of opposite user is 

determined to the ‘Name Display of Other Service Group’ in the [CONFIGURATION > User Group 

> Service Group] menu. If it is 'Enable', the extension number and name is displayed. If it is 

'Disable', the extension number is displayed. 
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Conf 1) FMC Login ID/Password 

If the ‘Use fixed FMC Login ID/PW’ option value is ‘DISABLE’ in [CONFIGURATION >  

Miscellaneous > System Options] Menu,  

user need to input the profile login ID and profile login password  in [CONFIGURATION >  

Single Phone User > Basic Configuration] Menu when user  login the FMC App. 
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Dispatch Call Override 
[CONFIGURATION > Service > Dispatch Call > Dispatch Call Group] Enable ‘Normal Call 

Override’ 

[CONFIGURATION > Service > Feature Service > Class of Service] Disable ‘DND of Dispatch 

Call Override’ 
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Inter SCM Peering configuration 

If SCMs are connected by peering configuration, SMS can be sent using access code. 

Followings are normal configuration of peering. 
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Conf 1) Busy Override (Second COS) 
SCM will do their best to make a trunk call although all trunk lines are busy if the user 

dials the ‘busy override (second class of service) ’ feature code and ‘outgoing call 

number’. 

The Busy Override should be set in the [CONFIGURATON > Service > Feature 

Service > Class of Service] menu. 
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Conf 2) Busy Override (Second COS) 
The Busy Override (Second COS) feature code should be configured in the 

[CONFIGURATION > Service > Feature Service > Feature Code] menu. 
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Conf 3) Busy Override (Second COS) 
SCM will release the ongoing call made though the busy trunk if the opposite site of 

the busy call has the lower privacy level than busy override caller’s override level. 

The Override/Privacy Level can be set in the [CONFIGURATON > Service > Feature 

Service > Class of Service] menu. 
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Conf 4) Busy Override (Second COS) 
If ‘busy override (Second COS)’ feature code is dialed, the override level of [Second 

Class of Service] should be the higher  than the busy call’s privacy level. The 

[Second Class of Service] can be set in the [CONFIGURATON > Service > 

Feature Service > Class of Service] menu. 
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Conf 5) Busy Override (Second COS) 
In case of tandem call, the Class of Service can be configured in the 

[CONFIGURATION > Trunk Routing > Route > Trunk Service Tab] menu. To 

release the busy line, the priority order should be checked using override/privacy 

level in the Class of Service.  
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Conf 6) Busy Override (Second COS) 
If the [maximum call] is 2 and there are 2 busy calls, SCM will find the longest 

continuous call that satisfying with the priority order condition. The call will 

released forcedly.  

If the maximum call is not set, SCM will check these conditions after receiving 486 

Busy response and then make a busy override call again.  
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Multi-Extension Phone Bridge 
Select ‘Bridge’ and ‘Hot Line’ in the [CONFIGURATION > Service > Feature Service > Class 

of Service]. 

Configure a feature code for ‘Bridge’ in the [CONFIGURATION > Service > Feature Service > 

Feature Code]. 

Set ‘Bridge’ feature code and target phone for ‘Hot Line’ in the [CONFIGURATION > Service 

> Feature Service > Service Activation]. 

  Bridge to Single Extension Number 

  Bridge to Multi-Extension Phone 

※ Bridge Multi-Device: It’s used to choose whether a call to the multi-device number at another phone can be bridged or n
ot. 

Bridge Target Phone(6001) 

Bridge Feature Code (*33) 

Bridge Feature Code (*33) 
+ Destination Number(6001) 
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Analog trunk port check and release feature 

 

 

[CONFIGURATION > Service > Class of Service] set the check phone to the Override level 

higher than the user Privacy level. 

[CONFIGURATION > Service > Feature Service > Feature Code > Analog Trunk Port Check] 

feature code should be set. 

The ‘Analog Trunk Port Check’ button should be created in the [CONFIGURATION > User > 

Phone Key Programming] menu. 

     [ Function usage ] 

The user can press the ‘Analog Trunk Port Check’ button, and after dialing DTS number + ‘#’. 

Or the user can dial the ‘Analog Trunk Port Check’ feature code + DTS number + ‘#’. 
 

     [ The process according to the analog trunk condition ] 

1) If the trunk is status is an Idle : Makes a call to the trunk 

2) If the trunk is status is a Conv : A three-way call is established but your voice is muted 
 

     [ Analog trunk call termination ] 

If you press 'Forced Release' button after pressing 'Function' button in the barge-in without tone 

condition, the trunk call is terminated. 
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Call Waiting Transfer of PC Attendant 
[CONFIGURATION > Service > Feature Service > Feature Code] Configure ‘Transfer Call 

Waiting’ 

[CONFIGURATION > User Group > Change User Group > Timers] Configure ‘Call Waiting No 

Answer Time(Sec)’ 
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SIP ACL White List(1) 
- SIP ACL White List is exception list for an “Unauthorized SIP ACL". 

[Pre-Condition] 

1) “Unauthorized SIP ACL Status “ is enabled. 

2) Caller IP Address is matched in "SIP ACL White List"’s IP Address. 

 SCM doesn’t block the SIP message for caller by “Unauthorized SIP ACL”. 

 

- MENU Location 

1) [MANAGEMENT > Access Control List(ACL) > SIP ACL White List] 

 

 

- SIP ACL White List Item and Description 

Item Description 

Source IP Address  Input IP address to exclude "Unauthorized SIP ACL".  
Ex) 10.251.194.23 

Subnet Mask  Input Subnetmask to exclude "Unauthorized SIP ACL".  
Ex) 255.255.255.0 

Node Name  Select Node name to except "Unauthorized SIP ACL".  
If Node Configuration is not set, SIP ACL White List works 
without Node Name.  



30 

SIP ACL White List(2) 
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Mobile SIP ACL Policy(1) 
- Mobile SIP ACL Policy is exception list for an “Unauthorized SIP ACL". 

[Pre-Condition] 

1) “Unauthorized SIP ACL Status “ is enabled. 

2) Caller is “Samsung Mobile Phone”. 

3) Mobile SIP ACL Policy is “Allow”. 

 SCM doesn’t block the SIP message for caller by “Unauthorized SIP ACL”. 

 

- MENU Location 

1) [MANAGEMENT > Access Control List(ACL) > ACL Options] 

 

 

- Mobile SIP ACL Policy Item and Description 

Item Description 

Mobile SIP ACL Policy  Drop -> The Mobile Phone User is included in "Unauthorized SIP 

blocking". 

Allow -> The Mobile Phone User is excluded in "Unauthorized SIP 

blocking".  
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Mobile SIP ACL Policy(2) 
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Display Other User Group for Directory Service 
- SCM provides Directory Service that user can search subscriber’s name or 

number by Samsung IP-Phone. 

- If subscriber's name or number is duplicated by other User Group, SCM can show 

result control by this option. 

 

- MENU Location 

1) [CONFIGURATION > Service > Directory Service Display ] 

- Display Other User Group Item and Description 

Item Description 

Display Other User 
Group 

Select whether to display the Other User Group's info
rmation in search result.  
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Improved PROXYB for TLS Load balancing 
- To Support TLS Load balancing, PROXYB usage has improved. 

- Improved feature 

1) PROXYB Index can change by operator. 

2) Receive REGISTER Route(GW) can use Internal Proxy. 

 

- MENU Location 

1) [CONFIGURATION > User > Single Phone User/Multi-Extension Phone]  

- “Protocol” Tab : “Use InterProxy”, “PROXYB Index” 

2) [CONFIGURATION > Trunk Routing > Route] 

- “Protocol” Tab : “Use InterProxy”, “PROXYB Index” 

- How to Use 

1) Select “Protocol” is “TLS”. 

2) Select “Use InterProxy” is enable. 

3) Input “PROXYB Index”. 

 Operator can check “External Proxy Port” in 

     [PERFORMANCE > Registration Status> Registration Status] Menu. 

SCM 
Capacity 

PROXYB  
Index Range 

Configuration Capacity per PROXYB 

3000 
10000 
30000 

0~3 
0~7 
0~7 

1000 
2500 
10000 
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