	To  : All
	Doc. No.
	SECYYMM-XX-X

	C.C. : 
	Country 
	STA, SEUK, LSP, SEG, SEI, New Zealend

	From: Hyunjung Na
	Tel:    Fax: 
E-mail:  

	Subject : SMT-R2000 S/W Release


S/W Compatibility Table :

	MODEL
	MCP2-L/M
	SCP2/LCP2
	SMT-R2000 

upgrade.tar
	SMT-R2000 

RFS
	Kernel
	RedBoot

	VERSION
	
	
	2.09.00
	2.09.00
	1.2
	V0.9

	DATE
	
	
	08. 4. 9
	08. 4. 9
	08. 4. 3
	08. 3.31


Overview : 
	V2.09.00 (’08.4.9)
	v20900_080409.upgrade.tar


New Version Changes
’08.4.9 V2.09.00
(1) S/W changed items
· kernel

· device-mgmt-agent

· ds-init

· device-mgmt-agent-ap-wip2.2 
· web-ui-ap-admin-wip2.2-languages ds-init-wip
· ds-config-ar531x 
· MTD
(2) Modification

· Add address range check when flash unlock or write function runs

· Save log in Flash when Stack error occurs

· Delete unnecessary routine of config copy during upgrade.

· Locate /dev in RAM using tar compression
· Change MTD block : mtd3 rootfs area is divided into mtd3 rootfs area and mtd4 config area

· When AP boots, initial file is create in RAM not FLASH

· /dev is changed from FLASH to RAM

· Log file is saved in RAM not FLASH

· Add flash-lock and flash-unlock commands. During Initialization this command runs.

· Add commands which can lock/unlock config area in Redboot

· Add configuration of Secondary RADIUS Server
· Modify defects detected from Prevent Tool 
(3) Caution  

· Before upgrade V2.09.00 s/w, you should upgrade Upgrader080119.upgrade.tar s/w first.

Previous Version Change History
’07.04.18 V2.05.00
(1) S/W changed items
· web-ui-ap-admin  package

· Dman-ap package
· Ieee80211 package
(2) Modification

· Added pop-up window to confirm factory reset execution and modified English script to Korean script displayed when success factory reset. (When local language is selected to Korean) 

· Modified the location of Encrypt the configuration file checkbox in [Maintenance]-[Configuration] and added description about it in help. 

· Modified the default value as followings.

. wpa_group_rekey = 0  (Not use periodic rekeying)

. wpa_gmk_rekey = 0   (No use periodic rekeying)

. stp = off  (Not use Spanning Tree Protocol) 

· Modified WPA group key index setting. (In previous version, unconditionally set in 1st index)
(3) Caution

Previous Version Change History
’07.03.06 V2.04.04

(1) S/W changed items
· Hostapd package

· Atheros package

· Dman-ap package
(2) Modification
· WPA2-PSK H/O time reduction : 

. Key timeout reduction

. Send deauth message if AP doesn’t receive Ack against Assoc response.

. Modified interrupt type from TXEOL to TXOK interrupt
· Added configuration items as properties of BSS class
· Modified IAPP message to be sent through broadcasting
· Modified condition to send IAPP message. IAPP message is sent every time Association occurs.
· Removed channel 165 in US Channel list
(3) Caution
Previous Version Change History
’06.12.28 V2.03.00

(1) S/W changed items
· net-snmp package

· web-ui-ap-admin package

· hostapd package
· atheros-drv package
· device-mgmt-agent-ap package

· cluster package

· ieee80211 package

(2) Modification
· Added snmp feature for operating with WLM(WLAN Management Tool)

· Added ten languages on WEB UI

· Added antenna selection on web page, Radio menu.

· Modified IAPP port number and changed broadcasting to multicasting

· Deleted an unused Portal package

· Modified WLAN Driver Reset Delay value, 100 -> 0

· Modified not to set VLAN on LAN port when AP is set to enable Untagged VLAN

· Modified Cluster channel plan method to use channel pool dependent on a selected country. A previous version used only channels of US. 
· Modified a condition for sending disassoc message

· Fixed bug that WDS(WPA) does not work after reboot
(3) Caution 
· APs must be upgraded because IAPP feature of new version is not compatible with a previous version.
Previous Version Change History
’06.7.26 V2.00.00

(4) S/W changed items
· device-mgmt-agent package

· device-mgmt-agent-ap package

· ds-config-ar531x package

· hostapd package

· ieee80211 package

· kernel package

· net-snmp package

· portal package

· strip1q package

· web-ui-ap-admin package
· web-ui-clustering package
· web-ui-las package
· wep-ui-frame package
· wep-ui-serv package
(5) Resolved Issues
-   Added support for Clustering
· Added support for SNMP SET(using SAMSUNG MIB)

· Performance improvement of WEB UI 
· Modular packaging, extensible WEB UI framework : enable to add or delete the respective WEB UI package of DMAN plug-ins
· Ebtable, strip1q, insert1q added. (kernel net filter modified)

· Support for Untagged VLANs : enable to use both VLAN and No tagged VLAN concurrently.
· Support for Management VLAN : assign specific VLAN ID for access to AP through WEB or telnet. 
· Modified the bridge for WDS interface from br0 to brtrunk when using VLAN :It makes it possible to transmit VLAN traffic through WDS link.
· Modified CLIcmd structure for easy addition of new CLI commands
· Removed the restriction on only 1 person access to WEB UI 
· Support for persistent event logs even after reboot
· Modified antenna diversity – external antenna bug fixed
· Performance improvement of Firmware upgrade
· User management menu is separated from cluster menu
· Added support for Session monitoring

· Added WPA(PSK) on WDS

· Display signal value on Neighboring AP
· Modified the default value of Broadcast/multicast Rate limiting from enable to disable
· Modified Tx power control
· Added support for entering consecutive MAC addresses at once 
· Modified WEB page to display proper messages during Factory reset or Reboot 
· Modified WEB page to display confirm messages after firmware is upgraded
· Fixed SNMP WEB UI bug, which pop up blank window 
(6) NOTICE
· Cluster – Channel Management – Automatically re-assigning channels
1. In this feature, if the first and third ‘Advanced’ options are set to 5% and 1minute, it is liable to reassign and change channel at frequent intervals. If channel is changed, wireless data or voice devices may be disconnected.
2. If you use SMT-R2000 with OfficeServ system, you should set the second ‘Advanced’ option same as the channel entered at MMC 845. If not, voice device may not handover. 

3. When using OfficeServ system, we recommend not to use this feature to avoid disconnection of voice call as channel become changed.

· Manage – Ethernet Settings

After you set the ‘Management VLAN ID’, you should remember this setting because you can access to WEB UI through only Management VLAN ID.
