Regarding SMT-R2000 Boot Failure issue
1. Symptom of problem that the engineers reproduced at the lab.
If someone tries to update QoS setting at the customer site where Cluster feature is working, the configuration file is repeatedly saved to the Flash memory (this is bug). 

That bug causes SMT-R2000 boot failure by the incorrect writing to Flash memory when someone try to upgrade the SMT-R2000 software.

2. How to reproduce AP failure issue

 
1) Click “Starting Clustering” in [Cluster] ( [Access Point] on the Web screen.
2) Press “Update” button in [Services] ( [QoS] on the Web screen of one AP out of Several SMT-R2000’s.
3) On the other SMT-R2000’s, the configuration file is repeatedly saved to the Flash memory (this is bug).

4) At this time, trying to upgrade SMT-R2000 software to other version causes SMT-R2000 Boot failure.

You can check this issue using “syslogd” program attached.

When this issue happens, you are able to see the below message repeatedly appears using “syslogd” in software V2.09 ~V2.11.

“cfi_intelext_write_words: access address 0x00740000   len 0x00001000”

3. Software upgrade procedures
1) Before software upgrade

You have to keep in mind the below step in order to the upgrade successfully without any issues. In the Web screen, you must set the below before upgrading the software. If not, there is possibility of the upgrade failure (see the potential issues below).
· Disable “SNMP” in [Services] on the Web UI menu

· Stop “Clustering” in [Cluster] on the Web UI menu
If you want to use Cluster feature, you have to set the Cluster feature after upgrading software of all of the SMT-R2000..
· Reboot the SMT-R2000.

· Then upgrade the software by the following instruction
2) The potential issues when you do not follow the above cautions.

· SMT-R2000 operation can become slow because SNMP causes CPU Load in case 802.11h is set.

· Boot failure can occurs again in a short time after upgrading software.
3) S/W upgrade from V1.00 ~ V2.07 to V2.11.02 (2009.05.01)
· The existing configuration (database) will be defaulted because memory structure has been changed.

· Need to upgrade software by 2 steps below 
- Step1: Upgrade S/W from V1.00 ~ V2.07 to Upgrader080119.upgrade.tar
- Step2: Upgrade S/W from Upgrader080119.upgrade.tar to V2.11.02

4) S/W upgrade from V2.08 ~ V2.10 to V2.11.02 (2009.05.01)
· Can be upgraded directly to V2.11.02 using software file “v21102_090501.upgrade.tar”.
· The existing configuration data is conserved.
5. 6 Options should be “DISABLE” in order to prevent some potential quality issues.

We recommend that the following 6 options be set to DISABLE in the all software versions of SMT-R2000 to avoid some potential issues below.
	Options on the Web UI menu
	Recommendation
	Possible issues when each option is ENABLED

	1. Channel Management on Cluster

· [Cluster] -> [Channel Management]
	DISABLE

(it is default value)
	When CHANNEL MANAGEMENT option is set to ENABLE, there is the possibility of CALL DROP and CHOPPING during the conversation 

	2. Neighboring Access Points 

· [Status] -> [Neighboring Access Points]
	DISABLE

(it is default value)
	If this option set to ENABLE, there is the possibility of NO SERVICE for 1~3 seconds in case SMT-R2000 detects any 11b AP’s.

As you know well, this feature is usually used during the installation of AP or site survey in order to find out Neighboring AP’S. We recommend that this option be disabled during the normal operation.

	3. STP (Spanning Tree Protocol) 

· [Manage] -> [Ethernet Setting] -> [STP]
	DISABLE

(it is default value)
	Enabling this option may be able to cause the relevant port block and multicasting overload on the Network.

We recommend using it only when NAT is enabled.

	4. Broadcasting/Multicasting limiting 

· [Manage] -> [Radio] -> [Broadcasting/ Multicasting limiting]
	DISABLE

(it is default value)
	If this option is set to ENABLE, one way or no way speech on WiFi handset may be able to occur by the loss of ARP message out of broadcasting data.

	5. Load Balancing

· [Manage] -> [Load Balancing]
	DISABLE

(it is default value)
	If this option is enabled, there is possibility that WiFi handsets are not able to connect to AP or stops working.


	6. SNMP

· [Service] -> [SNMP]
	DISABLE

(it is default value)
	WiFi voice and data service may stop working in case 1) SNMP is used in European countries, 
2) SNMP and Cluster are used simultaneously, OR

3) SNMP and Neighboring Access Points are used simultaneously.


